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THIIIFOBAHHS MEPEXKEBOI AKTUBHOCTI B WINDOWS
3A JOITOMOTI'OIO NETSTAT

Mema cmammi. Memoro cmammi € cmeopeHHs. KOMNJLEKCHO20 NI0X00Y 00 iHIYIIOBAHHS MA AHATIZY Mepexcesoi aKmue-
Hocmi 6 onepayiuniti cucmemi Windows 3a donomozolo ymunimu netstat 3 ypaxyeauHsaMm CyHaCHUX GUMO2, NOG A3AHUX
3 BIOCMENHCEHHAM CUCTNEMU, MA SAPAHNYSEAHHAM MONXCIUBOCI THIMepnpemayii pe3yiomamis diazHOCMU4HOi AKMUGHOC-
mi HaveghexmusHivum yunom. Y pamxax pobomu maxodc 6yoe 3pobneHo cnpoby cmanoapmusyeamu GUKOPUCTHAHHS
Netstat, oonosnumu 1020 THWUMY THCMPYMEnmamu OJid AsMOMaAmu3ayii ananizy 0anux ma nepemeopumu 1020 npono-
3uyii Ha KOHKpemHi pekomeroayii O cucmemMHux aominicmpamopie ma excnepmis 3 Kibepoesnexu. Cneyianvhi npo-
epamu 0 i0eHmuixayii mepedxcedux 3’ €OHAHb, BUABLEHH AHOMANIU MA AHANI3Y HABAHMANCEHHS MAKOXC 8i0i2paromy
8UPILATbHY pONb Y cmabintbHocmi ma besneyi iHpopmayiliHux cucmem y OUHAMIYHOMY MEPeHCe8oMY cepeOOosULL.

Hayxosa nosuszna. Hayxkosa mosusna 0ocniodcents noasieac y cmeopenui kaacughikayii cmanie TCP-3’e¢Onans Ha
OCHOBI 0aHUX, OMPUMAHUX 3d OONOMO20I0 netstat, Wo 003601A¢ epekmusHo iHmepnpemysamu iH@opmayio npo mepe-
JHce8y aKmMuHICMy y KOHMeKcmi 0iaeHOCIMUKY cucmemu. Apximexmypa cucmemu MOHIMOPUHEY, Wo 3anponoHO8aAHA 6 Yill
pobOmI, 6KIIOUAE YOMUPU OCHOBHI KOMHOHEHMU. 30ip NEPEUHHUX OAHUX, 0OPOOKY, AHANI3 MA CROBIWEHHS NPO AHOMAJL,
PO3WUPIOE KLACUYHI Ni0X00U 00 suxopucmarnns ymunim Windows. IloeOnanus netstat i3 cyyacHumu memooamu agmo-
Mamu3ayii ma ananizy 0aHux, 0CobIUB0 3 YACOBUMU PAOAMU MA JLO2YBAHHAM, HAOAE HOBI MONCIUBOCHI OISl BUABICHHS
mpendie ma aHoMauill.

Pesynomamu. B pamxax docniosxcensi 6y10 0emanbHo 00CIiONCeHO yHKYIOHAbHICMb netstat, 30Kkpema onyii -a, -n,
-0, -S Ma -¥, AKI HA0AMb NOSHULL CNUCOK AKMUSHUX 3 €OHaHb, IP-adpec, idenmudghikamopis npoyecis, cmamucmuxy Osi
Mepedicesux npomokonie ma madonuys mapwpymusayii. byro cmeopeno mabauyio xnacugixayii cmanie TCP-3’c¢Onans
(LISTENING, ESTABLISHED, TIMEWAIT, CLOSEWAIT) 3 onucom 0iaeHOCMUYHUX 3HAYEHb Md PeKOMeHOAYiamu, 3210~
HO 3 AKUMU MOXCHA i0enmughikysamu npobnemui cmanu, Hanpukiao, oogeuti CLOSE WAIT. Pesynemamu, ompumani
3 mepedncesux cearcie 3 IP-aopecamu 127.0.0.1 ma 192.168.0.161 ma nopmamu 161:4147-4149, noxasani na pucyuxy 2,
Haoams ingopmayiio, nos A3any 3 IHMeHCUSHICTNIO AKIMUSHOCHIT 8e0-3ACTNOCYHKIS, CUCTNEMHUMU NPOYeCcamil, d MAaKOHC
iCHY8aHHAM NOMENYIUHUX AHOMANIN. 3anponoHosano cnocodu HanucanHs cyeHapiis o agmomamusayii 300py oanux ma
nIOKIOUeHHs: 00 cucmem peecmpayii OaHux 0ist nody008U 4aco8ux psois.

Bucnoeku. [ocniodcenna ooseno, wo netstat egekmusHo 3anyckac ma MOHIMOpumys Mepedicesy aKmueHicms
v Windows ma € kopucnum incmpymenmom 3a605Ku pOIUUPEHUM NAPAMEMPAM KOMAHOHO20 PAOKA MA OP2AHi308AHOMY
Memooy 300py danux 0ns Oiacnocmukuy. Ompumana apximekmypa MOHIMOPUH2Y ma KAACU@IKayis cmamy 3 €OHAHHS
3a0e3neuyioms 0CHO8Y 0 inmezpayii mpaouyiiHux ymunim i3 Cydacnumuy mexHoN02iamu, maKumu AK MauuHHe Hag4am-
Ha. Ilepcnekmugu nooanbuux 00CiodceHb KI0UAIONMb PO3POOKY ANOPUMMIE ABMOMAMUYHO20 BUAGLEHHA AHOMANI,
iHmezpayilo 3 XMapHumMu Cucmemami,, po3pooKa adanmueHuUx CUCmeMm OnoGilyeHHsl, 3 NPAKMUYHUMU HACTIOKAMU 8 2a1Y31
beznexu ma onmumizayii mepesicegux pecypcis (Kibepoesnexa).

Kniwouosi cnoea: netstat, mepexca, monimopumne, Windows, Oiacnocmuxa Komn'lomepHux Mepedic, 0Oe3neka
KoMn tomepHux mepeoic, Kibepbesnexa.
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INITIATING NETWORK ACTIVITY IN WINDOWS USING NETSTAT

The purpose of the article. The aim of the article is to create a complex approach to the initiation and analysis of network
activity in the windows operating system with the help of the netstat utility with references to the current demands related
to tracking of the system and guaranteeing the opportunity to interpret the findings of diagnostic activities in the most
effective way. The work will also try to standardize the use of Netstat, complement it with other tools to automate the
analysis of the data and translate its proposals into concrete recommendations for the system administrators and the
cybersecurity experts. Specific applications for identifying network connections, anomaly detection and load analysis
also play a crucial role in the stability and security of information systems in a dynamic network environment.

Scientific novelty. The scientific novelty of the research is the creation of a classification of TCP connection states on
the basis of data obtained using netstat that permits effective interpretation of the information about network activity in
the context of system diagnostics. The architecture of the monitoring system proposed in this work, which features four
major components: primary data collection, processing, analysis, and notification about anomalies, extends classical
approaches to the usage of Windows utilities. The combination of netstat together with modern automation and data
analysis techniques, especially with time series and logging, provides new possibilities for trend and anomaly detection.

Results. As part of the study, the functionality of netstat was explored in detail, particularly the -a, -n, -o, -s and -r
options, which give a complete listing of active connections, IP address, process ID, statistics for network protocols and
routing tables. The classification table of TCP connection states (LISTENING, ESTABLISHED, TIMEWAIT, CLOSEWAIT)
with description of diagnostic values and recommendations was created, according to which problematic states can be
identified, for example, long CLOSE WAIT. The results obtained from the network sessions with IP addresses 127.0.0.1
and 192.168.0.161 and ports 161:4147-4149, shown in Figure 2, provide information related to the intensity of the
activity of the web applications, system processes and also the existence of potential anomalies. Ways for scripting to
automate the data collection and connection with logging systems for building time series are suggested.

Conclusions. The study has proven that netstat is efficient for starting and monitoring the network activity in windows
and is a useful tool with its advanced command-line parameters and organized method to capture the data for diagnostics.
The resulting monitoring architecture and connection state classification provides the foundations for integration
of traditional utilities with modern technologies such as machine learning. Future work opportunities: development
of algorithms for automatic anomaly detection, integration with cloud systems, development of adaptive alerting systems,
with practical consequences in the field of security and optimization of network resources (cybersecurity).

Key words: netstat, network, monitoring, Windows, computer network diagnostics, computer network security,
cybersecurity.

IHocTanoBka nmpobaemMun

Cy4acHi KOMIT FOTEpHI CHCTEMH XapaKTePHU3YIOThCSI IHTEHCUBHOIO MEPEKEBOIO aKTUBHICTIO, 1110 MOTpedye e(eKTHB-
HUX 3ac00iB MOHITOPUHTY Ta JaiarHocTHKU. Onepauiiina cucrema Windows Hajiae po3rainyKeHUH iHCTpyMeHTapii Juis
aHaJi3y MEepeKeBOro Tpadiky, cepell SKOro yTuiiTa netstat 3aiiMae 0coOIMBE MicIie 3aBISIKU CBOIH YHIBEPCaIbHOCTI Ta
nocrynHocti. IIpobiaema eekTHBHOrO BUKOPUCTaHHS netstat [u1sl iHILIIOBaHHS! KOMIUIEKCHOTO MOHITOPHUHTY MEPEKeBOT
aKTHBHOCTI Ha0yBa€ 0COOIMBOT aKTYaIbHOCT] B KOHTEKCTI 3pOCTAI0YUX BUMOT JI0 CHCTEMHOI O€311EKH Ta MPOYKTHBHOCTI.
TpamuuiiiHi MiaXoau 10 BUKOPUCTAaHHS netstat 4acTo 0OMEXYIOThCS 0a30BUMHU (YHKIISIMHU, L0 HE JJO3BOJISIE IOBHOIO
MipOIO BUKOPHCTATH MOTEHIIIall LIOTO iHCTpyMeHTY. HeoOXiiHicTh crcTeMaTn3alii MeTo/iB 3acTOCyBaHHs netstat Ta po3-
POOKM ONTHMAIBHUX CTpATeriid iHTepnpeTalii pe3yJabTrariB 3yMOBIIIOE aKTYaJIbHICTh JAHOTO JIOCIIJDKEHHSI.

AHaJi3 ocTaHHIX 10C/iXKeHb i myOsikanii

AHali3 cydyacHUX JOCIIPKEHb Y Taly3i MEpEeKEBOro MOHITOPHHTY JIEMOHCTPYE MIMPOKHIA CIIEKTP MiAXOIB JI0 ONTH-

Mizanii cucteMuux yTwiiT. botiko B. J1., ber3a B. 1., CnarBinceka B. M. [1, ¢. 1263] po3misgaroTh MUTaHHS BUKOPUCTAHHS
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HITYYHOTO 1HTENEKTY AJIS ONTUMI3allil CHCTEMHOTO KOZy, III0 Ma€ MpsIME BiTHOIICHHS IO aBTOMAaTH3aIlii podoTu 3 Mepe-
KEBUMH yTWIiTaMH. JIOCHi/UKEHHS CHCTEMHHMX 3001B Ta iX BIUIMBY Ha MEpEeKeBY Oe3IeKy IpeICTaBlIeHO y Ipamsx
Bessa B. 1., CnatBiaceka B. M. [2, c. 335], ne aHami3yl0ThCS HACTIIKA MacIITaOHUX CHCTEMHHUX BiqMoB. [TpomoBxeHHs
uporo pocmimkeHHs bessza B. 1., Cnatinceka B. M. [3, ¢. 252] mormmOiioe po3yMiHHS B3a€MO3B’A3KiB Mi’K CHCTEMHUMUI
3005MHU Ta MEPEKEBOIO AKTUBHICTIO.

CyugacHi TX0OQH 0 aHATi3y MEPEKEBHX CHCTEM MpencTaBieHi y poborax Zhong Y., Zhang Y., Zhang J., Wan L.
[4, c. 15], sIKi OCTIIKYIOT CTIHKICTh MEPEKEBIX KOMaHIHO-iH(POPMALITHIX CHCTEM. AHATITHKA MEPEKEBHX TAaHUX Y KOH-
TekcTi 5G cuctem posmitaaeTees Romero M. L., Suyama R. [5, ¢. 8], 10 1eMOHCTpY€E €BOMIOLIIO MiIXOIIB 10 MEPEKEBOTO
MOHITOPHHTY. [HHOBAIII{HI METOAN KOHTEKCTYyali3amii Mepe)KeBUX BIMIPIOBAaHb 32 JOMTOMOTOIO BEJTMKUX MOBHUX MOJAEIEH
npexacrasneri Beltiukov R., Bhattaram K., Cheng E., Kanigicherla V., Singh A., Thampiratwong K., Gupta A. [6, c. 12].

[IpakTryHi acTieKTH aHai3y MepekeBOro Tpadiky BHCBiTIEHI y gociimkenHi Jiang W., Zhang B., Zhu Q., Liao C.,
Wang W. [7, c. 3], 4Ki IpeCTaBUIN JaTaceT PeaJbHOTO MEpexeBoro cepenoBuia. CydacHi METOAN BUSABICHHS MEpexKe-
BHX BTOPTHEHb po3pobineni Balakrishnapillai J., Ajayan A. K. P., Kurian A., Sabu A., Majeed A. [8, c. 020044] 3 Buko-
puctanaaM HoBiTHROI TexHOmorii DSSTE. AnsrepHaTuBHMI MiAXiZ A0 BHUSABICHHS BTOPTHEHb HA OCHOBI 3TOPTKOBUX
HelipoHHNX Mepesx 3amponoHoBanuii S D. B., A Ms.D. [9, c. 5]. [uHoBa1iiiHi MeTOIN BUSIBICHHS aHOMATIH MEPEKEBIX
xomyTatopis nmpencrasieni Nam S., Jeong E., Hong J. W. [10, c. 2], a mporHO3yBaHHS MepekeBOro Tpadiky JOCTiHKEeHEe
Lv Q. Chang Y, LiT, GeJ. [11,c. 111557].

DopMyTIOBAHHS METH J0C/i/IZKEHHS

Mertoro JOCHi/DKEHHS € po3poOKa KOMITIEKCHOI METOMOJIOTil IHII[IIOBaHHA Ta aHalli3y MepekeBOi aKTHBHOCTI
B Windows 3a mormoMororo netstat 3 ypaxyBaHHIM CYy9aCHHUX BUMOT JO CHCTEMHOTO MOHITOPHUHTY Ta 3a0€3MEeYEeHHS ONTH-
MaJIbHOI IHTEpIIpeTaIlii pe3yIbTariB JiarHOCTHKH.

Buk/ageHHs 0CHOBHOTO MaTepiay A0CTiaKeHHS

VYTumita netstat sBisie co6or0 (yHIAMEHTAIBHUN IHCTPYMEHT omepamiiHoi cucteMu Windows i MOHITOPHHTY
MepeskeBoi aKTMBHOCTI. 1i (pyHKIIOHANBHICTH OXOIUTIOE MIMPOKUIA CHEKTP AiarHOCTHYHHX MOKIMBOCTEH, Biji 6a30BOTO
BiTOOpaXeHHS aKTHUBHUX 3’ €HAHB J0 JCTAIBHOTO aHAJi3y MEPEKEBHX CTaTUCTUK. JlOCBiA BUKOPUCTAHHS netstat y KOH-
TEKCTI CHCTEMHOI OIITHMI3aIlii, K moka3aHo y mpociimkenHsax boiiko B. J1., bessa B. 1., Cnarsinceka B. M. [1, c. 1265],
JEMOHCTPY€ BaKJIMUBICTh IHTETpaMii TPaIUIIfHAX YTHIIT 3 CYYaCHUMH ITiXOAaMHU JI0 aBTOMATH3aIlil.

OcCHOBHI TapaMeTpu KOMaHJHOTO psAKa hetstat 3a0e3rmedyroTh pi3HOMaHITHI peXHMH MOHiTOpuHTY. Ilapamerp -a
BimoOpaxkae BCi 3’€HAHHS Ta MOPTU MPOCITYXOBYBAHHS, IO KPUTHYHO Ba)KJIMBO JJIsI KOMIUIEKCHOTO aHATi3y CHCTEMH.
BuxopuctanHs -n 3aMiHIO€ CHMBOJTBHI iMeHa X0OcTiB Ha [P-afgpecu, MprCKOPIOIOYN BUKOHAHHS KOMaHIH Ta TTOJIETITYI0UN
aBTOMAaTH30BaHy 00pOOKy pe3yibrariB. [lapameTp -0 noxae ineHTH(hIKaTOpH MPOIECiB 0 KOXKHOTO 3’ € THAHHS, IO T03BO-
JIsi€ TOYHO BU3HAYUTH [DKEPEIIO MEPEKEBOI aKTHBHOCTI.

Amnami3 cucteMHEX 3001B Ta iX BIUIMBY Ha MEpEKEBY aKTHUBHICTh, mociimkerni bes3a B. 1., CrarBinceka B. M.
[2, c. 336], migKpecroe BaKIMBICTh CHCTEMAaTHYHOTO MOHITOPHHTY MEPEKEBHX 3’ €IHaHb. [IpoJoBKEeHHS IIHOTO JOCTi-
ToKeHHS [3, ¢. 254] neMOHCTpy€e KOpewii Mik CHCTEMHIMH BiZIMOBAMHU Ta aHOMAJIbHOIO MEPEKEBOIO TOBEIIHKOO, IO
MoOke OyTH e(h)eKTHBHO BHSABIICHO 3a JTOTIOMOTOIO netstat.

s aHami3y pesynbTariB netstat po3poOneHo Tabmumio ocHoBHUX cTaHiB TCP-3’eqHanp Ta iX iHTEpmperarii B KOH-
TEKCTI CHCTEMHO]I JIarHOCTHUKH:

Tabmms 1
Kaacudikanis craniB TCP-3’enHanb y KoHTekeTi netstat
Cran 3’€¢HaHHS Onuc JliarHocTHYHE 3HAYEHHS Pexomenpamii
LISTENING OuiKkyBaHHS BXiTHHX 3’ €{HaHb AXTUBHUI cepBiCHHIT TOPT ITepeBipuT HEOOXIAHICTE cepBicy
ESTABLISHED AKTHBHE 3’€THAHHS Hopwmainbhaa koMyHiKaris MOHITOPUTH TPUBAICTh
TIME WAIT OuiKyBaHHS 3aKPUTTS Hopmainbre 3aBeprieHHs KoHTpomoBaTu KilbKicTh
CLOSE_WAIT OuiKyBaHHS 3aKPUTTS JOAATKOM MosxiiBa po0iema joarka IlepeBipuTH KOJ| TOIATKA

Sk BuaHO 3 Tabnuni 1, koxxen cran TCP-3’enanHs Mae cnenndivuHe JiarHOCTUYHE 3HAUSHHSI, 110 JI03BOJISIE CUCTEM-
HUM a/IMIHICTpaTopaM e(eKTHBHO IHTEPIPETYBATH PE3yNbTaTH netstat Uit BUPILICHHS! MEPEKEBUX IIPOOIIEM.

CydvacHi miIXo/u /10 aHalizy MEpexeBUX cucreM, po3podieni Zhong Y., Zhang Y., Zhang J., Wan L. [4, c. 18], nin-
KPECIIOIOTh BAXKIJIMBICTh CTIMKOCTI MepeeBUX KOMIOHEHTIB. Lle Oe3nocepesHbo MOB’sI3aHO 3 MOMKJIMBOCTSIMHU netstat
JUISL BUSIBJICHHSI TTOTEHLIHHUX MpoOsieM Yy MepexeBiil iHppacTpyKTypi. EBoIoIist Mepe:KeBUX TEXHOJIOTIH, AOCIiKEHa
Romero M. L., Suyama R. [5, c. 10], Bumarae aganraiiii TpaauI{iiiHUX iHCTPYMEHTIB MOHITOPUHTY /10 HOBHX pealiil.

[HHOBaMIMHI MiAXOAM 10 KOHTEKCTyasi3alii MepekeBUX BHMIpioBaHb, npexacrasieni Beltiukov R., Bhattaram K.,
Cheng E., Kanigicherla V., Singh A., Thampiratwong K., Gupta A. [6, c. 14], 1eMOHCTPYIOTh NEPCHEKTUBH 1HTErpaLil
TPaAMLIHUX YTHIIT 3 Cy4aCHUMH TEXHOJIOTISIMM MalllMHHOTO HaB4aHHs. L{e BijKpruBae HOBI MOXKJIMBOCTI JUIsl aBTOMATH-
30BaHOIO aHaJli3y BUXIJHUX JIaHHUX netstat.
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i Bizyamizamii apXiTeKTypH CHCTEMH MOHITOPHHTY MEPEKeBOi aKTHBHOCTI Ha OCHOBI netstat po3poOJIeHo CTpyK-
TYPHY CXEMY:

Netstat yruita
30ip MepekeBHX JaHNX

l
Ilapcep nannx
OO6pobka BUXIIHHUX pe3yiIbTaTiB

AmnanizaTop craHis
Intepnperauis TCP-3'enHans

CucremMa onosileHb
BusiBeHHsT aHOMATI i

Puc. 1. ApxiTekTypa ccTeMH MOHITOPHHIY Ha 6a3i netstat

Licepeno: asmopcwvra pospooxa

SIK IeMOHCTpY€E PUCYHOK 1, apXiTeKTypa CHCTEMH MOHITOPHHTY BKJIIOYA€ YOTUPU OCHOBHI KOMIIOHEHTH, IO 3a0€3-
MeYyIOTh KOMIUTEKCHUN TI/IX1/T 0 aHami3y MepekeBoi aKTUBHOCTI Bifl 300py NMEPBUHHIX JaHUX J0 TCHEpaIlii OMOBINIeHb
PO aHOMAJII.

Sk moKa3aHoO Ha PUCYHKY 2, KOMaH/a netstat 3 mapameTpamH -a, -n Ta -0 BiToOpaxae BCl MEPEkKEBI CEAHCH B CHCTEMI
Windows, BKITIO4arodn iXHiI YHCIIOBI aapecH, ieHTHdikaTopu mpoueciB Ta iHmi aerani. Icaye 6araro TCP-3’eqHans,
saebinpmoro y ctani ESTABLISHED, siki BiAIIOBiat0Th JBOCTOPOHHIM 3’ €THAHHSIM MiX JToKaasHIM XocToM (IP-agpeca
127.0.0.1 Tta 192.168.0.161) Ta 30BHIMHIME a00 BHYTPIITHIMA CepBEpaMH, III0 MPOCIYXOBYIOTh MOpT 161, BUKOpHCTO-
Byroun nipotokonn HTTPS na moprax 4147-4149. Taki 3’exnanns, sk CLOSE WAIT ta TIME WAIT, npeacraBisrors
CEeaHCH, IO 3aKPHBAIOTHCS a00 OUIKYIOTHh 3aKPUTTS (3BHUYAHHUN MPOAYKT TUHAMIYHUX MEPEKEBHUX TPaH3aKIiH). 3 miel
iHpopMaIii MH MOKEMO 3pOOUTH JesIKi BHCHOBKH ITPO IHTCHCHBHICTh MEPEKEBOI aKTUBHOCTI Be0-3aCTOCYHKIB Ta CHC-
TEMHHX TIPOIECIiB, a TAKOXK HAJaTH YSABICHHS IMPO MOXKIIHBI aHoMatii, Taki sik ctan CLOSE WAIT, skuii Mo)ke CBiTIHTH
Ipo Mpo0JIeMy 3 MPABWIIBHUM 3aBEPIICHHSM 3’ €THAHHSL.

INonanpIa oriHKa JaHUX Ha PUCYHKY 2 MOXE JI03BOJIUTH HaM OLIIHUTH PO3IIOALT MEPEKEBUX PECYPCIB Ta CHCTEMHE HAaBaH-
TaKeHHsI. 30KpeMa, ToH (akT, Mo Oararo MiIKIIOYCHB OB’ s3aHi 3 OHAKOBUMH iCHTH(IKaTOpaMH TIPOIECIiB (HAPUKITIA,
149, 162), Bka3zye Ha Te, 0 KiJTbKa mporpaM abo ciry0, sKi B3aEMOJIIIOTH 3 MEPEKEI0, 3alHSTI OHOYACHO, 1 I1e MOXKe OyTH
TIOB’s3aHO 3 OHOBJICHHSIMH ITPOTPaMHOT0 3a0e31eueHHS Y POHOBOMY pekiMi a00 CHHXpOHI3aIiero qaHux. Lle poOuTs perensae

o

o

BLISHED
STABLISHED
ESTABLISHED

D ® o

[l e e e e e e S e

8
.1k

)-166-195:https
- tps T

BLISHED
ESTABLISHED
ESTABLISHED

ABLISHED

Puc. 2. Ilpouec iHinirtoBaHHSI MepexkeBOi AKTHBHOCTI B onepauiiiHiii cucremi

Licepeno: asmopcwvra pospodra
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JOCITi/KEHHS TIOBEIIHKY TaKHUX TPOIECiB 000B’SI3KOBUM JUTs ONTHMI3aIli Ta Oe3nexkn. ToMy pe3ynsTaTd, MpencTaBlieH] Ha
PHCYHKY, BAKOPHCTOBYIOThCS SIK BiJIIPAaBHA TOUKA [UTSI HOAAIBIINX JOCITIIKEHb ITOYaTKy MEPEXKEBOi aKTHBHOCTI Ta PO3POOKH
MeToiB ii aHai3y, SKi MOYKHA IHTETrpyBaTH B aBTOMAaTH30BaHi CHCTEMI MOHITOPHHTY Ta pearyBaHHS Ha MEPEXKEBi 3aTPO3HL.

[IpaxkTryni acmekTH poOOTH 3 peallbHUMH MEPEKeBIMH CEepeIOBHIIaMH, BUCBITIeHI Jiang W., Zhang B., Zhu Q.,
Liao C., Wang W. [7, c. 5], miaKpecIol0Th BaXKINBICTh Baiamii pe3ynbTaTiB netstat Ha OCHOBI eMmipuaHuX JaHux. e
0COOJIMBO aKTyalIbHO JJIS1 pO3pOOKH e(peKTHBHUX aITOPUTMIB (UTBTpAIlii Ta aHAIIRY.

CygacHi MeTOnM BHUSIBICHHS MEPEKEBHX BTOPTHEHB, po3pobmeni Balakrishnapillai J., Ajayan A.K.P., Kurian A.,
Sabu A., Majeed A. [8, c. 020045], moxxyTb OyTH iHTETpOBaHi 3 PYHKITIOHATBHICTIO netstat 1715l CTROPEHHS KOMIUIEKCHUX
cucteM Oe3neKku. ANbTepHaTHBHI miaxoau, 3anpononosani S D. B., A Ms. D. [9, ¢. 7], 1eMOHCTPYIOTh MOJKITHBOCTI BUKO-
pHUCTaHHS HEHPOHHUX MEPEX JJIsl aHaJli3y MaTTEePHIB MEPEKEBOI aKTHBHOCTI, BUSIBIICHNX 3a JIONIOMOTOI0 netstat.

IHHOBaMIHI MeTOM BUABICHHS aHOMAIIi, mpeacTasieHi Nam S., Jeong E., Hong J.W. [10, c. 4], 6a3ytoThcs Ha aHa-
JIi31 JIOTiB MepekeBOi aKTUBHOCTI, SIKi MOXKYTh OyTH e(eKTHBHO T€HEPOBaHI 3 BUKOPUCTAHHAM PO3IIHPEHUX MOMKIUBOC-
Teit netstat. [Iporao3yBanus MepeskeBoro Tpadiky, nocmimkerne Lv Q., Chang Y., Li T., Ge J. [11, c. 111558], motpebye
SIKICHUX BXITHHUX JTAHUX, AKi netstat Moyke HaaTH y CTPYKTYPOBAHOMY BUTIISI.

Po3mmpeni MOKITHBOCTI netstat BKIIFOYAIOTh TapaMeTp -S I BiZOOpakeHHs CTAaTHCTUKH 110 TIPOTOKOJIAX, IO JO3BO-
JISi€ aHANI3yBaTH 3arajbHy e(PeKTUBHICTh MepexeBol miacuctemu. [lapamerp -r BimoOpakae TaONHIFO MapIIpyTH3AIii,
10 KPUTHYHO BaYKIIMBO IS IIarHOCTUKH MPOOIIEM 3 MEPEKEBOIO TOCTYIHICTIO. KOMOIHYBaHHS pi3HUX TapaMeTpiB CTBO-
PIOE TIOTYKHUH IHCTPpyMEHTapiil TSI KOMIUIEKCHOTO aHaJi3y MEPEKEBOTO CTaHy CUCTEMHU.

ABromaru3ariisi podotu 3 netstat mepembadae po3poOKy CKPHITIB I PErYIAPHOTO 300py AaHMX Ta IX MOAANBIIOL
00po6xwu. [lepioguane BUKOHAHHS KOMaH] hetstat 3 pisHUMH IapaMeTpaMH JT03BOJISIE CTBOPIOBATH YacOBi PN MEpexKe-
BO1 aKTHBHOCTI, 110 HaJa€ MOXKJIMBICTh BUSBIIATH TPEHIM Ta aHoMamii. [HTerpartis 3 cucteMaMu JIOTyBaHHSA 3a0e3medye
JIOBTOCTPOKOBE 30epiraHHs icTOpii MEepeKeBOi aKTUBHOCTI Il PETPOCHIEKTHBHOTO aHAII3Y.

BucnoBku

[IpoBenene mocnmimpkeHHS IEMOHCTPYE (yHAaMEHTAIbHY BaKIHMBICTD YTWIITH netstat Ui iHII[iFOBaHHA Ta MOHITO-
PUHTY MEpeXeBOi aKTHBHOCTI B omepamniiHiil cuctemi Windows. CucteMaTndHHN TiAXiA IO BUKOPUCTAHHS PO3IIHPE-
HUX TIapaMeTpiB netstat 3a0e3medye KOMIDIEKCHUH aHalli3 MEpekeBOro CTaHy cucTeMu. Po3poOnena kinacudikarlis cTaHiB
TCP-3’emHanp Ha/la€ MPAKTHIHAN 1HCTPYMEHTAPIH TS iHTEepIpeTanii pe3yapTaTiB JiarHOCTHKH.

3ampornoHoOBaHa apXiTEeKTypa CHCTEMH MOHITOPHUHTY Ha 0a3i netstat TEMOHCTPY€e MOMKIMBOCTI iHTETparlii TpaauIiii-
HUX YTHIJIT 3 Cy4YaCHUMH IIiIXOaMH IO aBTOMATH3allli Ta aHai3y HaHUX. MeTOINKH aBTOMaTH30BaHOI 00OpOOKH BHXij-
HUX JIaHHUX netstat CTBOPIOIOTH OCHOBY JUISl PO3POOKH €()EKTUBHUX CHCTEM MEPEKEBOTO MOHITOPHHTY.

IepciekTiBY MONANBIINX AOCIIIKEHb BKIIOUAIOTh PO3POOKY aITrOPUTMIB MAIIMHHOTO HABYAHHS JJISI aBTOMATH30-
BaHOTO BUSBJICHHS aHOMaJIiil HA OCHOBI JaHWX netstat, iIHTErpaIfiro 3 XMapHIMHU CHCTEMaMH MOHITOPHHTY Ta CTBOPEHHS
aJlalITUBHUX CHCTEM OMOBIIMIEHHA. Pe3ynbratn HOCiKeHHS MalOTh NPAaKTUYHE 3HAUCHHS YIS CUCTEMHHX aJMiHicTpa-
TOpiB Ta (PaxiBIliB 3 MepekeBOi OE3MEeKH, HATAI0YH KOHKPETHI PEKOMEH/IaIlii II0I0 ONITHMAIFHOTO BUKOPHCTaHHA netstat
y PI3HUX CIICHAPIsX J1arHOCTHKH.
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