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CYUYACHI METOJU 3AXUCTY BA3 JJAHUX B YMOBAX KIBEP3AI'PO3
TA BIMHUA

YV 0ocnioacenni pozensioaiomocs akmyanvhi UKIUKU 051 IHpopmayitinol ingpacmpykmypu Ykpainu 6 ymoeax 3pocman-
Hsl Kibep3aepos3 i eoenHux Oill. Tlokazano, wjo 6a3u OaHUX OePICABHUX YCMAHO8, 00 €KMie KpumuyHol ingpacmpykmypu,
OCBIMHIX Ma MEOUYHUX 3aK1A0I8, A MAKONC MAL020 Ul CepeOHbO20 DI3HeCY € 0OHUMU 3 HAUOLIbWL YPA3IUeUxX yinetl 01 Kibepa-
max. Bemanosneno, wo xinvkicmo Kibepinyuoenmie 6 Ykpaini nocmitino 3pocmae, wo niomseposicyroms oani CERT-UA 3a
2022-2025 poxu. Busasnero menOenyii 00 nowupenHs amak i3 3acmocy8anHAM WKIOIUBO20 NPOSPAMHOZ0 3a0e3nedeHHs Kid-
¢y wiper, QiuuH208UX KAMNAHIL, AMAK HA JIAHYI02U ROCMAYanHs ma cnpob Hecankyionosarno2o docmyny 00 SCADA-cucmem.

Memoto pobomu € cucmemamuzayis Cy4acHux mMemoois 3axucmy 6a3 0anux i CmeopeHHs NPAKMUYHO20 AN20PUmmy,
SAKUTL MOdICe OYMuU UKOPUCTIAHULL MATUMU A CepeOHiMU NIONPUEMCMEAMU Oe3 3HAYHUX GUMPAm pecypcis. 3anpono-
HOBAHULL al2OpUmm nepeddayae ayoum iHpopmMayitiHux aKkmuesis, 6npoeaddiceHHs: bazamopakxmoproi asmenmu@ikayii,
Opeanizayiio pe3eperHo20 KONGAHHS, GUKOPUCIAHHS CYYACHUX Memodi6 WU@pyeanisl, HAGUAHHI NEPCOHALY, MOHIMO-
PpuHe nooiil beznexu ma hopmysanHs. KOMIIEKCHOL ROLIMUKY 3aXUCHLY OQHUX. /[l NPAKMUYHO20 GUKOPUCTAHHSL HABEOEHO
NPUKLAO NOATMUKY THGOopMayitiHoi 6esneku ma po3pobieno yekiicm ayoumy Kibepzaxucmy.

Pesynomamu oocnidsicents 0emMoHcmpyioms, Wo HAGIMb 3a OOMENCEHUX QIHAHCOBUX [ KAOPOBUX MONCTUBOCMEU MOIC-
JIUB0 docsiemu 00CmMamuboo piehs Kibepcmitikocmi. Egexmusnicms 3ab6e3nevyemuvcs 3a605Ku CMpyKmMypo8aHomy nio-
X00y, wo exaouac sk mexuiuni piwwenns (SIEM, TDE, AES, cucmemu unsnenus 6mMopeHens), max i opeanizayitini 3axo-
Ou (HaBYAHHA NEPCOHATY, KOHMPOIb docmyny, ayoum). [Iposedenutl NOpI6HATbHULL AHALI3 YKPATHCOKUX A 3aPYOIHCHUX
00C0HCEeHb BUABUS, WO V BIMUUSHAHUX YMOBAX AKYEHM pOOUMbCA HA NPUKIAOHUX DilleHHAX | adanmayii 00 80€HHUX
BUKIUKIB, MOOT K 3apYOidiCHI npayi 30cepediceti Ha CMandapmu3ayii ma pe2yissmopHux acnekmax.

Ipaxmuyna 3Hauumicms NOAASAE Y MONCIUBOCT BUKOPUCTIANHS 3anpononoganux pexomendayit y MCII, depoicas-
HUX YCMAHO08AX MA NPUBAMHUX KOMUAHISX, WO NPAYI0IOMb 3 KOHQIOSHYIIHUMU OAHUMU, Alle He MalOMb PO32ALYHCEHUX
6i00ini6 Kibepbesnexu. 3axucm 6a3 OaHUX PO32NAOAEMbCS He Tuule K MeXHIUHe 3a60anHs, d K KAIHU08A CKAA008d eKO-
HOMIYHOT Mma HaYIOHANbHOL be3neKu.

Knrouoei cnosa: xibepoesnexa, 6asza oanux, MCII, ¢iwune, pesepsne xonirosanns, SIEM, APT, nonimuxa 6e3nexu,
ISO/IEC 27001, kibepsacpo3su.

YE. A. DROZDOVA

Senior Lecturer at the Department of Computer Systems and Networks
Kherson National Technical University

ORCID: 0000-0003-0276-6387

V.M. KOZEL

Candidate of Engineering Sciences (PhD), Associate Professor,

Associate Professor at the Department of Computer Systems and Networks
Kherson National Technical University

ORCID: 0000-0002-2627-2499

MODERN METHODS OF DATABASE PROTECTION UNDER CYBER THREATS
AND WARTIME CONDITIONS

The study addresses the urgent challenges facing Ukraine's information infrastructure under escalating cyber threats
and wartime conditions. It highlights that databases of government agencies, critical infrastructure, education and
healthcare institutions, as well as small and medium-sized enterprises, have become the primary targets of cyberattacks.
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CERT-UA data from 2022—2025 confirm a steady increase in incidents, reflecting the growing militarization of cyberspace.
The main threats identified include wiper malware, phishing campaigns, supply-chain attacks, and unauthorized intrusions
into SCADA systems.

The research aims to systematize modern approaches to database protection and to design a practical algorithm
suitable for SMEs with limited resources. The proposed framework consists of asset auditing, multi-factor authentication,
backup implementation, modern encryption methods, staff awareness training, security event monitoring, and
comprehensive security policy development. A sample security policy and an audit checklist are provided to facilitate
practical application.

The findings demonstrate that even resource-constrained organizations can achieve sufficient levels of cyber resilience
if they apply structured and sequential measures. Effectiveness is ensured through the integration of technical tools such
as SIEM platforms, TDE, AES, intrusion detection systems, along with organizational practices including personnel
training, access control, and audits. A comparative review of Ukrainian and international studies shows that local works
emphasize applied solutions and adaptation to wartime conditions, while international research prioritizes regulatory
compliance and standardization.

The practical value of the study lies in the usability of the proposed recommendations by SMEs, public institutions, and
private companies handling sensitive information without dedicated cybersecurity departments. Database protection is
thus positioned not only as a technical challenge but also as a fundamental component of national and economic security.

Key words: cybersecurity, database, SMEs, phishing, backup, SIEM, APT, security policy, ISO/IEC 27001, cyber threats.

IMocranoBka npodjeMu

B ymoBax moBHOMacIITaOHOI BiffHH B YKpaiHi muTaHHS iH(QopMamiitHoi 6e3mexn Ha0yllo KpUTUIHOTO 3HAaYeHHS. ba3u
JMAHUX OPTaHIB JIP’KAaBHOI BIIAIH, OCBITHIX 3aKIajiB, MEIUNYHUX yCTAHOB, IiIIMPHUEMCTB KPUTHIHOI iHPPACTPYKTYpH
cTanu 00’ ekTaMu Kibeparak 3 00Ky JepkaBU-arpecopa. Y TaKuX yMOBaxX 0COONMBOI Baru HaOyBa€e BIPOBAKCHHS HATii-
HUX, THyYKUX 1 BITOBITHAX IO HAITIOHAJIEHOTO 3aKOHOAABCTBA 3ac00iB 3axucTy 0a3 maHux (BJI).

OCHOBHUMH 3arpo3aMu st 033 JaHUX € HACTYIIHI:

— Macogi xibeparaku: DDoS, nmporpamu-3aupHuKy (ransomware), mkiamse [13;

— IlimecmpsiMoBaHi BTOPTHEHHS: po3BHHEHA craia 3arposa (APT-rpymm, 3okpema Sandworm — mimposmin kibep-
Biitau ['Y T 3C PO, Gamaredon — xiGep310uuHIIi, SIKUX BiIHOCSTH 10 pociiicbkoro 18 meHTpy inpopmamniiHoi Oe3mnexn
OCB, sixmif mie B okynoBaHomy Kpumy);

— IHcalinepchbki BUTOKH,

— BincyTHiCTE HaNIEKHOTO PE3EPBHOTO KOITIFOBAHHS;

— Artaku Ha QI3UYHI JaTa-[EHTPH Ta eNEKTPONOCTATAHHS.

Jlo ocHOBHHX TpyH 3ac00iB 3axXHCTy 0a3 TaHUX HAlCKaTh:

— Hudpysanus (30kpema mpos3ope mmppysanas naamx TDE, mmdpyBaHHA Ha piBHI CTOBMIB column-level
encryption);

— KonTpons moctymy (Momens ynpaBiiHHS JOCTYNOM, 3acHOBaHa Ha poisix RBAC, merox aBreHTndikamii, sikui
BHMArae JIEKiJTbKOX CIIOCO0IB MmiaTBepmKeHHS ocoonucTocti MFA);

— Momnitopunr (moryeanus, SIEM — TexHojoris, sika 3a0e3nedye MEHTpaNi3oBaHuN 30ip, aHai3 Ta KOPEIAIiIo
JAHWX TIPO Toii Oe3mekn 3 pi3HuX mrepern B [ T-iHppacTpykTypi opranizarii);

— Pe3sepBHe KomitOBaHHS;

— 3axucT Ha piBHI MPHUKIIAJHOTO POTPAMHOTO 3a0€3IeUeHHSI.

3axucT 0a3 JaHuX B YKpaiHi peryioeThCsl TAKUMHA OCHOBHUMH JIOKYMEHTAMHU:

— 3axoH Ykpaiam «IIpo 3axwmcT iHpOpMarii B iH(opMariifHO-TeIeKOMYHIKaIiitanx cucremax» (Bim 05.07.1994
Ne 80/94-BP);

— 3axoH Ykpainu «IIpo indopmamiro» (Bix 02.10.92 N 2657-X1I), «IIpo 3axucT nepcoHanbHAX HaHIX» (Ne 2297-VI);

— Cranpmapru ACTVY ISO/IEC 27001:2015, 27002:2015;

— 3arameHi pexomenaanii HKIK (Hamionansauii koopanHatiitanii neHTp Kibepoesmekn) Ta CERT-UA (Komanna
pearyBaHHS Ha KOMIT FOTEPHI Ha/I3BHUAiTHI Tofi1 YKpaiau) moo 3axucty KputuaHoi [T-iHdpacTpykTypH.

AHaJli3 oCTaHHIX J0c/iTxKeHb i myOsikanii

BupdeHHs mxepen B ykpaiHCEKOMY iH(GOPMAIifHOMY TIPOCTOPI 3aCBiAUy€ HASIBHICTH KOMIUIEKCHOTO ITiIXOY IO TIPO-
Omem 3axucTy 0a3 TaHWX, 0COONMMBO B KOHTEKCTI aamnTallil 10 Cy9acHUX Kibep3arpo3. Y HH3II Mpamb aKIeHT 3p00JIeHO
SIK Ha 0a30BUX 3aco0ax 3aXHCTY, TaK i Ha CIEIialli30BaHAX IHCTPYMEHTAX 3 YPaxXyBaHHIM TEXHOJIOTIYHOTO CEPEIOBHUIIIA.

VY poborti [1] mpoanamizoBaHO OCHOBHI Ipo0OIeMH 3axXHCTy iHpOpMaIlii B 0a3ax JaHWX B yMOBAaX 3pOCTaHHS PHU3HKIB
KiOep3IIOYMHHOCTI. ABTOPH KIacH(iKyIOTh 3arpO3HU Ta OMHICYIOTh MEXaHI3MH iX TIOTIepeKeHHS Ha piBHI apxiTekTypu BJI.
OxpeMo HaroJIOMIeHO Ha HEOOX1THOCTI BIAIIOBITHOCTI MDDKHAPOAHAM CTaHIAAPTaM OC3IIEKH.

Hocuimkenns [2] npucsiaeHo mmppyBaHHIO TaHUX Y XMapHUX 0a3ax. Oco0nauBy yBary 30cepe/keHO Ha aJlTOpUTMax
3axXUCTy MiJ 9ac 30epiraHus i meperaBaHHsI, a TAKOXK MPoOIeMaTHIli aBTCHTU(IKAI1 B yMOBaX BiIKPUTOTO TOCTYITY IO
XMapHHUX cepBiciB. [IepeBaroio € mpakTHiHa CKJIag0Ba — MOZETIOBAHHS OE3M1eTHOT B3a€MOIii KITIEHT-CEepBEp.
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Asropu myOmikamii [3] aknentyrore Ha Oesmernii CYBJ] PostgreSQL. PosmismaeTpes 3acTocyBaHHS BOYTOBaHHUX
iHcTpyMeHTiB PostgreSQL, Takux SK KOHTPOJIb NOCTyIy, mudpyBanHs Ta momituku SELinux. BucBiTieHo KoHKpeTHI
KEeHCH BIPOBADKEHHS Y PeallbHUX MTPOEKTAX.

V crarTi [4] HaBeeHO y3araabHEHY KIacH(iKaIlifo METO/IB 3aXHCTY B CyYaCHUX CHCTeMaXx YIPaBIiHHSA 0a3aMu TaHHX.
3po0beHo MopiBHAHHS 3aC00iB Ha PiBHI apXiTEKTYPH, MPHUKIATHOTO PiBHSI Ta CUCTEMHOI iH(pacTpykTypu. OKpemo mija-
KPECJICHO POJIb MiICHCTEMH MOHITOPHHTY Ta JIOTYBaHHS.

Hocnimkenns [5] mpucBsidueHe aHami3y mporpaMHoOro mpoxykry DbProtect. ABTopaMu HaiaHO OIIHKY €(EKTHBHOCTI
LbOTO IHCTPYMEHTY BHSBIICHHS BPa3IMBOCTEH y KOPIOPATUBHOMY CEpEIOBHILI, 30KpeMa B KOHTEKCTI IONEPEeKEHHS
SQL-iH’€ekmiif, BATOKY JaHUX Ta peaizallii MONiTHK ayanuTy.

VY po0ori [6] 3milicHEHO CHCTEeMAaTH3AaIliI0 3arpo3 U KOPIIOPAaTHBHAX 0a3 JaHWX 3 ypaxyBaHHSIM HOBHX TEHACHITI
nrpoBoi iHPPACTPYKTypH. ABTOPH BHOKPEMIIIOIOTh aKTyalbHI BHKINKH, ITOB’A3aHi 3 IHTETrpaIi€io XMapHUX CEpPBiCiB,
a TaKOX MPOTMOHYIOTH KOHIIETIIIi}0 OaraToOpiBHEBOTO IMiIXOAY 0 Oe3MeKH.

VYV mybmikamii [7] 3po0meHO akMeHT Ha MPEeBEHTHBHUX 3axofdaX IIOJO0 THIIOBHX 3arpo3 s JokambHUX b/l
PosmisinaroThes SIK KITaCHYHI TEXHIYHI pilleHHs (aHTUBIPYCHI CHCTEMH, (DaepBOITH), TaK 1 OpraHizalliitHi 3axX01u, 30KpeMa
HAaBYAHHS [IEPCOHAITY.

3aranom, yKpalHChKIi IMyOTiKallii miaTBepIKYIOTh aKTYalbHICTh TEMAaTHKH Oe3MeKH 0a3 JaHWX B yMOBax Iu(poBizarii
Ta Ti0puaHOI 3arpo3u. Xoda B OUTBIIOCTI MPaIlk aKIEHT POOUTHCS HA TPAAULIHHIX ITiIX0aX, BITIYTHOIO € TEHACHIS 10
igTerpanii pimens tumy SIEM, 3acTocyBaHHS KpUNTOTpadigHOTO 3aXUCTy Ta OpIE€HTALlS HA BiAMOBIAHICTH MIKHAPO/-
HuM HopMaM (ISO/IEC 27001, NIST SP 80053).

AHaii3 3apyOiKHUX HayKOBHUX Mpallb CBITYUTH IPO BUCOKHH piBeHb (hopmaizallii, cTaHAapTH3aIlii Ta MPAKTUIHOT
CIPSIMOBAHOCTI y TEMaTHIII 3aXUCTy 0a3 maHux. YacTuHa myOmikamiif pokycyeTscsl Ha KpunTorpadigHOMy 3aXHCTIi, AEIKi
Ha CHCTEMaXx BHSBJIICHHS 3arp03 Y BEUKUX IHPPACTPYKTypax ado 3aXUCTi JaHUX Y XMapHUX CHCTEMaXx.

VY po6ori Fuller et al. [8] mpencTaBneHo TTHOOKe MOPIBHAHHSA KPUOTOTPa(igHIX MEXaHI3MIB 3aXHIICHOTO MOIIYKY
o bJI. ABropu KimacudikyroTh METOAX 3a piBHEM Oe3MeKH, IPOAYKTUBHOCTI Ta cepamu 3acTocyBaHHs. PoboTa 1iHHa
3 TOYKH 30py OaNaHCy MK 3aXHCTOM 1 3pYUHICTIO JJIST KOPUCTYBaYa.

Kamran & Farooq [9] mpucBsatunm mocmimpkeHHs 3axucty b/ 3a 10omoMororo BOASHHUX 3HAKIB, IO OCOOIMBO aKTy-
AIBHO Y BUMAJKaX PO3MOBCIOMKEHHS KOMEPIIiITHIX HaOOpiB JaHNX a00 MiATBEPIKCHHS aBTOPCTBA. ABTOPH CHCTEMAaTH-
3YIOTh MIAXOAU 3a TUIIAMH CTPYKTYPOBAHOCTI JaHUX.

Bauskar [10] po3msimae mpodnemn Ge3nexu XMapHHX 0a3 JaHux. B po0oTi BHOKpeMIIeHO (paKTOpH PH3HKY, IPHUTa-
MaHHI ITyOIiYHAM 1 TPUBATHAM XMapam, Ta IeTalbHO MPOaHaTi30BaHO 3aCTOCYBAaHHS TaKWX 3ac00iB, SIK MIN(pyBaHHS HA
CTOpOHI KITi€HTa, OaratodakTopHa aBTeHTH]IKamist, VPN-TyHemoBaHHS.

V crarti Ankur Mahida [11] HagaHo KpUTHYHAHN OIS FOPUANIHHUX Ta ETHYHIX ACTIEKTIB 3aXUCTY JaHUX Yy XMapHUX
BJ1. PoGota iHTerpy€ TeXHIYHAHN 1 MPaBOBUH MiIXOAH O 3a0€3IeYeHHS MPUBATHOCTI B iIHPOPMAIIITHUX CHCTEMaX.

3araioM, B yKpaiHCHKUX Ta 3apyOKHUX IPKEpernax, sKi BUBYAIOTh 3aXUCT 0a3 JaHWX, BUSBICHI JEAKiI BiAMIHHOCTI
B M AX0/1aX, IO MMPOAEMOHCTPOBAHO B TaOMuUIIi 1.

Tabmms 1
HopiBHsinHA miaxoaiB g0 3axucty B/l B ykpaiHChKHMX Ta 3apyOiKHUX TxKepesax
Kpurepiii YkpaincbKi J:xepena AHIJIOMOBHI J:KepeJia

OcHoBHa yBara ba3oBuii 3aXKCT, ayanT, BIPOBADKEHHS JOKAIBHNX 3ac00iB | Kpunrorpadis, XMapHi TeXHOJIOTI], MAaIIMHHE HABYAHHS
IMpuxaanna 6a3a IMpaxruuni keiicu (PostgreSQL, DbProtect) TlepeBaxxHo TeopeTHUHO-IPUKIANHI Mofeni, cranaapt NIST
PiBenb popmaizanii OOMmeskeHe 3acTocyBaHHs (OPMATbHUX MOZAEIEH Bucoka dopmanizanis, cTpykTypHi Mozeni 6e3neku
MeTtoau mmdpyBaHHs TDE, AES-256, VPN Order-preserving encryption, searchable encryption
PerynstopHa 6a3a JICTY, KC3I, 3akoHOaBCTBO YKpaiHU ISO/IEC 27001, GDPR, HIPAA, NIST
Tactpymentu MoHiTopunry | Jlorysauns, SIEM (3a3Ha4e€HO 4acTKOBO) TloBrouinni cucremu SIEM, IDS/IPS
[HHOBALHHICTH Oobmesxene 3ragysanss 111 abo aganTHBHUX cucTeM AxrtuBHe Bukopucranus Al, privacy-preserving ML
Pusuku B xMapi YacTkoBe 3raJlyBaHHs TloBHa kiacuikaris 3arpo3 ta pilieHb
Doxyc Ha iHCalnepiB Tax, y xonrekcti RBAC/DLP Tak, y xonTekcti noseninkoBoi anamituku (UEBA)
HOpuan4nmii cynposizn Iocunanns Ha 3akoHH YKpaiHU TOpunuynmii ananiz (GDPR, ePrivacy)

VYkpaiacbki myOmikallii HagaroThk MiHAY iH(OPMAIIiI0 MO0 MPAKTUYHOTO BIPOBAPKEHHS 3aXWCTy y PEaTbHUX YMO-
BaX BOEHHOTO 4Yacy Ta 0OMEXEHHUX PeCcypciB, y TOH 4ac K Mi>KHAPOHI TOCIIIKEHHS MPOMOHYIOTH [IHOIIE TEOPETUIHE
oOTpyHTYBaHHS, ACTaJIbHY CTAaHIAPTHU3AIIIO Ta YBAry J0 MEPCHEKTHBHUX TexHOIoTil (Al, romomopdHe mmdpyBaHHs).
OnTHMaTBHOIO CTPATETIEIO IS HAI[IOHATBHOTO PIiBHA € TTOETHAHHS JIOKAIEHOTO JOCBIAY 3 MKHAPOTHIMH ITiIXOaMH.

DopMyJTIOBAaHHS MeTH A0CTiTKEeHHS

AHai3 akTyaJbHAX CTATHCTHYHUX JaHUX MOKa3aB BIUINB BifHN PD mpotn Ykpainu Ha piBeHB 3arpo3 Uit 0a3 JaHuX

B YKpaiHi B IOPIBHSIHHI 3 JOBOEHHHIM TEPiOIOM.
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Tak, 3pocio 3aranpHe uncio kideparak. Y 2022 pori — nepmuii pik moBHomacintabHoi BiiHn — CERT-UA 3apeectpy-
Baja moHaz 2 194 iHnmaeHTH, mo 3Ha9HOo nepeBunio pisers 2021 p. (1350 3adikcoBannx artax) [12].

¥ 2023 p. kinbKicTh IHIUACHTIB 3pocia Ha 16 %, 1o 2 543 Bunaakis, mpotu 2 194y 2022 p. [13].

V¥ 2024 p. 3adikcoBano 4 315 iHumaeHTiB, mo Ha 70 % Oinblre, HIX y MONEPEIHBOMY POIL, IPUUOMY a APYTiH MOJIO0-
BuHI poky komanga CERTUA omparroBana 2 576 innuaeHTiB — e Ha 48 % Oinbine, HiX y nepimomy miBpiudi. [Ipote
KUTBKICTh BHITQKiB BUCOKOI Y KPUTUIHOI BXKKOCTI 3MeHIHIach Ha 77 % (3 48 mo 11) [14].

3a mepuri 77 ani 2025 poxy CERTUA 3adikcyBana 1 384 kiGeparaku, mo Ha 50 % Oinbine, HiX y Ty camy Hopy
2024 poxy [15]. Sxmo Temn 306epexeThes, KUTbKicTh atak Moke csrHyTH 10 000 inmunenTis y 2025 pori.

Otxe, 3pocTaHHs BUABIECHUX IHOUIACHTIB ckiagae Big 50 % mo 70 % mopiuno (puc. 1), remoHCTpyroun cradinbHe
JOMiHYBaHHS Kibep3arpo3u i Jac BiifHU.

KinbKicTb aTak
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Puc. 1. 3pocTanHs KiIbKOCTI Ki0epiHIN/IEHTIB B pOKH BiliHK

AHaJi3 TakoXX IMMOKa3ye 3MiHY XapakTepy arak. SIKIIO B JOBOEHHHUIl MEPiof] CIOCTEPIrajucs MePEeBaKHO JIOKAIbHI
DDoS araku, a Takox TpaauiiiHui ¢imuar To B 2022 p. okpim DDoS Ha nepKCTpyKTypH Ta BiHCBKOBHI CEKTOP (3poc-
TaHHs B repuri AHi Ha 196 %), NomMpHiIOCh MacTabHE PO3MOBCIOKEHHS IIKIJIHBOTO NPOrPaMHOT0 3a0e3IeueHHs,
a takox wiper (Malware 3 pyHKIIsIMU 3HUIICHHS qaHuX). Y 2022 p. Briepiie 3apeecTpoBaHo 16 pi3HUX CiIMEHCTB aToMap-
HUX Wiper-BipyciB — HaiBUIIMI piBeHb B icTopii. Wiper-araku — 1ie Tun KibepHariajy, o CIpsIMOBaHHUI Ha MOLIKOKEHHS
a00 3HMIICHHS JJAHWX Ha KOMII IOTepax, cepBepax 4M IHIIMX MPUCTPOsSX. BOHM npu3HadeHi He i BUTOKY iH(opMalii,
a JuIst i1 AeCTPYKIIii, 10 MOXKE MPU3BECTHU JI0 3HAYHUX BTPAT ISl TOCTPAKIATIUX.

IToMiTHUM cTaJI0 3pOCTaHHS 3arajibHOI KUIBKOCTI aTak, 110 BKa3ye Ha MaclITabHy Kibeporepallito MpOTH HallioHAIb-
HOI KibepOe3niekn Ykpainu. Lk arak 3micTuiacst B 61k KpUTHYHOT 1HPACTPYKTYPH, IO POOUTH MUTAHHS 3aXUCTy 0a3
nanux i [T-cuctem crpareriuaum. CriocTepiraeThbes MmiBUINCHHS CKIIATHOCTI aTak, MapaJieIbHO 3 MOHMKCHHSAM KIJTBKOCTI
Ha/[3BUYaiiHO KPUTUYHUX BHIIQJIKIB, 1110, MOXIIMBO, BKa3y€ Ha Kpallly CTIHKICTh a00 a/IaliTUBHICTh CUCTEM 3aXHCTY.

Criiike iHTeNIeKTyaJbHE IIIHMIYHCTBO BimoOpaxae 3pocranHs TpurepiB APT-rpyn (Hanpuknan, Gamaredon/Trident
Ursa) y 202425 poxkax.

KibepHanaam cynpoBokytoTh (i3uuni araku (cyber-kinetic warfare). Cyber-kinetic warfare — 1ie HOBuWil TUI BiiiHH
XXI cromiTts, B sikoMy 3HUIIEHHS 1H(opMauiitHoi indpactpykrypu (B, Tenexom, SCADA) cityKHTb MiATOTOBKOO 200 Tifl-
TPUMKOIO peajbHOro (hi3M4HOro Hamajy. SIckpaBuM NMpUKIIaoM Moke OyTH araka Ha Kuiscrap B rpyaui 2023 p, ko crio-
4aTKy BinOysack MaciitaOHa Kibeparaka, sika CIPUYHHIIA 3HUIICHHS CEPBEPIB Ta IHPPACTPYKTYPH, a Aaji — paKeTHI yaapu
1o 00’exrax 3B’s13Ky. Pe3ysnbraTom Oyiia HoBHA BTpaTa 3B 513Ky B YaCTHHI KpalHU. AHAJIOTIUHIN aTalli 1mijjaBaBcsi eHepreTny-
Hui cexktop B 2022-2023pp. Tlonepeanso kideponepaiiii Ha SCADA-cHCTEMH €IeKTPOMEPEK CIIPUUNHSUIN BiIKITIOYESHHS,
NOTIM HAHOCHJIMCS YIIapH 110 TiJICTaHIisgX abo Mepekax — MmoABidHumit yaap. Lle 1o B 0CHOBY TeH/IeHIIT TOAaIbIINX Kibe-
pakTHBHOCTEH. 3axKCT 0a3 JaHUX y TAKUX YMOBaX — He POCTO KibepOesrieka, a elleMEHT HalliOHaJIbHOI 00OPOHH.

BuxisiaseHHsi 0CHOBHOTO MaTepiaJjly K0CiaKeHHsI

Mu ripoaHaitizyBaJii KibeparakH I1iji yac BiIHM B po3pi3i THITIB 00’ €KTiB, Ha siKi BOHU OyJu cripsimoBaHi. Tak, 3a JaHUMHU
CERTUA (narionansHa koMaHa pearyBanss) B 2023 p. crarucTuka HamajiB Oyia HacTymHoo (tadm. 2) [16, 17].

[IpoanaizoBaHO TaKOX, aTakaM SIKOTO BHY ITiJIaBasiucs Ti a0o iHmi 00’ ekt (Tabmuis 3).

Tunu arak pi3HATbCS 3aJ€XKHO Bif 00°ekTa, ane ¢immHr i wkigmuse [13 — yHiBepcanbhi 3arposu. HaiiGunbre mif
3arpo3010 3HAXOIATHCS JCPKCTPYKTYPU Ta KpUTHYHA iH(PACTPYKTYpa, sKi pa3oM CkiagaroTh moHan 50—60 % arak.
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Tabmmi 2
Po3nonin kinibkocTi KiGepiHuuaeHTiB 3a THIOM 00’ eKkTiB (Ha 2023 p.)
Kareropis KinbkicTb innuaentis y 2023 % Bin 3arajabHOI KibkocTi (2 543)

VYpsifioBi CTpyKTYpH 347 ~13.6 %
Micuesa Biajga 276 ~10.8 %
Cekrop 0e3nexkn/o60poHu 175 ~6.9 %
Komepuiiini opranizanii 127 ~5.0 %
Enepreruka 92 ~3.6 %
Tenexom 81 ~3.2%
OcBiTHi 3aKnanu 38 ~1.5%
Tpancnopr 32 ~1.3%
dinancosuii cekTop 30 ~1.2%
IT-cexrop 25 ~1.0 %
3MI 15 ~0.6 %
MenyHmii ceKTop 12 ~0.5 %

Tabmums 3

Buau arak no kareropisiMm 00’€kTiB

Kareropis 06’ exta OcHOBHI aTakn Komenrap

JlepxaBHi ycTaHOBU

DDoS, ¢immmHr, kommpomerartisi O0TKOBUX JaHUX, 3HULICHHS
peectpiB

ATaky MaroTh Ha METI AecTabiIi3alio CHCTEM

Kputnuna indpactpykrypa

Wiper-113, APT, supply-chain, SCADA araku

CrpsiMOBaHi Ha apaiti3yBaHHs iHPPACTPYKTYpH

Beunvki mianpremcTsa

DimmHr, compromise yepe3 MocTavyaIbHIKIB

BpasinuBi uepes JIaHIFOTY TOCTAYaHHS

Ocsita

Ransomware, BHyTpillIHi 3arpo3u (3100yBaui)

3Ha4HI PU3UKHU BiJ BHYTPIIIHIX KOPHCTYBaviB

Mauti Ta cepeaHi miAnpreMCTBA

DimmHr, KpaaiKka IpUCTpOIB, BKPaJeHi 00JIKOBI AaHi

Bukiukani HeZOCTATHIM PiBHEM 3aXHUILEHOCTI

3aKmazay OCBITH CTUKAIOTHCA 3 YHIKAIFHIMH PU3UKAMU BHYTPIIIHIX 3arpo3 (HaIpHKIIal, HKEPEIOM iHITMICHTIB MOXKYTh
Oyt 3100yBadi ocBiTH). Manuii 6i3Hec nepeknBae YUCICHH] aTaky (BIIIMHTY Ta COIiaNbHOI IHKEHepii, ane 3a3Bu4ail He
MAaIOTh PECYpPCiB IS 3aXHUCTY.

Manmutii Ta cepenniii 6izaec (MCII) € ommiero 3 HAMOLTBIT Bpa3MuBUX IiJieH KibepaTrak B YKpaiHi, 0COOIMBO Mia yac
BiifHu. [Tompu Te, 110 AeprKaBHI ycTaHOBH, 00’ ekTr KpuTH4HOI iHppacTpykTypH (KI), a Takox Benuknit 6i3Hec HabaraTo
yacTile MiAIaroThcs BOPOKUM aTakaM, BOHM MAarOTh BHINMH piBeHb Kibep3axucty, Hixk MCII, 3 KiTbKOX CHCTEMHHX
MIPUYHH.

i cTpykTypu HE MOXYTh (YHKI[IOHYBaTH O€3 BIAMOBIAHOCTI perTaMeHTaM, TOMY 3000B’s3aHI BIPOBAIKYBATH
3aXHMCT HAa CUCTEMHOMY PiBHi. IXHs JisnmbHICTH B cepi Kibep3aXucTy TOBUHHA 3a70BONBHATH BUMOTAM, sIKi BUKJIAIEHi
B 000B’s13xk0BHX qokyMeHTax (KC3I — KommekcHa cucrema 3axucty indopmartii, 3arBepmxena [epxcmen3s’ 3Ky, 3akoH
Vxpainu «IIpo ocHOBHI 3acaau 3abe3neueHHs Kibepoesnekn», Ctpareris kibepoesnekn, ISO/TEC 27001 Ta ixm.). Bemuki
KOMITaHil MaroTh BiOKpeMIIeHI OromkeTH Ha Kibepbesmeky, IT-imminu, miapsaaukis 3 ISMS — cuctemn ynpaBmiHHS
iH(pOopMaIiifHOIO Oe3MeK0I0, KOHCANTHHTOBI KoMmIaHii. Jlep>kaBHi 00’ €KTH (piHAHCYIOTHCS 3 OIOMKETY, B T.4. y paMKax Ipo-
€KTIB, IO MATPUMYIOTH Kibep3axuct cekropy 6esmekn. Y Kl mepenbaueno pinancyBaHHS Ha BiTHOBICHHS Ta CTIHKICTh
(resilience) — onmn 13 KPI 3rigro 3 ISO/IEC 27031. ¥V crpykTypi aepsxopranis i KI ctBopeno miapo3ainu inpopmariiifaoi
0e3meKH, sIKi BiIMOBITA0Th 3a MOOYIOBY MOMITHK OE3MEKH, ayIuT AOCTYITY, IOTYBaHHS, BiAIOBIIHICTh peTJIaMeHTaM, B3a-
emomito 3 CERT-UA. YV Benmukomy 6i3neci aie: SOC (Security Operation Center) — mocTiifHAIf MOHITOPHHT IO, a TAKOK
SIEM-cucTtemu, iIHCTpYMEHTH aHaNi3y 1HIIWICHTIB.

HepxasHi yctanoBH, mignpuemctsa Kl Ta Benukuit 6i3HeC M UIATaIOTh PETYISIPHOMY ayIuTy B cepi Kibep3axucTy.
B pasi mopymieHHs BUMOT perIaMeHTy HACTalOTh HACHIAKH Y BHIVISII aIMiHICTPAaTHBHOI a0 AMCIUIUTIHAPHOI BiAIO-
BIJTANIBHOCTI, a TaKoX BTPATH JIIeH31H, mrpadu, cankmii peryasaropis Ta iam. MCII Takux nmepeBipok He MPOXOASTH,
a 0T)Ke, He MalOTh CHCTEMHOI MOTHBAIlii OyyBaTH epekTHBHY Oe3ImeKy.

OTtxe, MCII e crabkoro nankoro B kibepnpoctopi. binsmricts MCII ve marots I T-Biaainy a0 KOPHCTYIOTHCS TTOCITY-
TaMH 30BHINITHIX MiAPSIIHUKIB 6€3 YITKUX BUMOT 10 Oe3nexu. [HBecTurlii B Kibep3axucT 9acTo BiAKIAAAIOTHCS, OCOOIMBO
y Kpu30BUX yMoBax. [IpaniBHUKN HE MPOXONIATh HABYAHHA 3 KiOEpTirieHH, BIAKPUBAIOTH (IIIMHTOBI JINCTH, BUKOPHCTO-
BYIOTB c1a0Ki mapoui. Bukopucranus 6e3komroBHOT0 ad0 3actapinioro [13 mae HacmiIKOM BiZICYyTHICTh OHOBJICHB, JISTKHX
3ac00iB mM(pyBaHHA Ta MOHITOPHHTY. 3aJIe)KHICTh BiJl XMapHHUX a00 CTOPOHHIX PillICHb CHPUIHUHSAE HETOCTATHIN KOHTP-
OJIb HaJ| JAaHUMH, BUKOPUCTAHHS ciabko 3axumeHnx API.

3a oriHKoI0 (haxiBIIiB, CEPEIHS CyMa BTPAT Ut MaJIoro Oi3Hecy micis iHnuaeHTy craHoBuTh Big 5 000 no 50 000 goma-
piB (BKJIIOUAIOYM BiIHOBJIEHHS, IIPOCTOI, BTpaTy KII€HTIB), a 82 % mnoctpaxaanux MCII He BiTHOBIIOIOTHCS OBHICTIO
MpOTATOM 6 MicsmiB mics iHmuaeHTy [18]. TumoBuMu BTpaTaMu BHACTIIOK KibepaTax €:
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— BTpatu KoHQiAeHIiHOI KIieHTchKo1 iHpopMmartii (CRM, paxyHkn);
— BUMYIICHE IPUIIMHEHHS ONeparliil yepes 37IaMaHui calT 9i cucTeMy aBTomMaru3allii OisHec-mponecis ERP;
— pemyTamiitHi pU3UKH, HACIIIKOM SKHX € BIATIK KII€HTIB;
—  CaHKIMIl, AKIIO MiAMPHEMCTBO MAJIO CIIPABY 3 MEPCOHATHFHIMHA JaHUMH 1 He BUKoHa0 3aKkoH «lIpo 3axucTt mepco-
HaJbHUX JAHUX»).
3Bakar04M Ha YHIKaJIbHUH Mpodink 3arpo3, pecypcHi MOKINBOCTI Ta HOPMATHBHI 0OMEXKECHHS, MOXKHA PEKOMEH-
nysatu st MCII 3aco0wm, siki 3a0e3medyroTh 6amaHc MiXK Oe3MeKOI0 Ta MPOCTOTOI0 BIPOBAKEHHA. MeToro € 3a0e3-
MIEYUTH MiHIMAIBHO JOCTATHIN piBeHD KiOep3aXmCTy, IKUI TO3BONNUTH 3aXUCTUTH JaH] KITI€HTIB, TApTHEPIB i piHAHCIB,
YHUKHYTH TIPOCTOIB Oi3HECY "Yepe3 aTakd, a TaKO)K BHKOHATH BUMOTH 3akoHY Ykpainu «IIpo 3axmcT mepcoHaIbHHIX
JaHUX».
[IponoHy€eThCS HACTYITHHIA aNTOPUTM BIPOBapKEHHS Kibep3axucty it MCIL.
Kpok 1. IIpu3HayeHHs BiinoBigaabHoro
Bracauk a6o MeHemkep MOBHHEH OQIIiitHO MPU3HAYNTH BIAMOBIAAIBHY 0co0y 3a iHpopMaliiiHy 6e3meky (HaBiTh
SIKIIO Tie ogHa ocoba st IT 1 6e3nexn).
CrBopuTH peecTp BiamoBimampHOCTEH (Hanmpukiaa, y Google Docs abo Excel).
Kpok 2. O6Jik nnpoBux aKTUBIB
CTBOpUTH IIEpeiK:
O6umikoBux 3amucis (momTa, CRM, 6aHkn);
— Ipuctpois (HoyTOyKH, cMapTHOHHU, KACOBI arlapaTh);
— IIporpamHoro 3abe3nedcHHS;
— ba3 gannx (sKi 30epiraroThCs JOKaIHHO a00 B XMapi).
ITosnaunru:
— XTO0 Mae A0CTyT;
— SIxi maposi BUKOPHUCTAHO;
— Ywu e mmpyBaHHA.
Kpok 3. HanamryBanusi 6230BOro 3aXucTy A0CTYIY
3ampoBaauTh aBodakTopHy aBreHTH(]IKamifo (2FA) B email, CRM, 6aHKiHT.
3MiHUTH BCi IApOJIi Ha YHIKAIBHI, 3reHEPOBaHI MEHEPKEPOM MapOJIiB.
Posnopinutu JocTynu 3a possiMu (TLTBKH 0 HeoOxinHoi iHpopmaii).
CtBOpuTH pe3epBHi 0OTIKOBI 3amKCH aaMiHiCTpaTopa.
Kpok 4. HanamryBaHHsI pe3epBHOI0 KOMilOBAHHA
3abe3neyn T aBTOMAaTHYHE MIOIEHHE IHKPEMEHTHE pe3epBHE KOMIIOBAHHS.
Kormii 36epiraru:
— JOKaJIbHO (30BHIimHIA SSD);
— y xmapi (Google Drive, Dropbox).
TecToBuii BiAKaT 3 pe3epBHOI KOTIil MOBMHEH BiAOyBaTHCs pa3 Ha 3 MicALi.
Kpok 5. BupoBaj:xeHHs1 3aXUCTY JaHUX
AxrtuByBaru mm¢ppyBaras Ha piBHI CYB]l (AES/SSL).
Oo6wmexwuty 30BHIMHI miakmodeHHs 10 Bl (qepe3 VPN abo IP-dinerpario).
VYBiMKHYyTH aBToMarngne oHoBIeHHS OC 1 I13.
Kpok 6. HaBuanus nepconay
[IpoBecTn kopoTKe HaBYaHHS 3 Kibepririenu (1 romuHa, Zoom abo PDF-mpesenTaris):
— 5K pO3Mi3HaTH (ilInHT;
— 10 pOOUTH IpH TiT03pi HA aTaKy;
— SIK IIPaBWJIHO CTBOPIOBATH TAPOJIi.
OdopmuTH IHCTPYKIIIO 3 6€31MeYHOT POOOTH 3 TaHUMHU.
Kpok 7. Aynut kidepoe3nexu
Pa3 Ha miBpoKy mpoBecTH BIAaCHUN ayauT 3a yekiaicToM (20—30 myHKTiB).
[epesipsiTh:
— yu onosieni [13 Ta OC;
— UM JOCTYITHA pe3epBHA KOIis;
— YH aKTyaJbHi OOJIIKOBI 3aIHICH.
3adikcysaru 3BiT B Excel abo Word.
Kpok 8. PearyBannsi Ha iHIHAeHTH
CTBOpUTH IUTaH i TPH IHIWACHTI:
—  XTO BIAIIOBizac;
— xyau 3Bepratuca (CERT-UA, IT-miapsaaauk);
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— 5K 130JTI0BaTH ypaskKeHUH IPUCTPIH.
30epertu Korito wiaHy odraiiH (Ha mamnepi).
Kpok 9. Yroaa 3 IT-nigpsaaunkom
VYKJIacTH TOTOBIp 3 MiAPSITHAKOM, 3 BKIIOUCHHSM:!
—  BHMMOT /10 O€3IIeKH;
—  BIAIOBIZAJIBLHOCTI 3a BUTIK JaHUX;
— TIPOIENyp aBapiHOTO BiTHOBICHHS.
Kpok 10. lokymeHTauis nojiTuku de3neku
OdopMHTH KOPOTKY TIONITHKY O€3MEKH, SKa BKIIOYAE:
— MeTy (3aXHCT MepCOHANBHUX | KOMEPIIHAX TaHWX );
— 30HH BIANOBIZAIBHOCTI;
TepeiK 3axoAiB (pe3epByBaHHs, JOCTYITH, HABUAHHS);
— BIAMOBIZATBFHOTO 32 MOJITHKY.
36epiraru nokymeHT B Google Drive Ta B HaApyKOBaHOMY BHIJISIL.
CrocoBHO Oe3rexn 0a3n TaHNX MOJKHA 3aIIPOMIOHYBATH HACTYITHAN YEKIICT (PHC. 2), AKUH MOXKe OyTH BUKOPHCTAHHHA
TIpu ayauTi 6e3mekn (BIaCHUMHU CHJIAMH YH 3a JTOTIOMOTOI0 CTOPOHHIX CIEIialIiCTiB 3 Oe3MeKH).

Hateropis Nepeipea Mentmengonns Al Cravye (/X ) Ngwines

Hortpans Aoetyny Authenticator afa SMS

WRkMARHYTH &

HonTpons ABETYY

Howipame AOCTyRY
Tawwer 6|
Jaamct B}

Omonwri MySOL/P

VR T adpyBasn
[loIB0RUTA AOCTYN AMie sepes VIN

v pesepone sonmar ] Hanaurysari

MY e & micui 060 us B

i 3 Benaiy NPaTAOM OCTarmst TIROBECTH b

A0 Gazi gase? Vnbhnrryr
Mammopunt vt Ao MiAoapLANA nxig? Manaurtyeati em.

Ay

encH Ay Besnens NpOTRTOM OCTammin 6 mic.7  NposecTs CasmocT

A i 0 nasmmse Seanend Dgopatin meyTpi
Wpmgesnh Omposls, Y odopame iy b OfipoBey nepcoen A favae?  DigsorysaTe sl
Opwgnsind CpoBig e ysagess A0ronip 3 IT-migpngrancm? e Tt MryHT (DO BLGNOBILANMICTE 33 Gesnewy

Puc. 2. Yekaict a5 ayauty 0e3neku 6a3u JaHUX

Otxe, HaBiTh O3 BHYTpilIHbOTO criemianicra 3 kidepoesnekn, POIT Ta MCIT moxyTh 3a0e3neunty 6a3oBuii, ane
epexTuBHUN piBeHb 3axucTy B/l 3a 10MOMOror0 MPaBUIILHOTO KOHTPOJIIO JOCTYITY, PETYJISPHOTO PE3EPBHOTO KOIiOBaHHS,
HPOCTUX IHCTPYMEHTIB MOHITOPHUHTY Ta MEPIOANYHOTO CAMOCTIHHOTO 200 CTOPOHHBOTO AY/IHTY.

BucHoBku

Y KOHTEKCTI TpHBaIO4Oi BIICbKOBOI arpecii nmpoTH YkpaiHu KiOepnpocTip CTaB HEBiJI'€MHOIO CKJIaJOBOIO OOHOBHX
i, a 3aXuCcT 0a3 JaHUX — KPUTHYHO BAKIIMBUM €JIEMEHTOM HalliOHAJIbHOI, KOPIIOPATUBHOI Ta IHCTUTYIIIHOT Oe3NeKH.
3arpo3a KidepiHLIUIeHTIB 3Ha4HO 3pocia 3 2022 poky, 0coOIUBO y cdepi 1epKaBHOTO YIPaBIiHHS, 00’ €KTIB KPUTHYHOT
IH(ppacTpyKTypH Ta MpUBAaTHOTO cekTopy. OCHOBHMMH BUJIaMH aTaK 3aJIMIIAIOTHCS (DILIMHT, KOMIPOMETALisl OOJIIKOBHX
JIAaHUX, MacoBe PO3IIOBCIOKEHHs 1KiuuBoro [13, supply-chain araku Ta wiper-incrpymenTu, APT-1isubHiCTb, CIIpsiMO-
BaHa Ha jepxopranu, KI ta 000poHHHI ceKTop.

Maumii Ta cepenHiii Oi3HeC € OJIHI€I0 3 Halypa3UBIIIMX KaTeropiil y kideprpoctopi. Lle o6ymoBneno 6pakom dinan-
COBHX 1 JIFOJICBKHX PECypCiB, HU3bKOIO KiOEPOOiI3HAHICTIO MEPCOHANY, BIICYTHICTIO MOJITHK OC3MEKU Ta PErysipHOrO
ay/INTy, BAKOPUCTAHHSM HE3aXMIICHUX XMapHUX CEPBICIB.

Boanouac nepxxcexrop, KI ta Benukuii Oi3Hec MaloTh 3HAYHO BHIIMIT PIBEHb 3aXHCTY, 110 3a0€311eUy€eThCsl HAssBHICTIO
HOPMAaTHBHHMX BUMOT, BHYTPILIHIX CITyKO KibepOe3reku, J0CTyIy JI0 MIKHAPOIHOI CUCTeMU 00MiHY Kibep3arpo3aMu TOLIO.

VY xomi gociimkeHHs 0yi10 po3podiieHo Kiracu(ikalito OCHOBHUX THUIIIB 3arpo3 i 3acC001B MPOTH/IIT, MPAKTUYHHUN TUIAH
BIpOBaKEeHHs Kibepaaxucty aist MCI, sikuii Bkitouae 10 KpOKiB, YEKITICT MEPEBIPKU CTaHy 3aXHCTy 0a3 TaHMX.

Ha mincraBi mpoBeaeHOr0 aHai3y HaJaHO HUIhOBI pexomenanii st MCII, 1o 103BOJISIIOTh HABITH 32 OOMEKCHHUX
YMOB CYTT€BO MIIBHIIUTH KibepcTiiikicTh opraHizanii. Kiiro4oBiMMuU cepes HUX € BIPOBA/KEHHS ABO(PAKTOPHOI aBTEHTH-
(¢ikauii, pe3epBHOIO KOIFOBaHHsI, 0OMEKEHHSI JIOCTYIIB, HAaBYaHHSI [IEPCOHAJTY Ta TPOBEACHHS MIHIMAJILHOTO KiOepayJuTy.

Otxe, 6a30BHH piBeHb KIOEP3aXUCTY LIJIKOM AOCSHKHUIA HABITH JJISl MAJIMX OpraHi3aiiid 32 yMOB 4iTKOTO ajJrOpUTMy
i Ta yCBIZOMJICHHS 3HaUyIOCTI (POBOT OE3MEeKH SIK eIeMEHTa 3arajlbHOi CTIHKOCTI Oi3HECY Ta AepIKaBH.
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