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IH)KEHep-IporpaMict
ToBapucTBO 3 00MEkKEHOIO BigmoBifanbHicTiO «AJIJION

PO3POBKA CUCTEMM PEECTPAILIl TA ABTOPU3AILIII KOPUCTYBAYIB
Y KII€EHT-CEPBEPHOMY WEB-JTOIATKY

YV cyuacnux ymosax cmpimkoeo po3eumky iHGOpMayiiHux mexHonio2il ma 3pocmants Kiibkocmi web-dodamkis
numanns 6e3neynol ma egpekmusHoi peecmpayii i agmopuzayii KOPUCMy6auie Hadysae 0coOAUS0T AKMYaIbHOCIL.

Jlana cmamms posensdae npoyec pospooKu cucmemu peccmpayii ma agmopusayii kopucmysauie y web-0ooamiy
3 KJIIEHM-CEPEEPHOI0 APXIMEKMmyporo, Wo 3abe3neuye HAOilHUll KOHMpPOab 00CHyny 00 pecypcié ma nepcoHanizosany
83AEMOOII0 3 KOPUCTITYBAYEM.

1Tio uac po3podxu 6y10 po3enaHymo Kiro4osi eumozu 00 cucmem agmenmuixayii, ceped Axux besnexa, macuimaoo-
B8AHICMb, 3PYUHICMb Y BUKOPUCMAHHT MA 8I0NOGIOHICIb akmyanvHum cmanoapmam. IIpoananizoeano nowupeni nioxoou
00 peanizayii kiieum-cepeepnoi apximexmypu, 30kpema 3acmocysanns REST API, JSON Web Token (JWT), npomoxosny
HTTPS, a makooic ¢petimeopkie 0ns hpoumendy ma dexendy, maxux sik React, Node.js i Express.

Pospobrena cucmema nepedbauac 060emantuii npoyec: peecmpayin Ho8020 KOPUCIYB8ayd, a MAKO;IC Ad8MOopU3aAYir0
3 BUKOPUCMAHHAM MOKEHI8 00CTYNY.

Pospobnena gpopma peecmpayii' y web-0ooamxy eéxnouae 60y008aHy 8anioayito paoKis, AKka nepesipsae KopeKmHicmo
686€0eHUX OAHUX — 30KpeMa opmam enekmpoHHOL NOumu, CKIa0HICMb NApoas, 1020 NiOMEepOICeHHA MA YHIKATbHICHb
Email-aopecu. Ilicns ycniwnol peecmpayii Ha 6kazany nowmy HaAOCUIAEMbCsl IUCH (3 NIOMBEPONCEHHAM, WO MICMUMb
VHIKAIbHUTL MOKeH 051 akmueayii 0onikosoeo 3anucy. Ilicis niomeepodicents Kopucmyeay asmomamuiio nepenanpas-
JAEMbCsL 00 GIKHA asmopu3ayii, 0e modce ygitimu 00 cucmemu 3a 00NOMO2010 C80IX 00NIKOBUX OAHUX, W0 3a0e3neuye
be3neyHull i KOHMPOILOBAHULL OOCYN 00 Pecypcy.

3anpononosane piwenns modxce Oymu inmezposare 8 pisHoMaHimui web-niamgopmu, modxciuse macuimady8ans,
PO3WUPEHHsL (DYHKYIOHALY ma iHmespayii 3 [HuumMu cepeicamu, 36epieaiodu 6UCOKULL Pi6eHb 3PYUHOCTIE BUKOPUCIAHHSL
ona KiHyegux Kopucmysauis. Pospobnena cucmema peccmpayis ma asmopusayii modxce 6ymu 3acmoco8and y pizHux
2anyssx, 0e HeoOXiOHO 3abe3neuumu HadiuHy I0eHMUDIKAYII0 KOPUCMYBAUI8 MA 3aXUCT THHOPMAYIUHUX pecypCis.
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DEVELOPMENT OF A USER REGISTRATION AND AUTHORIZATION SYSTEM
FOR A CLIENT-SERVER WEB APPLICATION

In the current context of rapid development in information technologies and the growing number of web applications,
the issue of secure and efficient user registration and authorization has become increasingly relevant. This article explores
the process of developing a user registration and authorization system within a web application based on a client-server
architecture, which ensures reliable access control and personalized user interaction.

During development, key requirements for authentication systems were considered, including security, scalability,
usability, and compliance with modern standards. Common approaches to implementing client-server architecture were
analyzed, particularly the use of REST API, JSON Web Token (JWT), HTTPS protocol, and frontend/backend frameworks
such as React, Node.js, and Express.

The developed system features a two-stage process. registration of a new user and authorization using access tokens.

The registration form in the web application includes built-in string validation that checks the correctness of input
data — the email format, password complexity, password confirmation, and uniqueness of the email address. Upon
successful registration, a confirmation email is sent to the specified address containing a unique token for account
activation. After confirmation, the user is automatically redirected to the login window, where they can access the system
using their credentials, ensuring secure and controlled resource access.

The proposed solution can be integrated into various web platforms, with potential for scalability, functional
expansion, and integration with other services, while maintaining a high level of usability for end users. The developed
registration and authorization system can be applied across different industries where reliable user identification and
protection of information resources are required.

Key words: registration, authorization, client-server architecture, validation, web application, form.

IHocTaHoBKa MpobaeMu

VY cyyacHoMy nuh)poBOMY CBITI Web-I0IaTKH € HEBiI’€MHOIO YaCTHHOIO MOBCSIKICHHOTO HTTS, OI3HECY Ta KOMYHI-
Karliid. BiTbIIicTh 3 HUX BUMAraroTh B3a€MOJIl 3 KOPHCTYBauaMH, 110 Mepeadadae HasIBHICTh MEXaHI3MIB PeecTparlii Ta
aBTOpHU3aIlii 1151 3a0e3eueH st Oe3IeKH, IePCOHAI3aIlIl Ta KOHTPOJIIO TOCTYITY.

BincyTHICTD HamiiHOT CCTEMH aBTEHTH(IKAIIT MOXKE MPU3BECTH 10 BUTOKIB JaHUX, HECAHKIIIOHOBAHOT'O JOCTYITY Ta
BTpATH JIOBIpH KOPUCTYBaUiB.

[Ipobnema mossirae B po3poodili eheKTUBHOI, Oe3MMedHO0l Ta MacuITaDOBaHOT CHCTEMH PEECTPAIlil Ta aBTOPH3ALIil IS
web-701aTKy 3 KITIEHT-CEPBEPHOI0 apxiTekTyporo [1].

Kiient-cepBepHa Moelb mepeadavae moait Ha KIeHTChbKy uacTuny (frontend), sika B3aemojie 3 KOPUCTyBaueM, Ta
cepBepHy yactuny (backend), sika 06po0Oisie 3amuTH, 30epirae AaHi Ta 3a0e3meuye JIOTIKy aBTeHTU(IKAIIIT.

Otxe, mocrae norpeda y CTBOPEHHI KOMILIEKCHOTO PIIICHHS, SIKe TIOEHYE HAAIHHUN 3aXHUCT TIEPCOHAIBHUX JaHUX,
3pYYHICTB JJIs1 KOPUCTYBaYiB, MacIITaDOBaHICTh CUCTEMH Ta BiMOBIIHICT CYYaCHUM BEO-TEXHOJIOTIsIM. BIipoBamkeHHs
TAKOTO PIlIEHHS CIIPUATHME MiJBHUIICHHIO 0e3reKu web-101aTKiB, TOKPAIIEHHIO KOPUCTYBAIBKOTO JIOCBIY Ta e(peKTHB-
HOMY YIPaBIIIHHIO JOCTYIIOM Y KITI€EHT-CEPBEPHIl apXiTeKTypi.

AHaJIi3 oCTaHHIX AocaiKeHb i myOmikaniii

CyuacHi gociimkeHHs y cepi peectpallii Ta aBTOpU3aIlil KOPUCTYBAYiB y KIIEHT-CEPBEPHUX Web-10o1arkax CBiquaTh
PO TOCTYIIOBHMI MEpPEeXi Bil TPAAUIIMHUX METOMIB, TAKKX SIK Hapoji Ta SMS-koau, 10 Oe3MeuHinmx 0e3napoabHIX
pimens, 30kpema passkeys.

Bukopucranust kpunrorpadii ta anaparHux 3aco0iB MiBHUIIYE 3aXHUCT BiJI PIIIMHTY Ta IHIINX Kidep3arpo3. CTanaaptu
WebAuthn Level 3 [2] i FIDO2 [3] BuzHauatoTh npunimny Oesnednoi aprentudikaiii, a NIST SP 800-63B [4] nporio-
HY€ peKOMeH/Iallii 11010 Pi3HUX PiBHIB aBTeHTU(IKalii. [Torpy TeXHIuHI nepeBary, IMUpoKe BIPOBAKEHHS 00MEXKYIOTh
MTUTAHHSI BITHOBIICHHS! IOCTYIY, CYMICHOCTI 3 ICHYIOUMMH CHCTEMaMHM Ta PEryJSITOPHI BUMOTH.

DopMyTIOBaHHS METH 10CTi/7KEHHS

MeToro po3poOKH € MPOEKTYBAHHs Ta peatizallis MOy peecTpallii i aBTopu3allii KOpUCTyBadiB y web-momarky
3 KJIIEHT-CEPBEPHOIO apXIiTEKTYpOIO, IKUi 3a0e3medye Oe3rneKy 0OpoOKH AaHUX, CTIMKICTh 1O aTak Ta MacIITabOBaHICTh
JUIsl pOOOTH 3 BEJIMKOIO KiIbKICTIO KOPHCTYBAiB.
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BuxisiageHHs1 0CHOBHOIO MaTepiany A0CiIKeHHS

dopma peecrpariii/aBropusanii — e iHTepdeiic, IKUi J03BONIsIE KOPUCTYBaYaM CTBOPIOBATH OOJIIKOBHH 3aric Ha BeO-
caiiti abo y tomaTky (peecTpallisi) Ta BXOAUTH y BXKE ICHYIOUHH (aBTOpH3alis).

dopma peectparlii npu3HaYeHa JUTSI CTBOPEHHST HOBOTO OOJIIKOBOTO 3amKcy. SIK MpaBHiIo, MICTUTh HACTYITHI MOJIS JJIS
BBEJ/ICHHS:
Im’st kopucTyBaua (JIorin);
— Enekrponna anpeca;
[Tapois (#0r0 TOBTOPHOTO BBEJCHHS ISl I ATBEP/PKCHHS );
THmroi momarkoBoi iHpopMarii (HampukiIam, Homep Teinedony, 1ara HapOKCHHS).

dopma aBrOpH3allii CIYXUTH JUISl BXOLYy B CHCTEMY, SIKIIO KOPHCTYyBad BKe Mae oOJikoBHMiH 3anuc. Bona 3a3Bnyait
MICTHTB TOJIS A7 BBeIeHHST: IM st koprcTyBaya (j10TiH), [Taposs.

Po3poOky mounHaM 31 CTBOPEHHS Bi3yaJIbHOTO iHTEp(elicy BikHa peectpartii. st moOymoBu ¢opmu y BikHI peecTparii
3 TIOJISIMU JUJTs1 3aITOBHEHHST BUKOpHcTOBYBanu Ant Design. st peectpanii y web-101aTKy KOpHcTyBad TOBUHEH 3alIOBHUTH
HactynHi ojst: E-mail, Bame im’s1, [Taposs Ta IToBropuTtr naposs (puc. 1) Ta HaTHCHYTH KHOTIKY 3apeecTpyBathcs [5].

PeecTpauis

Ana BXO4Y B 4aT, BaM ﬂOTpi@HO 3apeecTpyBaTUCA

3APEECTPYBATUCA

Puc. 1. ®opma peecrpamii

Sk 6aunmo, popMa po3TalIoBaHa B IEHTPaIbHIN YacTHHI ekpaHa. Lle 3abe3neuye Goxyc yBarn KopucTyBada Ha OCHO-
BHIN i1 — BBeIeHH] JaHnX. BoHa ckiiagaeThes 3 KIIBKOX JIONYHUX €JIEMEHTIB.

3aronoBok «PeecTpamis» — 4iTKUH, BEJMKUHA MPHUQT, pO3TALIOBaHUI 110 LEHTPY. BiH nae 3po3ymiTH, y sKiii 9acTuHi
rporecy nepedyBae KOpHCTyBad.

[NosicHIOBaTBbHMI T1/13ar0JI0BOK — MEHIINH TeKCT « /{1 BXoy B 4at, BaM MOTpiOHO 3apeecTpyBaTucs». Bukonye ponb
JOAATKOBOI IHCTPYKIIi{ Ta MOTHBAIII].

Yotupu mosns BBOIY:

— Email — mone 3 ikoHKOIO KOHBEpTa (CHMBOJI TIOILTH).

— Bamre im’s1 — osnie 3 IKOHKOIO KOPHCTYBaya.

— [Taponb — mose 3 IKOHKOIO 3aMKa, TPUXOBAHE BBE/ICHHSI.

— [ToBTOp Maposs — aHaxoTi4He 10 MONEPEIHBOTO, aJle IS MiATBEpUKEHHS IPaBUIBHOCTI BBEICHHS.

Knorka «3apecTpyBaTucsi» — BelInKa, CHHBOTO KOJIBOPY, 3 OUTUM TEKCTOM, IO YiTKO BUAUISETHCS CEPEs IHIINX eje-
MeHTiB. Takuii KoJip yacTo 0OMparoTh It OCHOBHHMX IiH, aJDKE BiH IIPUBEPTAE yBary.

[Mocunanus «YBiiiTH B akayHT» — PO3TAIIOBAHE ITiJ] KHOIKOIO, CIPOT0 KOJILOPY, MEHIIOTO PO3Mipy, 00 HE KOHKYpY-
BaTU 3 OCHOBHOIO JII€10, aJie IPU LbOMY OYTH JOCTYITHUM.
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Sxmo mix gac peectpallii KOPHCTYBad 3aJUIIUTh 000B’I3KOBI ITOJIST HE3AIIOBHEHUMH, 1HTEpdeiic (opMu TTOBITOMHTE
PO HEKOPEKTHO BBeeHi naHi (puc. 2). [lepeBipka KOPEKTHOCTI 3AiHICHIOETRCS 3a JOITOMOTof0 aketa Formik.

VY pasi KOPEeKTHOTO 3aTIOBHEHHSI BCIX MOJIB (popMa peecTparii BiqoOpaxaTUMEThCs Y BUIIIAL, TOKa3aHOMY Ha puc. 3.

[Ticns HaTHCKaHHS KHONKH «3apeecTpyBaTHCS» BHKOHYeThCS AJAX-3amuT, y SKOMY BBEICHI KOPHCTYBaueM JaHi
TepearoThCS Ha cepBep 3a BKazaHUM MapmpyToMm MetonoM POST (cTBopeHHS MapIIpyTiB Ha cepBepi peai3oBaHO 3a
noromororo Express).

PeecTpauiis Peectpauis
[ina Bxoay B uaT, BaM NOTPiGHO 3apeecTpyBaTica [lns BXoAy B yaT, BaM NoOTPibHO 3apeecTpyBaTuncs

‘ [x) ‘ mortargrind91@gmail.com o
HeBipHwii E-mail

‘ o ‘ Omutpuii Tysb (]
BkaxiTb CBOE iM'A Ta npi3BuLLe

‘ () ‘ o
Beeaitb naponb

‘ (] ‘ o

lMoBTOpITh Naponb

3APEECTPYBATUCA 3APEECTPYBATUCA

Puc. 2. HekopekTHe BBeIeHHSI IaHUX Puc. 3. KopexkTHe BBe1eHHS TaHUX
B (hopmy peecTpanii B hopmy peecTpanii

Otpumana inpopmaris 30epiraersest y 0a3i ganux MongoDB, a Takoxk reHepyeTbest Xel Jjist OAabIIoro MiATBep-
JUKEHHS €JIeKTPOHHOI MOIITH KopucTyBaua. [1icist boro cucTeMa nepeBOIUTh KOPUCTYBada Ha etan Bepudikaii iHoro
E-mail (puc. 4, a).

Ha eniexTpoHHY MOIITY KOpUCTYBaya HaJCHIIAETHCS JIUCT, 1110 MICTHTh 3reHepoBaHe nocuianns 3 URL-anpecoro ta
YHIKaJIbHUM XellIeM, TPU3HaYeHUM st minTBepukeHHs E-mail. [Ticns HaTHckaHHS HA OTpUMaHe MOCHIIaHHS KOPUCTYBay
MePEXOIUTh Ha CTOPIHKY 3 MiATBEp/KEHHSIM ycrimuoro E-mail Ta kHOmKo 171st BXOAY B akayHT (puc. 4, 0).

106 yBidiTH y BeO-m0AaTOK, MOTPIOHO HATHCHYTH KHONKY «YBidTH». Ilicisi LbOrO BiAKPHUBAETHCS CTOpPIHKA
aBTOpHU3AILLii.

V BikHi aBropu3auii (puc. 5) ciin BBectd E-mail Ta naposns, a TOTiM HATUCHYTH KHONIKY « YBIWTH B akayHT».

_ ) [oTtoBo!
nlATBepAlTb |'|0|-UTy AKKayHT yCrilWHO NiATBEPAXEHUI

MocnnaHHA 3 NiATBEPAXEHHAM akKayHTa

BiAnpasneHa Ha E-Mail Yaiiiti

a) 0)
Puc. 4. Bepudixanis kopuctyBaya:

a) [linTBepa:kenust E-mail; 0) Yenimne ninrBepakennst E-mail
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YBIUTK B akayHT

Byab nacka, yBilAITL B CBIilA aKKayHT

YBIATU B AKAYHT

Puc. 5. Bikno aBropusauii

SIxmo BBeJICHI 1aHi € HEKOPEKTHUMH a00 He 30iraroThes 3 TaHUMU, 3a3HAYCHUMH 1T 9ac peecTpallii, pu HaTUCKaHHI
KHOTIKU «YBITH B aKayHT» CEpBEp MOBIJIOMUTD PO TIOMUJIKY BBEACHHS (pHC. 6).

® Momunka npu aBTopusauii X

HeBipHuii norik abo naponb

YBINTW B aKkayHT

Byab nacka, yBiiAiTb B CBili akKayHT

mortargrind91@gmail.com (]

YBIATU B AKAYHT

Puc. 6. HexopexTHi nani y BikHi aBTopu3amii

BucHoBku

Po3poOka cucteMu peectpailii Ta aBTOpHU3aIlii KOPUCTYBAYiB TSI Web-I0IaTKy 3 KIIEHT-CEPBEPHOIO apXiTEKTypOIO
3a0e3neunia CTBOPEHHsI Ha/IIHHOTO Ta e(DeKTMBHOTO MEXaHI3My YIPaBJIiHHS JOCTYIIOM, KU rapaHTye Oe3reky 30epi-
raHHs KOHQIISHIIHHUX TaHUX, KOHTPOJIb MPaB KOPUCTYBAYiB Ta 3pYUYHY B3a€EMOJIi0 3 iHTepdeicom.

B mporieci peanizariii 0yJio CTBOPEHO IHTYITUBHO 3p0o3yMisHii iHTepdeic It BBEICHHS JaHUX, BIPOBAJKEHO KOMII-
JIEKCHY BaJIiJIallifo Ha CTOPOHI KJII€HTa Ta CepBepa, HalalITOBAaHO 0OpOOKY 3amuTiB 1 BiIOOPaKEHHS MOBIJOMIICHD TIPO
ycIix ado MOMMIIKH, a TAKOXK 3aCTOCOBAHO CyYacHi 3ax0[u Oe3IeKH, BKIIIOYHO 3 XCIIYBaHHSM MapoiiiB Ta 3aXHCTOM BiJl
HECAHKIIIOHOBAHOTO JIOCTYITY.

Cucrema NpoJEMOHCTpYBaJla BUCOKY IMPAaKTHYHY IMIHHICTb, MiJIBUIIYIOYM €(EKTUBHICTH POOOTH web-moaarky Ta
PIBEHB JJOBipY KOPHCTYBAYIB, i MA€ BEJTMKHUI MOTEHIIAI JIS TOAJIBIIOTO PO3BUTKY, 30KpeMa 4epe3 BIPOBA/KECHHsI (yHK-
il BITHOBJICHHSI APOJIs, aBTOPU3ALIT uepe3 CollialibHI Mepexi, pO3LIMPEHe YIPABIiHHS POJISIMH KOPHUCTYBAdiB Ta 1HTe-
rpailifo 3 IHIIMMHU CepBicaMHu sl 3a0e3MeueHHs] KOMIUIEKCHOT B3a€MO/Iil.
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