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ARCHITECTURAL SOLUTIONS FOR SCALABLE WEB APPLICATIONS
CONSIDERING PERFORMANCE AND LATENCY

The rapid growth of digital services and the increasing demands of globally distributed users place scalability,
performance, and latency optimization at the center of web application design. Ensuring high performance under growing
workloads is critical for business process stability, user satisfaction, and system efficiency.

The goal of the study is to compare four architectural paradigms of web applications —monolithic, microservices, serverless,
and edge computing — under workloads simulating realistic e-commerce scenarios, including concurrent transactions, product
searches, and payment requests, to assess their behavior in terms of scalability, performance, and latency.

As a result, the study revealed clear differences in system behavior across the four paradigms. Monolithic systems,
while predictable and simple to operate, quickly became saturated under load, with response times exceeding 900 ms at
1,500 concurrent users and reaching over 3 seconds at peak capacity. Microservices extended the range of scalability,
maintaining stable performance up to 3,000-3,500 users with average delays of 420-600 ms; however, at higher
concurrency, orchestration overhead caused sharp increases in latency. Serverless platforms demonstrated the highest
elasticity, scaling almost instantly to 6,200 requests per second and effectively handling burst traffic, though latency spikes
up to 1,000 ms occurred due to cold starts and execution variability. Edge deployments achieved the lowest latency overall,
remaining below 300 ms even at 5,000 users, and providing peak throughput of 5,400 requests per second, albeit requiring
significant provisioning and introducing greater operational complexity. The findings indicate that no single architectural
paradigm fully satisfies both scalability and latency requirements across diverse workload profiles. Hybrid strategies that
combine microservices for core stability, serverless for unpredictable bursts, and edge computing for latency-sensitive
operations were found to deliver the most balanced outcomes, ensuring responsiveness, stability, and cost-aware scalability.

Conclusions: flexible architectural approaches enable high performance, stability, and scalability of web applications
while optimizing latency and operational costs. The findings emphasize the importance of architectural adaptability for
building resilient and efficient web applications in modern digital ecosystems.

Key words: scalable web applications, microservices, serverless, edge computing, Kubernetes, latency, performance
optimization, CI/CD, cloud architecture.
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APXITEKTYPHI PINEHHA JJA MACIITABOBAHUX BEB3ACTOCYHKIB
3 YPAXYBAHHAM NPOAYKTUBHOCTI TA 3ATPUMOK

Llsuoxe 3pocmants yugposux cepesicie ma 3pocmaroyi 8UMO2U 2100ATbHO PO3NOOLIEHUX KOPUCIY8AUI8 CABIAmMb
V yeHmp yeacu 6e03aCMOCYHKI@ NUMAHHA MACUmabo8aHoCmi, NPOOYKMUSBHOCHI mMd ONMUMI3AYIl 3ampumox.
3abe3neuents 6uUCoOKoi NPOOYKMUBHOCMI 3d 3POCMAIOUUX HABAHMANCEHb € KPUMUYHO BANCIUSUM OJi CMAOIIbHOCI
bi3Hec-npoyecis, 3a00801eHOCMI KOPUCYBAYIE Md epEeKMUEHOCMI CUCTEML.

Linno 0ocnidoicennst € NOPIGHANbHA OYIHKA YOMUPLOX APXIMEKMYPHUX Napaouem 6eO3acmoCyHKi6 — MOHONIMHOL,
MIKpOCepsicHoi, cepsepiiec ma edge-KoOMN IOMUHEY — 3a YMO8 HABAHMANICEHb, WO IMIMYIOMb peanicmuyHi cyeHapii
eeKMPOHHOI KoMepyii, BKIIOUHO 3 OOHOYACHUMU MPAH3AKYIAMU, NOUWLYKOM MOBAPIE Ma NIAMINCHUMU 3anumamu, O
BUBHAYUEHHS IXHbOI NOBEOIHKU 000 MACUMAO08AHOCTI, NPOOYKMUBHOCIT Md 3aMPUMOK.

Ak pesynvmam, 00Cai0HCeH S NOKA3AN0 3HAYHT GIOMIHHOCMI Y N08eJinYi cucmem 3a pisHux apximexmyp. Mononimni
cucmemu, xoua i nepeddayy8ani ma npocmi 8 eKCnIyamayil, WeUOKo HACUYYSAIUCS NIO HABAHMANCEHHIM. YdC ION0GIOI
nepesuwyysas 900 mcnpul 50000H0uacHUXKOpUCMYBAUAXMADOCA2a8NOHA03 CHANIKOGUXHABaHmaicenHsx. Mikpocepsicu
Po3wUp6any ianazon macuimaboearocmi, sabesneuyrouu cmabinvry npodykmusHicms 0o 3 000-3 500 kopucmyeauis
i3 cepednimu zampumramu 420—600 mc, npome npu 6UCOKIU OOHOYACHOCMI HAKIAOHI SUMPAMU HA OPKeCMpayiro
npusgoouny 00 piskoeo 3pocmaunnsa 3ampumok. Cepeeprec-niamgopmu nOKA3GAU HAUBUWLY eL1ACHUYHICMb, Malice
Mmummeso macwmadysice 0o 6 200 3anumis Ha cekyHOy ma e@ekmueno 00poOIsIOHU NIKOGL HABAHMANCEHHS, XOUd
cnocmepieanucs nixkoei sampumru 00 1 000 mc uepes xonooui 3anycki ma sminHicme euxonanus. Edge-poseopmanns
3a6e3neuysanu HAUMeHW 3ampumKu 3a2aiom, sanumaioyucs Hudcue 300 mc uasimoe npu 5 000 xopucmysauax,
i 0ocsieanu nikosoi nponyckrnoi 30amuocmi 5 400 3anumis Ha ceKyHOY, Xoua 8UMA2AU 3HAYHO20 3a0e3NeUeHHs pecypcis
ma cmeoproganu OinbuLy onepayitny ckiaoHicme. Pe3ynomamu ceiouams, wo HcoOHa OKpema apXimeKmypHa napaouema
He NOBHICMIO 3A0080NILHAE BUMOSU MACUMADOBAHOCI Ma 3amMpuUMKU OJiA Pi3HUX npoghinie Hasanmaicens. 1iOpuoHi
cmpamezii, Wo NOEOHyIoms MiKpocepgicu 051 cmaditbHocmi 0pa, cepaepiec 015 Henepeddbauysanux nikie ma edge-
KomMn 1omuHe Ol KpUMuyHO 4ymaueux 00 3ampumox onepayil, sabe3neuyioms Haudiibul 30a1anco8ani pe3yivbmamii,
2apanmyroms 8i02yK cucmemu, CmadiibHiCMe I eKOHOMIYHO 0OIPYHMOBAHY MACUMAOOBAHICMb.

Bucnosku:  emyuki  apximexmyphi nioxoou 3abe3neuyioms  GUCOKY NPOOYKMUGHICMb, CMAOLIbHICMb ma
Macumabo8anicmes 8e63ACMOCYHKI8, ONMUMI3VIOYU 3ampumKu ma onepayiiuni eumpamu. Ompumani pe3yivmamu
NIOKPeCcaoms 8axcaugicms a0anmueHoCmi apximexkmypu OJisl CIMBOPEHHs CMILKUX ma epexkmuerux e63acmocyHKie
V CYHACHUX YUDPOBUX eKOCUCMEMAX.

Knwowuosi cnosa: macwmabosani eeb3acmocynku, Mikpocepgicu, 0Oezcepeepni mexHonoeii, edge-komn romune,
Kubernetes, sampumka, onmumizayis npooykmuernocmi, ClI/CD, xmapra apximexmypa.

Formulation of the problem

Modern web applications are expected to handle millions of requests, adapt to unpredictable workloads, and deliver
responses within milliseconds, regardless of where the user is located. These demands place the architecture at the
center of performance and scalability decisions. What once worked for small, monolithic systems is no longer enough in
environments shaped by continuous deployment, global traffic distribution, and real-time interaction. To address these
challenges, developers increasingly turn to microservices managed by container orchestration platforms, serverless
computing for unpredictable spikes, and edge deployments that physically shorten the path between user and service.
Each of these approaches offers tangible benefits but also creates new layers of complexity. Microservices can fragment
monitoring and raise communication costs, serverless models complicate stateful logic and cost forecasting, and edge
computing adds operational overhead in exchange for lower latency. By comparing different architectural solutions under
varied workload patterns, the study highlights not only where each model excels but also where its limitations become
critical. In doing so, it points toward hybrid strategies that balance scalability with predictable performance, helping teams
design applications that remain responsive even as systems grow in size and complexity.

Analysis of the latest research and publications

The architecture of scalable web applications has become a central focus in modern software engineering due to
the rapid expansion of cloud computing, the global distribution of users, and the performance constraints imposed by
latency-sensitive services. Traditional monolithic designs are increasingly being reconsidered as they struggle to meet the
requirements of dynamic workloads and continuous delivery pipelines [1]. Recent research emphasizes the shift toward
microservices, serverless computing, and hybrid architectures that can adapt to both predictable and burst traffic while
sustaining stable throughput and low response times [2].

Studies have explored the potential of cloud-native approaches to reduce latency and improve elasticity. For example,
Atoll [3] and Nightcore [4] demonstrate serverless platforms optimized for interactive workloads, highlighting the
importance of efficient resource allocation and low-overhead communication in latency-sensitive environments. Similarly,
applied research points to best practices in backend architecture that balance scalability with predictable performance in
real-world deployment scenarios [5].

Comparative evaluations have also been conducted between monolithic and microservice models, showing that while
microservices generally improve scalability and modularity, they introduce nontrivial communication costs and complexity
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in monitoring and orchestration [6]. At the same time, distributed and edge-based approaches are increasingly recognized
as promising strategies for lowering user-perceived latency, but they raise challenges of deployment complexity and
configuration overhead [2].

International publications underline the necessity of combining architectural choices with rigorous performance
management, observability pipelines, and workload-aware optimizations [2, 5]. This ensures not only that systems
remain responsive under stress but also that operational costs and stability remain within acceptable limits. As a result,
determining the optimal mix of architectural paradigms—monolithic, microservices, serverless, and edge computing—
remains an active area of research, with significant practical implications for scalable web application design.

A relevant topic of this study is the search for architectural solutions that ensure both scalability and low-latency
performance in modern web applications. Although cloud-native technologies, microservice patterns, and serverless
platforms have achieved significant adoption worldwide, many development teams still lack a consistent framework
for selecting and combining these approaches within CI/CD environments. Addressing this challenge requires not only
adapting proven international practices but also developing solutions tailored to the specifics of local infrastructures,
workload profiles, and organizational constraints.

Formulation of the purpose of the research

The aim of this study is architectural models and design strategies that enable web applications to scale efficiently
while maintaining predictable performance and low latency. The research seeks to identify the strengths and weaknesses
of monolithic, microservice, serverless, and edge-based paradigms, and to outline practical guidelines for combining them
into hybrid solutions suited for continuous integration and deployment environments.

Presentation of the main material

This study is based on a theoretical and applied analysis of architectural approaches for designing scalable web
applications with a focus on performance and latency. The research draws on peer-reviewed publications, technical
documentation from industry leaders, and case studies describing real-world deployments of microservice, serverless,
and edge-based platforms. Architectural scenarios were modeled using representative CI/CD workflows, with emphasis
on comparing containerized microservices managed by Kubernetes, serverless computing frameworks for handling burst
workloads, and edge nodes designed to reduce user-perceived latency.

Performance estimations were developed through workload simulations reflecting typical e-commerce and media
streaming environments, allowing assessment of throughput, response time, and fault tolerance under varying load
conditions. Architectural models were constructed to illustrate data flow across application layers, orchestration
mechanisms, and monitoring pipelines. Simulation results were analyzed in terms of scalability efficiency, stability during
rapid workload changes, and the predictability of cost and latency metrics.

The evaluation also considered trade-offs such as communication overhead in microservices, state management
complexity in serverless platforms, and configuration challenges in edge deployments. Comparative analysis was conducted
to identify optimal configuration strategies and hybrid models that balance elasticity, reliability, and performance under
continuous deployment environments.

The evaluation of architectural approaches confirmed that scalability and latency are strongly dependent on the choice
of deployment model and workload profile. Comparative modeling was carried out for three paradigms — microservices
orchestrated by Kubernetes, serverless platforms, and edge computing nodes — against a baseline monolithic system. The
focus was on throughput, average response time, and stability under load. At the first stage, each architecture was subjected
to increasing workloads emulating typical e-commerce operations such as concurrent transactions, search queries, and
payment requests. This approach reflects real-world scenarios where traffic intensity fluctuates and service responsiveness
directly affects user experience. Similar evaluation methods are widely applied in studies of high-performance computing
systems and scalable architectures [7]. The results of such work illustrate how performance and scalability can be achieved by
integrating flexible resource allocation with unified pipeline design, reinforcing the idea that both computational throughput
and latency minimization depend on efficient orchestration and workload balancing. In parallel, research on cloud-native web
applications highlights the importance of embedding performance and security considerations into the architecture itself [8].

These studies show that scalability alone cannot guarantee resilience in modern distributed systems, where latency
bottlenecks are often compounded by security vulnerabilities. Findings indicate that embedding security principles within
cloud-native architectures ensures that scaling strategies do not compromise stability or increase attack surfaces. Building
on these insights, the present evaluation applied controlled simulations to reveal how architectural choices affect not only
raw throughput and latency but also system robustness under stress. Figure 1 presents the change in average response time
as the number of concurrent users grows from 500 to 5000.

The data in Figure 1 illustrate the change in average response time as the number of concurrent users increases
from 500 to 5000 across four architectural models — monolithic, microservices, serverless, and edge computing. The
monolithic system reaches a critical threshold at around 1500 users, where the average response time exceeds 900 ms and
continues to grow beyond 3 seconds at 5000 users. This confirms the limited scalability of the traditional approach. The
microservices model maintains stable performance much longer: up to 3000-3500 users, response time does not exceed
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Fig. 1. Average response time under increasing load across four architectural models
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Fig. 2. Throughput dynamics under simulated workload spikes

420-600 ms. However, after this point, a steep rise occurs, with delays approaching 900 ms at peak load. The serverless
model demonstrates strong elasticity under low and medium loads (250-350 ms). At 30004000 users, however, latency
spikes up to 800—1000 ms appear, primarily due to cold-start delays and cost-related constraints. The edge architecture
proves the most stable: even at 5000 users, the average response time remains below 300 ms. This highlights the advantage
of localized processing, though at the cost of higher operational complexity. In addition, throughput and elasticity were
analyzed. Figure 2 illustrates the throughput dynamics (requests per second) relative to workload spikes.

Figure 2 indicates that serverless platforms provide the most elastic throughput response, scaling almost instantly to
accommodate traffic surges. Microservices achieve consistent linear scaling, but orchestration overhead slows reaction
to sudden bursts. Edge deployments deliver strong local throughput but require prior resource provisioning, while the
monolithic baseline rapidly saturates and fails under sharp load increases.

Further analysis shows that elasticity in serverless computing not only ensures rapid scaling but also corresponds
with the latest surveys on architectural design [10]. While this model is highly adaptive to workload variability, cold-start
delays and cost unpredictability remain critical limitations, which explains the latency spikes recorded in our experiments.
Edge deployments, although effective in maintaining consistently low latency, also align with recent studies on distributed
architectures [9]. These works emphasize that strong coordination and security mechanisms are essential for sustaining
throughput across geographically distributed nodes. This insight is consistent with our findings, which revealed that
edge computing requires substantial resource provisioning and robust orchestration to prevent performance bottlenecks.
Overall, the data suggest that no single paradigm can provide complete elasticity, scalability, and cost predictability on
its own. Instead, hybrid strategies that integrate serverless elasticity, microservice stability, and edge responsiveness
represent the most effective architectural pathway for scalable web applications. Table 1 summarizes the key performance
indicators observed for each architecture under standardized testing conditions.

Analysis of the data in Table 1 shows clear trade-offs. Monolithic systems remain cost-predictable but fail to meet
performance requirements at scale. Microservices deliver balanced throughput and latency, though orchestration
complexity grows with system size. Serverless models are most adaptive to unpredictable traffic but raise concerns about
cost predictability and latency spikes from cold starts. Edge computing minimizes response time and user-perceived latency,
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Table 1
Comparative performance of architectural models
Architecture Peak (tlirqo/lsl)ghput AV%'J;;:;?:;::: (trl::;; @ Late:l;)sf)ﬂoor Cost predictability Operational complexity
Monolithic 1,200 950 200 High Low
Microservices 4,800 420 150 Medium Medium-High
Serverless 6,200 500 (with spikes to 800) 180 Low (variable) Medium
Edge computing 5,400 270 100 Medium High

but at the price of higher deployment and maintenance overhead. These findings are consistent with broader surveys that
emphasize the role of architectural coordination and management. Recent work on software-defined networking points
out that scalability and latency optimization often depend on effective traffic management and placement strategies rather
than raw computing power alone [11]. Similarly, studies of microservice-based architectures underline that while this
paradigm supports modularity and migration flexibility, it also introduces complex integration challenges that must be
resolved to achieve sustainable scalability [12]. Together, these perspectives reinforce the necessity of hybrid models that
combine architectural efficiency with strong coordination and migration strategies.

The conducted analysis demonstrates that the scalability and latency of web applications are directly influenced by
the chosen architectural paradigm and its ability to handle varying workload profiles. Monolithic architectures, while
predictable in cost and simple to operate, cannot sustain modern performance demands once concurrent users exceed
relatively low thresholds. Microservices extend scalability considerably, maintaining acceptable latency under higher loads,
though orchestration introduces management overhead. Serverless platforms excel in elasticity and immediate response to
traffic surges but face challenges with cold-start delays and cost predictability. Edge computing achieves the lowest user-
perceived latency and strong local throughput, yet requires significant resource provisioning and operational expertise.

Taken together, these findings confirm that each architectural model has distinct advantages and limitations. No single
approach is sufficient to ensure both high scalability and consistently low latency in real-world conditions. The results
underline the value of hybrid deployment strategies, where microservices form the foundation for stable growth, serverless
functions address burst workloads, and edge nodes optimize latency-sensitive interactions. Such combinations offer a
more resilient, cost-aware, and performance-driven path for designing scalable web applications in CI/CD environments.

Conclusions

The conducted analysis clearly shows that the scalability and latency of web applications differ substantially across
architectural models. The monolithic baseline proved least effective: already at around 1500 concurrent users, average
response times exceeded 900 ms, and by 5000 users the delay grew beyond 3 seconds, confirming limited suitability for
high-load systems. Microservices delivered more sustainable performance, maintaining acceptable response times up
to 3000—3500 users, with an average of 420-600 ms under load. However, once this threshold was exceeded, latency
increased sharply, illustrating the limits imposed by orchestration overhead. Serverless platforms demonstrated the
strongest elasticity. They scaled almost instantly to accommodate workload spikes, achieving the highest peak throughput
of 6200 requests per second. Nevertheless, cold-start delays and cost variability produced visible latency spikes in
the range of 800—1000 ms at high concurrency levels, which reduced stability. Edge computing achieved the lowest
latency overall, remaining below 300 ms even under maximum load. Throughput performance was also high, peaking at
5400 requests per second. However, this came with higher operational complexity and the requirement for prior resource
provisioning. Taken together, the results demonstrate that no single paradigm can fully satisfy both scalability and latency
requirements. Hybrid approaches, combining microservices for stable workloads, serverless for unpredictable bursts, and
edge nodes for latency-sensitive operations, provide the most balanced and resilient solution. Such strategies enable web
applications to maintain responsiveness, stability, and efficiency even under rapidly changing traffic conditions.
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