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MOJIEJI 3ATPO3 TA HOPYINIHUKA ABTOHOMHOI CUCTEMH
JTUP®EPEHIIAJBHOI KOPEKIIII I'TOBAJTbHUX HABITAIIIMHUX
CYINYTHUKOBHUX CUCTEM

Y ecmammi pospobreno popmanizosany moodenv 3a2po3 ma mooenb NOPYUIHUKA O ABIMOHOMHOI cucmemu oughepeHyi-
anvroi kopexyii (ACIIK) enobanvrux nasieayitinux cynymuuxosux cucmem (GNSS), axa gionocumuscs 00 06 €kmie Kpumuu-
Hoi ingpopmayiunoi ingppacmpykmypu. Chopmosano xkiacudixogainy mooeib NOPYWHUKA, WO 6PAX08YE MUNU Amaxylouux
cy0 €kmig, ix MOmMueayito, MexHiuHi pecypcu, pieeHb 00CMYnY ma NOMeHYIHI MeXHIKU amax. 3anponoH08aH0 KOMNIEKCHY
Mooens 3aepo3, sika oxonioe eci akmusu cucmemu AC/K, exmouarouu GNSS-nputivaui KOHMpOIbHO-KOPUSYIOUUX CIMAHYI
(KKC) ma ACJIK, yenmpu 06podku oanux, kpunmoepagiuny inppacmpykmypy, mpancnopmui Kauaiu nepeoaui OaHux,
cepeepu po3noBClO0NCeHHs NONPABOK Ma KiHyegux Kopucmyeauis. /s nodyoosu mooeni 3a2po3 6UKOPUCHIAHO KOMOIHO8A-
HULl Memooono2iyHull nioxio, wo 06 ’eonye cyuacti memoouku PASTA (Process for Attack Simulation and Threat Analysis),
STRIDE ma MITRE ATT&CK (Enterprise ma ICS). Pospoonerno munogi cyenapii MyTomu8eKmopHux amax 3 ypaxyeaHHsim
GPS spoofing, GPS jamming, amax na ingopmayitino-komyHikayitny ingppacmpyrxmypy (IKC), kpunmocucmemy, npoepam-
He 3abe3neuenns ma Qizuuni komnonenmu cucmemu. OKpemy yeazy npuoileno 3a0e3nevennio Kpunmocmiukocmi cucme-
MU 8 YMOBAX NOCMKBAHMOBO20 NEPIOdy ULIAXOM BRPOBAONCEHHS HAYIOHALHUX NOCMKEAHMOBUX AN20PUMMI6 Wupy8anHts
(Kanuna, Crens, Bepwuna, Kynuna) ma euxopucmannsa keanmosux eenepamopis sunaoxosux uucer (ORNG) y cucmemi
ynpasninua kmodamu. IIpogedeno ananiz HacnioKie peanizayii amaxk ma o6IpYHMOBAHO KOMNIEKC 3aX00i8 3axXucnmy cucmemu
ACJIK 3 ypaxyeannsim misxcnapoonux cmanoapmis ISO/IEC 27001, IEC 62443, NIST SP 800-30/53 ma nayionanohux Hop-
mamueie HJ] T31. 3anpononosana memoouxa 0036015 CmMeopo8amu NPAKMUYHO 3ACMOCOSHI 3aXUeti apximekmypu O
AC/IK GNSS ma iHwiux enemenmie KpumuuHol inppacmpykmypu 3 Ypaxy8anHsIm MatlOymHix KpUnmocpagiuHux UKIUKIS.

Knrwuoei cnosa: enywinns cuenany, cnyghine cueHany, enobanbHa Hagieayitina CynymHUKO8a CUCMeMd, K8AHMOBU 2eHe-
pamop 8UnaoKosux uucen, Kibepamaka, Kibepoesneka, cucmema 2100aIbHO20 NOZUYIOHY8ANHSA, cucmemda Oupepenyiaisb-
HOI Kopekyii, iHghopmayitino-KOMYHIKAYIHA cCUCmeMd, cucmema 8UAGIEHHs BMOPSHEHb, CUCIeMA 3aN00ieaHHs 8MOP2HeH-
HSM, MOO@Ib 3a2pP03, MOOEb NOPYUWHUKA, AGMOHOMHA cucmema ougepenyianvhol kopexyii (ACHAK; Autonomous DGNSS).
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THREAT AND VIOLATOR MODELS OF THE AUTONOMOUS SYSTEM OF DIFFERENTIAL
CORRECTION OF GLOBAL NAVIGATION SATELLITE SYSTEMS

This paper presents the development of a formalized threat model and adversary model for an Autonomous Differential
Global Navigation Satellite System (Autonomous DGNSS), which is classified as part of critical information infrastructure.
A structured adversary model has been created, incorporating attacker types, motivations, technical resources, access
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levels, and potential attack techniques. A comprehensive threat model is proposed, covering all system assets of the
Autonomous DGNSS, including GNSS receivers at both control and correction stations and the central system, data
processing centers, cryptographic infrastructure, data transmission channels, correction data distribution servers, and
end users. The threat model is constructed using a combined methodological approach that integrates modern frameworks
such as PASTA (Process for Attack Simulation and Threat Analysis), STRIDE, and MITRE ATT&CK (Enterprise and
ICS profiles). Representative multivector attack scenarios have been developed, taking into account GPS spoofing, GPS
Jjamming, attacks on information and communication infrastructure, cryptosystems, software vulnerabilities, and physical
components of the system. Particular attention is paid to ensuring the system’s cryptographic resilience in the post-
quantum era by implementing national post-quantum cryptographic algorithms (Kalyna, Skelia, Vershyna, Kupyna) and
utilizing quantum random number generators (ORNG) within the key management infrastructure. The paper includes
an impact assessment of potential attack scenarios and provides a comprehensive set of protection measures for the
Autonomous DGNSS, incorporating international standards such as ISO/IEC 27001, I[EC 62443, NIST SP 800-30/53, as
well as national regulations (ND TZI, Ukraine). The proposed methodology enables the design of practically applicable
and resilient architectures for Autonomous Differential GNSS systems and other elements of critical infrastructure, with
consideration for emerging post-quantum cryptographic challenges.

Key words: GPS jamming; GPS spoofing;, Global Navigation Satellite System (GNSS); quantum random number
generator (ORNG); cyberattack; cybersecurity, GPS; Differential GNSS (DGNSS), information and communication
system; IDS; IPS, threat model, adversary model, Autonomous DGNSS.

IMocranoBka npodjeMu

GNSS € kpuTHyHO BaXKIMBEM (YHIAMEHTOM CydacHO! KpUTHIHOI iHQPACTPYKTYPH, OXOIIIIOIOUH IIUBITHFHY aBiariro,
MOPCBHKY HaBITaIlil0, TPAHCIIOPT, T€0e3iI0, CHEPTeTUKY, (PiHAHCOBI CHCTEMH, TEIEKOMYHIKaIlii, 000pOHHY rary3b Ta iHIII
CHCTEeMH, JI¢ TIOTPiOHO He JINIIe BU3HAYCHHS TOYHUX KOOPAMHAT, a TAKOK TOUYHE BU3HAYeHHs vacy [1, 2]. OnHak 6a3oBa
ToyHicTh GNSS-cHUTHANIB ¥ BiIKPUTOMY AOCTYII HE 3aBXKIU BiIMOBIIa€ Cy9acHUM BUMOTaM, 0COOIMBO Y cdepi Joric-
THKHU, TOYHOTO 3eMJIepOOCTBa, iHPPaCTPYKTYPHOTO MOHITOPHHTY Ta OTIEPATOPiB MOOITFHOTO 3B’ sI3Ky. TaKuM YHHOM, IS
3a0e3MeueHHs] TOYHOCTI BU3HAYCHHS KOOPANHAT, a TAKOXK BU3HAUCHHSI TOUHOTO Yacy y peaJbHOMY 4aci BHKOPHCTOBYIOTHCS
¢yukuionansHi onoBHeHHST GNSS — cuctemn mudepentmiansHoi kopekuii (DGNSS) [3] — mporpamHo-amapaTHi KOMII-
JIEKCH, TII0 00YHCITIOIOTH TonpaBku Ha ocHOBI gaHuX Big KKC. DGNSS 06po0rsitoTs aHi y pealbHOMY Yaci, IIepeIaroTh
TTOTIPABKH 3alliKaBICHUM KopucTyBauaM depe3 [P-mepexi (MOOLTEHUI 3B 530K, HA3eMHI KaHAJH 3B’ 53Ky, paJliOKaHalH),
3a0e3MeuyroYr BUCOKOTOYHE IMO3HINFOBAHHS HE3aJIEKHO BiJl CTOPOHHIX cepBiciB. Cructemu audepeHiiatbHOT KOpeKIii
ski € gactrHOI0 GNSS KimacnikyroThes K 00°€KTH KPUTUIHOT IHPPACTPYKTYpH, BiIMOBITHO A0 3akoHy Ykpaiau «IIpo
kputnuaHy iHOpacTpykTypy» Ne 1882-1X Bix 15 mucromnana 2021 poky, ne 10 neperniky KpUTHIHO BRXIUBUX cep BKITFO-
YeHO, 30KpeMa, «15) KocMiuHy HisITbHICTE, KOCMIUHI TEXHOIOTIT Ta TOCIYTH» [4].

OcTaHHI pOKH TPOJEMOHCTPYBAIH CTPIMKE 3pOCTaHHs Kibep3arpos, cmpsiMmoBaHUX Ha komrmoHeHTH GNSS [5, 6],
30kpema GPS spoofing, GPS jamming, araku Ha mporpaMHe 3a0e3MeueHHs CTaHIIii Ta cepBepiB [7, 8, 9]. 3a nanmmu [10,
11, 12], ataxm Ha GNSS cTanm HACTITBEKY ePEKTHBHUMH Ta JOCTYITHUMH, IO MIOTEHIIIITHO MOXKYTh Mapaii3yBaTH 00’ €KTH
KPUTHYHOI 1HPPACTPYKTypH IO HEce Cepiio3HI HACHIAKH [UIS HallioHambHOI Oe3neku. CydacHi 1100aibHI HaBiramiiHi
CYITyTHHUKOBI CHICTEMH € BPa3IIMBUMH JI0 IIIMPOKOTO CIIEKTPY Kibep3arpos. Cepen HAWOUTBIT KPUTHIHIX IS PYHKITIOHY-
BaHHSI GNSS, Tak i cucreM audepeHianbsHoi Kopekii (30kpeMa, aBToHOMHIX cucteM (ACIK)), BUAUIAIOTE:

— TI'mymiaas curHany (GPS jamming): BHKOPHCTAaHHS TEPEIIKOA UIS MTOBHOTO OJIOKYBaHHS MPHHOMY CHTHAIIB
CYITyTHUKIB, BKITFOYAOYH CUTHAIH, 110 HaaxomsaTs Ha KKC;

— Cmydiar currany (GPS spoofing): HaBMucHa reHepamis (aldbIIMBUX CHTHANIB HaBiramii 3 METOI0 BBEICHHS
B omany npuiiMada GNSS, 30kpema KKC;

— Kibeparaku Ha Ha3eMHy Ta XMapHY iHpacTpykTypy GNSS, Taki sk: DDoS-arakm; MITM-aTaku; BAKOPUCTaHHS
BpazimBocTeit [13 cepBepiB i BeO-iHTepdeiici (mepenoBHEHHS Oydepa, iH’ €Kil Komy, (ilIiHT, Tomo ... );

— ®Di3uYHI aTaKu Ha Ha3eMHI CHCTeMU: TIomkomkeHHs abo 3axorutenHs KKC ra 11O AC/IK;

— IHcalimepchKi 3arpo3n: OPYIIEHHS 3 OOKY MepcoHaTy ad0 aIMiHICTPATUBHUX KOPHCTYBAadiB.

VY 3B’A3Ky 3 BHKJIAJCHUM BHIIE, ITOCTAE 3aBAaHHS MOOYI0BM (OpMali3oBaHOI MOJIENi 3arpo3 i Mojeni HOpyIIHAKA
came jurst Autonomous DGNSS.

AHaJli3 oCTaHHIX J0c/iTxKeHb i myOsikanii

VY mepiox 2021-2025 pokiB cHOCTEpiraeThCsi 3HAYHE 3POCTAHHS JIOCTIIPKCHB, TPUCBIUCHNX BHSBICHHIO Ta MPOTHIIT
takiM arakaM Ha GNSS sk GPS jamming Ta GPS spoofing. 3okpema, y po6ori [13] 3anmpornoHOBaHO BUKOPHCTAHHS METO/IIB
MAIITITHHOTO Ta IITHOOKOTO HABYaHHS [UTA ieHTH(IKAIIT TAKUX aTak 3 BICOKOIO TOUHICTIO. B mocmimkenHi [ 14] mpeacTaBieHO
CHCTEMATHYHUH OIS Cy4aCHUX METOJIIB BHSIBIICHHS repernkoy Ha GNSS, BKITIOYai0un BUKOPUCTAHHS MOJIENEH MAITHHOTO
HaBYaHHA Ta pa1iodacToTHOI ineHTHdiKaii. [Tompw 11e, OiIbIIicTh TOCTIPKeHb 30CepeKeH] Ha 3aTalIbHHUX aCTeKTax Oe3meKn
GNSS curnaii, po3misgaaodu mpoTuito kideparakam GPS jamming ta GPS spoofing, 3ammmarodn rmo3a yBaroro criermgivsi
3arpo3u UL CHCTEM MU(EpeHINianbHOI KOpeKilii, a came HazeMHoi iH(pacTpykTrypu DGNSS. Hanpukmnan, y 3Biti ENISA
«Space Threat Landscape» (2025) BUCBITIIOIOTBCS 3aTPO3H UTIST KOCMIYHUX CHCTeM [ 15], ae neTanpHuMi aHalli3 Bpa3IuBOCTEH
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HazeMHOI iH(ppacTpykrypun DGNSS Bincytriit. BapTto 3a3naunT, mo icHyroui mozmeni 3arpos, Taki sk STRIDE, DREAD,
VAST, PASTA, OCTAVE, LINDDUN [16-23], x0o4a i KOpHCHi I 3araJlbHOT0 MOJCTIOBAHHS, HE BPaXOBYIOTh CIICIIA(IKY
DGNSS. Crammapt IEC 62443 [24] gacTkoBo oxorumioe acriektu 6e3neku Operational technology cucrem (OT cucremn),
aJie He HaJla€ KOHKPETHHUX PEeKOMEHAIlii M0N0 3aXHUCTy KOMITOHEeHTIB apxitektypu DGNSS. Kpim Toro, y 3BiTi CrowdStrike
«2025 Global Threat Report» [25] 3a3Ha4aeThcs 3pOCTaHHS KUTBKOCTI KibepaTak Ha KPUTHYHY 1H(PACTPYKTYypy, 30KpeMa
BKJIFOYAI0YN BUKOPHICTAHHS IITYYIHOTO IHTEJIEKTY [UIS aBTOMATH3aIli] atak. Lle miakpeciroe HeoOXiqHICTh pO3pOOKH Crertiai-
30BaHHX Moenei 3arpo3 s cucteMm, Takux K ACJIK GNSS, siki € 9acTrHOI0 KpUTHYHOI iH(pacTpyKTypH. TakuM 9rHOM,
ICHy€ OYeBH/IHA HAyKOBA IIPOTJIMHA Y JOCIIJDKEHHSX, IIPUCBIYEHNX MOJISIIIOBAHHIO 3aTrP03 Ta TOPYIIHUKIB IS cUCTeM aude-
pentianbpHOI Kopektii GNSS, siki B OCHOBHOMY 30Cepe/KeHI Ha OKPEMHX TEXHIYHIX acleKTax i He (hOpMyIOTh KOMITIEKCHOL
CHCTeMHOI Mozeni Kibep3arpo3 i mopyurauka. Lle o0rpyHTOBYe HEOOXiAHICTE PO3poOKH (hopMalTizoBaHOT MOZIENi 3arpo3 Ta
MoJIeINi OPYIITHNKA, SKa BpaxoBye criermdiky apxitekrypu aBToHoMHIX DGNSS, npoTokomniB nepezadi JaHUX, Bpa3IuBOCTEN
TIporpamMHOro 3a0e3MeueHHs Ta MOKIIMBHX CIIEHapiiB aTak. He3Baxkaroun Ha HasBHICTH 3arajIbHUX ITiIXOMIB IO MOZCTIOBAHHS
Kibep3arpos Ta monenei nopynrHuKiB (30kpema STRIDE, MITRE ATT&CK, PASTA), Moznens 3arpos, aganToBaHa 10 apxi-
tekTyprt DGNSS, 3amumaeTsbess HEAOCTaTHRO AOCIIHKEHOIO, K 1 00’ €KTH KPUTHYHOI iH(ppacTpykTypu B3araii [12]. OmHak
ICHYFOTB TOCIIDKEHHS, 1110 BUKOpUCTOBYIOTh STRIDE 11 Mo TroBaHHS 3arpo3 y CYMDKHUX c(epax, TAKUX SK CYITyTHUKOBI
CHCTEMH 3B 513Ky, MOPCBKi Kibepdi3muri crctemu Ta loT-cructemn Tounoro 3emiepodctsa [26—-28]. i gocmimkeHHs 1eMOH-
ctpytoth 3actocyBanHa moaeni STRIDE y pisHux cdepax, mo MOXyTh OyTH pelleBaHTHUMH [UTs aHawi3y 3arpo3 y GNSS.
BinpricTs HaykoBUX poOiT o mocmimkeHHro 3axucTy GNSS 30cepemkeno Ha 6a30Biit 6e3neni camux GNSS-curHamiB abo
3aXMCTi KOPUCTYBAIBKUX MIPUCTPOIB, O3 ypaxXyBaHHSI OCOOIMBOCTEH apXiTEKTypH iH(pOpMALiiiHO KOMYHIKaIliifHOI cucTeMn
(IKC) ACAK. Ockinpku kommpomeTartist DGNSS moxe mpu3BecTH 10 KaTacTpohiuHIX HACIIKIB — 300iB y TPAHCIIOPTHUX
CHCTEMaX, JIOTICTHIHUX MapIIpyTax, arpapHiil TEXHII a00 BifiChKOBHX HaBIrallitHUX 1miaTdopmax, moTpeda B po3pooiti ¢op-
MaJTi30BaHoO{ Ta MPAKTUYHO MpuAaTHOI Mozeni 3arpo3 st AC/IK € Haa3BU9aitHO aKTyambHOIO.
DopMyTIOBAHHS METH J0C/i/IZKEHHS

Mertoto 1i€i pobotn € moOymoBa (opMaizoBaHOI Momeni Kidep3arpo3 Ta MOIelNi IOpYIIHHKA, OPi€HTOBAaHHX Ha
ACJIIK. V poborti mpoaHami3oBaHO CydacHI METOIH MOJIETIOBaHHS Kibep3arpo3 Ta ixmro 3actocoBHICTh 1o ACIK GNSS.
3amporoHoBaHO (hopMaTizoBaHy MOJIEINb 3arpo3, sKa BPaXxoBYe CIenr(iKy MPOTOKOMNIB Mepeaadi MOMpaBoOK, YPa3IHBOCTI
KKC, mepesxeBHX BY3TiB, BeO-cepBepa, a TaKOXK IMPOTPaMHOTO 3a0e3medeH s koprucTyBada. C(hopMOBaHO MOIETH TOPYIII-
HUKA 3 ypaxyBaHHIM PiBHS IOCTYILY, TEXHIYHUX MOKIIMBOCTEH i MoTHBarii. Ha ocHOBI moOymoBaHnx Mozeneii po3pobieHo
THUTIOBI CIIEHapii aTaK 3 OIiHKOIO IIOTEHIIITHUX HACHIIKIB Ta 00T pyHTOBAaHUMHE KOHTp3axonamu. OTpuMaHi pe3ylIbTaTH MOXKYTh
OyTH BHKOPHCTaHI s TIOOYIOBH CHCTEM BHSBICHHS 3arpo3, OIIHKH PH3HKIB Ta MPOEKTYBAHHSA KiOepCTIHKUX Autonomous
DGNSS. [l mobynoBu opmMaitizoBaHOI MOZIENI 3arpo3 Ta MOJENi MOPYIIHUKA OyII0 BUKOPUCTAHO MIKHAPOIHI CTaHAAPTH
ISO/IEC 27001, NIST SP 800-30/53, IEC 62443, a taxkoxx HauioHanssi HJL T3I 2.5-004-99 ta HJI T3I 2.5-005-99 [24, 29,
30, 31, 32]. ISO/IEC 27001 mHamae cTpykTypy A1 ineHTH(iKamii akTuBiB Ta 3arpo3; NIST 3abe3meduye netanbHuMiA miaxia 10
PU3HK-MEHEHKMEHTY Ta MpodimoBaHHs aTakyrodnx cyo ekTiB; IEC 62443 mo3Bossie BpaxyBaTH apXiTeKTypHI 0COOTMBOCTI
OT-cuctem (OT, Operational Technology Systems), 1o sSIKMX HayIeXaTh aBTOHOMHI CHCTEMH TU(epeHITiaabHol Kopekii; H/]
T3I — y3romkye Mozeni 3arpo3 i3 YHHHAM 3aKOHOTAaBCTBOM YKpPaiHM MO0 TEXHIYHOTO 3aXUCTY iH(opMarlii.

Buk/ageHHs 0CHOBHOTO MaTepiay A0CTiaKeHHS

3ampornoHoBaHa apXiTEKTypa aBTOHOMHOI CHCTEMH IH(EepeHIiaTbHOi KOpeKii mobaabHOl CyITyTHHKOBOI HaBiramii
nepenbadae MoOyIOBy OaraTopiBHEBOI, 3aXUIIEHOI 1H(QOPMAIiIITHO-KOMYHIKaiiHOI iHPPACTPYKTYpH, IO Ma€ HAa METI
3abe3nevuyBaTh miaBuIeHy TouHicTh GNSS curHamiB Ta CTIMKICTH 10 Kibep3arpos, 30KpemMa y IMOCTKBAaHTOBHIA MEPio].

OcnoBunmu komnonentamMu ACJIK apxitextypu € (puc. 1):

— Cynytaukose yrpynoBaaat GNSS (GPS, Galileo, GLONASS, BeiDou), mio 3a6e3mnedyroTs nepeaaqdy Hapirarmiii-
HUX curHamiB 1o kopuctysadiB, KKC ta ACIK.

— KKC, piBHOMipHO po3TamoBaHi Mo TepuTOpii kpainu, npuiiMaioTh curaaini GNSS, Ta nepenaiots ix g0 LlenTpis
O6po6kn Janmx (HOA) ACAK gepes 3axwmeni IPSEC-xananu 3 BUKOPHCTaHHSAM HAIliOHATBHUX KPUIITOAITOPUTMIB.

— OcuoBuwuii Ta pezepsanit LIO/], sxi 3a0e3medyroTs arperariiro, 00poOKy, Ta 30epiraHss JaHUX, PO3PaxyHOK Iude-
PEeHIIaTBFHAUX MOMPABOK, a TAKOX (POPMYBAaHHS KOPHUT'YIOUMX TOBITOMIICHB JUIA KiHIIEBUX KOpHCTyBadiB. KpuTmaHi nani
mmdpyroTecs 3a anroputMoM «Kammaay (2256 6it). Cructema ynpasiiHHA KitodaMu BukoprctoBye QRNG; ms kpwur-
TorpadiyHEX omeparliii 3acTocoByoThCs HarioHanbHI cranmapta «Cxems» (JJCTY 8961:2019), «Bepmmuray (ACTY
9212:2023) Ta remr-¢ynxuis «Kymuaa» (JACTY 7564:2014). ABTEHTUYHICTB, HITICHICTS 1 3aXHUIEHUN OOMIH 3a0e3mnedye
iHppacTpykTypa Biakputoro kioda (IBK).

— Beb-cepBep BHCOKOI TOCTYIHOCTI, 0 3a0e3medye HalaHH KOPUTYIo4Oi iH(pOpMAaIlii Ta CTaHAapTH30BaHI OTOKU
MTOTIPABOK KIHIIEBUM KOPHCTyBadaM depe3 3axuieHi kaHamu 38’ sa3ky (TLS 1.3), BukoprucToByrourn MOOITBHI Mepexi Ta
IHTEepHEeT-3’ € THAHHS.

— 3axwmmena IKC, sxa Bkimouae Security Operation Center (SOC), cuctemMn BUSBICHHS Ta IPOTHII] BTOPTHEHHSM
(IDS/IPS), 3axuct Bix DDoS-arak, 6araropiBHeBy ayTeHTH(DIKAIII0 JOCTYITY, ayAUT OMepalliil Ta MEexXaHi3MH 3aXHCTY Bif
MITM arax Ta kibepaTak Ha CepBiCH CHHXPOHI3aIlii TOYHOTO Jacy.
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Puc. 1. [IporoTumn apxiTtekTypn aBTOHOMHOI cucTeMu JudepennianbHoi kopekuii GNSS

— Kinnesi kopucTtyBadi OTpEMYIOTh KOPHTYIOUi JIaHi 3a jgornoMoroto ceprudikoBannx GNSS-npuiimauis Ta MOOiTb-
HUX JIOAATKIB 3 MOXKJIMBICTIO ITEPEBIPKU TOCTOBIPHOCTI OTPUMAHHX JIAHUX 32 JIOTIOMOTOIO €IEKTPOHHOTO ITAITHUCY.

3anporroHoBaHa apXiTEeKTypa Opi€HTOBAaHA Ha CTIMKICTB JIO IUPOKOTO CHEKTPY Kibep3arpos, cepen sikux: GPS jamming,
GPS spoofing, DDoS-araku, araku tairy MITM, ekcrutyaranis BpaziauBocteid [13 Ta ¢izndne TpOHUKHEHHS 10 00’ €KTIB
iHppacTpykTypH. [HTErpalis HalliOHATBPHUX MTOCTKBAHTOBUX KPUIITOAITOPUTMIB 3a0€31euy€e BUCOKHN piBEHb KPUIITOTPa-
(IYHOT CTIMKOCTI K B CyYaCHHX, TaK 1 y MEPCIEKTUBHUX 3aTPO30BHX CIEHAPISIX 30KpeMa y TOCTKBAHTOBHIA TIEPIO.

Bpaxoyroun ocobimocrti apxitektypu ACJIK Ta npoananizoBani migxoan (HaBeneHo y Tadnuii 1), IponoHyeTbes
KOMOIHOBaHHMH METOJT MOJICIIFOBAHHS 3arP03, 10 IHTETPy€e NMEepeBaru KiIbKOX MOJIEICH:

— PASTA 3aGe3neuye cueHapHe (GOpMyBaHHS aTak i3 BpaXyBaHHSIM Oi3Hec-1Iiiel, MOJENi MOPYIIHUKA, TEXHIYHOT
apXITeKTypH Ta PU3HKIB, IO BAKIMBO TSI KPUTHYHOI iIHPPACTPYKTYpH;

— MITRE ATT&CK (ICS) nanae neranizoBany 0a3y 3HaHb TAaKTHK, TeXHIK Ta npouenyp (TTPs) peanbunx arak,
ocobimBo aktyansHuX Uit OT-cucrem, mepeskeBrux Ta xmapHux koMmmnoHeHTiB IKC AC/IK;

— STRIDE 3acTocoByeTbcs 1S IIOYaTKOBOI KiIacH]ikalii 3arpo3 i ornomarae BU3HaYATH 0a30Bi Kareropii Bpasiu-
BOCTEIl KO)KHOTO KOMITOHEHTY CHCTEMH.

[NoennanHs MX MoJEIe 103BOJISIE OTHOYACHO JIOCSTTH BUCOKOI AeTallizallii TEXHIK aTak 1 KOMIUIEKCHOTO OXOTICHHS
apxitextypuux pisHiB ACJK. Ilix yac moOynoBu Mozeni 3arpo3 BpaxoBaHO BUMOTH Ta PEKOMEHallii HACTYITHUX MiK-
HApOIHUX Ta HAI[IOHAIBHUX CTaHIAPTIB (HaBEICHO y Ta0mwIIi 2).

IMoOynoBa 3arajibHOI CXeMU MO/IeJIIOBAHHS 3arpo3.

st nobynosu moaeni 3arpo3 AC/IK GNSS 6yi10 3acTOCOBaHO CTPYKTYpPHHUH MiJIXi[, 110 epe1dayae noeTarnHe BU3Ha-
YEeHHS KIIFOUOBHX 00’ €KTIB 3aXUCTy Ta MOTCHIIHHIX TOYOK peaizallii Kibeparak:

Ha mepmomy erarmi 3aificHeHO i1eHTH]IKAIIF0 aKTHBIB CHCTEMH, JI0 CKJIATy SIKUX BiIHECEHO KOPUCTYBAIbKI Ta iH(ppa-
crpykrypHi GNSS-nipuiimaui, IKC 3 i MepexeBUMH, 00UUCITIOBAILHUME i KpUNITOrpadigHIMI KOMITOHEHTAMH, a TAaKOXK
mporpamMHe 3a0e3MedeHHs Ta MEeXaHi3MH 3a0e3MeUCHHS BiIMOBOCTIHKOCTI 1 MUTICHOCTI MaHuX. Takuid miaxi 103BOIIsIE
CHCTeMaTn3yBaTh 00’ €KTH, IO MiISTaloTh 3aXHCTY, | CTBOPUTH OCHOBY JUIS TIOJAJIBINIO] OLIHKH PU3HKIB.
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Tabmms 1
AHaJIi3 0CHOBHUX MiIX0iB 10 MoaeaoBanusa 3arpo3 ACJAK
Mopneanb Kopotkuii onuc IlepeBaru Ta Hemosiku Mpunaruicts 10 ACAK
STRIDE Kiracuixauis 3arpo3 3a micrteMa kareropismu (Spoofing, IlepeBaru: npocrora, CTpyKTypHicTh; | HacTkoBO — Juist
Tampering, Repudiation, Information Disclosure, Denial of | HexoJaiku: 6e3 cuenapiis, ue st OT MIEPBUHHOT Ki1acu(ikarii
Service, Elevation of Privilege) 3arpos
PASTA CueHapHe MOJICIIOBaHHS aTak uepe3 7 eramnis (Oi3Hec-1ii, IlepeBaru: MOTHBALlisl, CKJIA/IHI aTaKu; Bucoka — 6a3osa
JICKOMIIO3HILisl, 3aTPO3H, BPA3JIMBOCTI, CLICHAPii, pU3UKH, Hepouiku: 6araro g1anux MOJIEeJIb CLICHAPIIB aTak
KOHTP3aXOJIH)
MITRE Baza 3HaHb peanbHUX TAaKTUK 1 TEXHIK aTtakyrounx cy0’ekrtiB | [lepeBarm: neranizaris, cucremarusauisi; | Bucoka — neranizanis
ATT&CK (ICS) | nis OT-cuctem Hepouiku: 6e3 pu3ukiB TEXHIK aTak
OCTAVE OprauxizaniiiHa MOJEJb YIPaBIiHHS PU3HKAMHI IlepeBaru: Gi3Hec-poLECH, PU3HKH; OOMEKXEeHO — KOpHCHA
Henomiku: oOMerxeHa JUIsl TEXHIYHOTO | HA PiBHI aHAITI3y
mozemoBanus i OT AKTHBIB
LINDDUN Mogens 3arpo3 IpUBaTHOCTI IAaHUX IepeBaru: mmboKwii aHATI3 He npupnarna nns ACJIK
KOH(iICHIITHOCTI;
Henoaixu: ne npunaraa st GNSS/OT
DREAD KinbkicHa oninka pusukis (Damage, Reproducibility, IlepeBaru: KiJIbKiCHA OIliHKA 3arpo3; Jyxe oOMexeHO
Exploitability, Affected Users, Discoverability) Henouiku: cy0’eKTUBHICTD
VAST TactpymenT st DevOps-0pieHTOBAHOTO MOZICITIOBAHHS IepeBaru: agile-miaxiz; He npuaarHa mst
3arpos Henoniku: e s OT OT-cucrem
Tabmmi 2
Iepeuik crangapris
Crangapt OCHOBHI aCIIeKTH BUKOPUCTAHHSI
ISO/IEC 27001 Inentudikanis akTUBIB, KaTEropu3allis 3arpo3, 3arajbHa CTPyKTypa aHalli3y PH3HUKiB
NIST SP 800-30/53 OuiHka pU3HKIB, MPO(ITIOBaHHS aTaKylOuHX cy0’€KTiB, MOOY0Ba CLIEHAPIiB 3arpo3
IEC 62443 OcobmnuBocri 3axucty OT-cucrem, 10 sikux Hanexuts ACJIK
HAT312.5-004-99, BpaxyBaHHs HalllOHAJIBHUX BUMOT YKpaiHU JJO MOJIETIOBAHHS 3arpo3 i moOya0BH MOJIEeNel TIOPYIIHUKIB
HJT T3I 2.5-005-99

Jpyrum eTanom BU3HAUYCHO TOUKH JOCTYITY JUIS MTOTSHITIHHNX aTak (Attack Surface). Jlo HUX HanexaTh KaHAIN IPHHOMY
CYIYTHUKOBHUX CHTHAJIIB, MEPEKEBI TPaKTH OOMiHY iH(OpMAITi€I0 MK eIeMEHTaMH CHCTEMH, CepBepHa iHPpaCcTPyKTypa,
TTiICUCTeMH Oe3TeKH, a TAKOK (PI3MUHUI JOCTYII 10 00T THAHHS 1 FOICHKUI (haKTOp Y BUITIAI MOKIIMBUX aTaK COIiaTbHOT
IKeHepii. BUSBICHHS TakuX Bpa3IHBUX MICITh € HEOOX1THOIO TIepeIyMOBOIO TS (pOpMyBaHHS KOMIDIEKCHOT MOJIEITi 3aTpo3.

TpertiM eramom, 10 3aBepIIye MpoIlec, BUCTYIAE Kiracudikaris BussieHux 3arpo3 3a STRIDE, ska y3arampHEeHO
npencrapieHa B Tabmmi 3.

UeTBepTHM €TaIlOM 3aralbHOI CXeMHU MOJICTIOBAHHS 3arpo3 € 3actocyBaHHs metomonorii PASTA (Process for Attack
Simulation and Threat Analysis), mo peaizyeTbcs uepes MoCIiIoBHI (pa3u:

®aza | — Define the Objectives. Bu3Ha9aroThCs KITIOUOBI ITiJTI CHCTEMU: HaJlaHHS BUCOKOTOYHUX AH(epeHIiaTbHuX
TIOTIPABOK y peaJbHOMY 4aci, TapaHTyBaHHS JOCTOBIPHOCTI ¥ JOCTYITHOCTI TaHMUX, a TAKOXK 3a0€e3MeUeHHS CTIHKOCTI KPH-
TUYHOI IHPPACTPYKTYpH 110 Kibep3arpos.

®a3za 2 — Define the Technical Scope. @opMyeThcs TEXHIYHII KOHTYP aHAII3Y, III0 OXOIUTIOE AKTHBH, TOYKH JOCTYITY
(Attack Surface) Ta kmacudikamiro 3arpo3 3a STRIDE.

®aza 3 — Application Decomposition and Analysis. Crucrema po3KiIagaeThcsi Ha OCHOBHI KoMmrmoHEeHTH: GNSS-
mpuiiMadi, IeHTpu o0poOku nanux, BeO-cepsep, SOC/SIEM, kanamu 38’ s13ky (IPSEC, TLS), xpuntorpadiuny indpa-
ctpykrypy (QRNG, PKI) Ta kiHIIEeBUX KOPHCTYBadiB.

®aza 4 — Threat Analysis. IneaTudikyrorscst Ta kmacudikytorscs 3arpo3u: GPS jamming, GPS spoofing, MITM,
DDoS, excmyaramis ypa3nusocteit I13, Gi3udHi aTaku, coriaibHa iHKEeHEpPist, KOMIIPOMETAIIisl KITFOUiB.

®a3za 5 — Vulnerability & Weakness Analysis. BukoHyeTbcst aHami3 ypa3nuBOCTEH 1 CITAOKUX MICIb CHCTEMH (Pe3yiIb-
TaTH HaBeneHo y Tabmuti 4).

®aza 6 — Attack Scenarios (crienapii atax):

Cuenapiit 1 — myneTuBekTopHa araka «GPS Spoofing Ha KKC Ta GPS Jamming ra ACJIK-npuiimaa». Atakyrodmii
opranizoBye GPS spoofing Ha kimpka KKC, mapanensro 3mificaioroun GPS jamming Ha nierTpansamit GNSS-mpuiimay
cucremu. lle mpu3BomuTh M0 0OUMCIIEHHS (PANBIIMBUX IOMPABOK. Y pa3i BUSBICHHS HEBIAIOBITHOCTEH MeXaHI3MHU
sanity-check axtuyrots fail-safe, mo Omoxye Bumady JaHUX KOPHCTyBadaM.

Cuenapiit 2 — ataka MITM na kanan «KKC-LIOy. ITopymHAK 311 iCHIOE KOMITPOMETAIIi0 a00 MiAMiHy By3Jia B 3aXH-
menomy kaHaii (IPSEC), momudikyroun mani Bix KKC. ¥V pesymsrati LIO/] npuiimae chanpcrudikoBaHi MOMPaBKH, ITPH-
YoMy MiIMiHA MOJKE CTOCYBAaTHUCS SIK KOOPIMHAT, TaK i YaCOBHX MITOK.
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Tabmmis 3

Kaacudikauis 3arpo3 3a STRIDE

Kareropis STRIDE

Onuc 3arpo3 y kourexcri ACAK

Spoofing
(ITigmiHa iJEHTHYHOCTI)

— GPS Spoofing na GNSS-npuiimaui ACJIK, KKC Ta kiHIIEBHUX KOPUCTYBaUiB;
— IMinmina inenTndikauii kopucrysadis abo aaminicrparopis npu gocrymi 1o IKC ACIK;
— Komnpomerais ayrentudikaniianx mexanizmis SOC, SIEM, IBK

Tampering
(Monudixkaris JTaHuX)

— Monudikarnis GNSS-curnanis npu nepenadi;

— Monudikanist nanux mixk KKC, IO/ Ta Be6-cepBepom;

— Mozudikanis rorixu 06podku nonpasox y I13 cepsepis;

— Moznudikanis kmouoBHX Gailnis Ta 06a3 qanux y kpunrorpadivnii inppactpykrypi (QRNG, IBK)

Repudiation
(BixmoBa Bix aiid)

— Hecankuionosasi aii agminicrparopis Ta nepconainy SOC 0e3 HaJleXHOro JIOTyBaHHS;
— Binmoga Bij BiznosizaneHOCTI 32 3MiHy KoHbirypauii IKC ACIK;
— BincytHicTs ab0 KOMIIpOMeTaLlis )KypHaIiB ayauTy

Information Disclosure
(Posrosonienns iHdopmarrii)

— Burik kiro4oBoi iHpopManii kpunrorpadidnoi inppacTpykrypu (3akputux kinouis IBK, QRNG);
— [lepexomieHHs JaHUX MPU Mepeaadi MonpaBok Mixk komnonentamu IKC;
— Hecankuionosannii foctyn no nanux 1{OJ], SOC, SIEM

Denial of Service
(BigmoBa B 00CIyroByBaHHi)

— DDoS-araku Ha BeO-CepBep BUCOKOT JOCTYIHOCT;
— IlepeBanTaxxeHHs kaHaiB nepeaadi qanux Mk KKC, 1IO/I, BeG-cepBepom;
— brioxysannst SOC 4epes nepeBanTaxeHHs abo caborax I13

Elevation of Privilege
(Eckanarist nmpuBineiB)

— Excmnyaranis BpaznuBocreii y I13 cepsepis IO/, SOC, SIEM, Be6-cepBepa;
— OTpuMaHHs TOBHOB)XEHb a/IMIHICTPATOPa CUCTEMU;

TH®OPMALITHHI TEXHOJIOITI

— 3axormieHHs KOHTpoto Ha [13 00poOku monpaBok

Tabmm 4
AHaJi3 ypaznuBocrei

Komnonent Moskausi ypasiauBocti

GNSS-npuiimaui Bincyrnicts 3axucty Bix GPS jamming/GPS spoofing, BincyTHicTs Bepuikariii curnais

Kanaym nepenaui VYpaszmusocti IPSEC/TLS, MITM, HenocTatHiii 3axuct Tpadiky

oA Excrnoiitu I13 cepsepis, Bpaznusocti OC, nepenoBueHHs Oydepa

Beb-cepsep
SOC/SIEM

Kpunroingpactpykrypa
Kinnesi kopucryBayi

BpasznuBocri Be6-cepreproro I13, araku na AP, DDoS

Kommnpomeranist oomikonx 3amuciB SOC, HeKOpeKTHa KOH}Irypaist MOHITOpHHTY

Komnpomeranist IBK, reneparopis QRNG

Ataku Ha MOOIIbHI IOAATKM, BUTIK JAHUX Yepe3 KOPUCTyBada

Cuenapiit 3 — komOiHOBaHa araka DDoS Tta excruryaramist ypasnuocteit [13 11O/l Bukonyetscst MmacoBanuii DDoS
Ha BeO-cepBep, a mapayielbHO 3aCTOCOBYEThCA eKCIUTyaTamis zero-day ypa3iamBocTi B mporpamHomy 3abe3nedernHi [{O/.
Le cTBOpIOE YMOBH AJIS IEPEXOTICHHSI KOHTPOITIO HAJT JIOTiKO0 0OPOOKH MOTPaBOK i MOXKE MPU3BECTH 10 caboTaxy abo
BiIKITFOUCHHA (DYHKI[IOHATY CHCTEMH.

Cuenapiit 4 — iHcaiinepceka ataka Ha IBK ta SOC. 3noBmucHi nii agminictparopa SOC abo iHmoro incaimepa
3 IOCTYIOM A0 KpHnTorpadigHoi iHGpacTpyKTypH CTBOPIOIOTh PHU3HK Tepenadi KpUTUIHOI iHpopMarii TpeTiM ocodam.
Hacrmigkom € xoMmpomeTaris eIeKTPOHHOTO MIANKCY Ta MOPYIICHHS HITICHOCTI An()epeHIlialbHUX MOPaBOK, M0 MPH-
3BOAMTH JI0 NOIIMPEHHS HEKOPEKTHHX JAHHUX CePel KOPHCTYBayiB.

Cuenapiit 5 — ¢piznune 3anmieHHs abo 3axorteHHs KKC. Opranizaris ¢ismanoro caboraxxy KKC morxe mpussectu 10
4acTKOBOI a00 TTOBHOI BTpaTH JKepel mornpaBok. Lle 3yMoBioe mepexin cucreMu B pexxuM fail-safe Ta cTBoproe pusmk
cascading failure, xomu 31 3pocTaHHAM KiTBKOCTI BUBEACHHX 3 JIAAY CTAHINN IMiITPUMKA MPALE3aTHOCTI CHCTEMH CTaE
KPUTHYHO YCKJIATHEHOIO.

®aza 7 — Risk & Impact Analysis

3axmogHoro ¢a3oro meromonorii PASTA € ominka pu3WKiB Ta HACHiAKIB peaiizallii BUSBICHUX 3arpo3. Ha mpomy
eTari pe3ylbTaTH MmonepenHix (a3 IHTerpyIoThCs Y €INHY MOJEIb, sIKa T03BOJISE CITIIBBITHECTH KOXKHUN CIICHAPIA aTaku
3 MMOTEHLIHHNMHY 30uTKaMu U1 cucteMu Autonomous DGNSS.

O1iHIOBaHHSA 3AIMCHIOETHCA 32 TAKUMH KIIFOYOBHMH TTapaMeTPaMHU:

— IMOBIipHICTB peamizamii 3arpo3W, IO BU3HAYAETHCS 3 YpaxyBaHHSAM HAasSBHUX BPa3IMBOCTEH Ta CKIATHOCTI
eKCTITyaTarii;

— wMacmTal BIUIMBY Ha CHCTEMY, SIKHH BigoOpaska€ KPUTHYHICTh HACTIAKIB IS MUTICHOCTI, JOCTYITHOCTI Ta JOCTO-
BipHOCTI mompaBok GNSS;

— cucremHi Ta cascading effects, o BHHHUKAIOTH y pa3i MOE€JHAHHS JEKITBKOX aTak abo MOCTIIOBHUX BiMOB eJe-
MEHTIB (HaIpHKIaL, BUBEACHHS 3 Maxy nekinpkox KKC).

OTpuMaHi pe3ynbTaTi JO3BOJISIOTH 3MIHCHUTH PAaHKyBaHHS 3arpo3 3a PiIBHEM PH3HUKY Ta BU3HAYUTH MIPIOPUTETHICTS iX
HelTpamizamii. Y monanemomy 1e 3abe3nedye OCHOBY IS po3poOsieHHs 6araTopiBHEBHX 3aX0/IiB KiOep3aXHCTy, OpIEHTO-
BaHUX Ha MiHIMi3a1lif0 IMOBIPHOCTI yCITIIITHOT aTaK! Ta 3HIDKEHHS 11 MOTEHIITHOTO BILTMBY Ha KPUTHYHY IHQPACTPYKTYDY.
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Hactymanm etanom moOynosu mozneni 3arpo3 st ACIK € 7exoMIo3uis TEXHIK aTak 3 BAKOPUCTAHHAM (ppeiiMBOpKY
MITRE ATT&CK [33-34] (naBemeHo y Tabmumi 5). Ha mipomy eTami 37iiicHIOeThCS ineHTH(IKAIS KOHKpeTHHX TTPs
(Tactics, Techniques, Procedures), xapakTepHUX I Oilf aTaKylOUWX CyO €KTIB Ha PI3HUX CTaAifAX KUTTEBOTO ITHKITY
aTaky — BiJl pO3BIAKH O eKCOIIBTpaIlil TaHUX 91 cabOTaxy.

Tabmmi 5
Texnikm arak 3a MITRE ATT&CK
Eran araxu (Tactic) Texnika (Technique) Peanizanist B konTeketi ACAK
Reconnaissance Active Scanning (T1595) CkanyBanHs MepexeBoi iHdpactpykrypu IKC ACJIK, SOC,
(Po3Binka) BeO-cepBepa
Gathering Victim Network Information 36ip Bimomoctei npo posrauryBanus KKC, IP-anpecu cepsepis
(T1590) 1O/, xpunrorpadiuny iHhpacTpyKTypy
Resource Development Obtain Capabilities (T1588) 3akynisis odnagnanus s GPS spoofing, jamming, zero-day
(ITigroToBKa pecypcis) EKCIUTONTIB
Initial Access Supply Chain Compromise (T1195) KoMnpomerattisi cTopoHHIX nocradainbHUKIB [13 abo obnagHanHs
(ITouarkoBuit 1ocTyI) IKC ACIK
Spearphishing (T1566) CouianpHa iHxkeHepis npotu aaminictparopis SOC, SIEM
Exploit Public-Facing Application (T1190) | Ataku Ha BeG-cepBep BUCOKOT JOCTYIHOCTI 4epe3 ypaszauBocti API
Execution Exploitation for Client Execution (T1203) Excmutyarais ypasiausocreii cepsepis LIO/] (mepernoBHeHHs
(BHKOHAHHSI LIKIUTHBOTO KO ) Oybepa, SQL injection)
Persistence Valid Accounts (T1078) Buxopucranns BkpajjeHnX a0 CKOMIPOMETOBAHHX OOIiKOBUX
(3aKpirieHHs B CHCTEMI) 3aIuciB aAMIHICTPATOPIB
Privilege Escalation Exploitation for Privilege Escalation (T1068) | Excrutyarauist ypasnuocteir OC cepsepis, SOC, SIEM
(Ecxanauis npusineiB)
Defense Evasion Indicator Removal on Host (T1070) Bunanenns noris, xypHaiis SOC
(O6xin 3axucry) Obfuscated Files or Information (T1027) Indpysanns 3n0BMEcHOTO Tpadiky mst ooxoxy IDS/IPS
Credential Access Credential Dumping (T1003) Burarysanns naponis agminicrparopis SOC Ta IBK
(Joctyn 1o 00MIKOBHX TaHUX)
Discovery Network Service Discovery (T1046) CkaHyBaHHS BHYTPINIHIX MepexHHUX cermenTiB ACJIK
(JlocrmimkeHHs cucTeMH)
Lateral Movement Remote Services (T1021) Bukopucranus nerituMHuX npoTtokoiis uis pyxy mix LIO/], SOC,
('opu3oHTalIbHE TIEpPECYBaHHS) BeO-cepBepoM
Collection Data from Information Repositories (T1213) | 36ip manux i3 cepBepis nomnpasok, b, kpunroinppactpykrypu
(306ip inpopmartii)
Command and Control (C2) Application Layer Protocol (T1071) CrBopeHHs npuxoBanux kanaiis C2 uepe3 HTTP(S) API
Exfiltration Exfiltration Over C2 Channel (T1041) ITepenava BukpaJeHHX JaHUX depe3 mpuxosani C2
(Excrdinprparis)
Impact Service Stop (T1489) Busenenns 3 namay cepsepiB 00poOKHU MOMPABOK
(Bruis/mopyents poGoTu) Data Manipulation (T1565) Mozudikaitist MOIPaBOK Mepe]; PO3MOBCIOHKEHHIM
Denial of Service (T1499, T1498) DDoS-araku Ha BeO-cepBep Ta Mepexy Iepeadi MoIpaBoK
Inhibit Recovery (T1490) SHUILEHHS PE3ePBHUX KOMii, IU(PYBaHHS JaHUX
JonoHenns st GNSS/ACIK:
Crenundika Texnika
GPS Spoofing YV MITRE ATT&CK dopmanbsro HeMae okpeMoi kareropii a1t GPS Spoofing (mokwu 1m10), ane 3a3Bu4ail BitHOCATE

1o « Data Manipulation (T1565, Enterprise); ICS: Spoof Reporting Message (T0856)/Manipulation of View
(T0832)/Manipulation of Control (T0831) « B xonTexcti OT

GPS Jamming YacTtkoBo BiHOCHTBCS 10 « Network DoS (T1498)/Endpoint DoS (T1499); ICS: Denial of Service (T0814)/Denial
of View (T0815)/Denial of Control (T0813) (3anexno Bix edekry) « 8 MITRE ATT&CK for ICS

Amnami3 HacnmigkiB atak (Risk & Impact Analysis) mms ACIK Bukonano Biamosimno no migxoniB ISO/IEC 27005 [35],
NIST SP 800-30/53, IEC 62443-3-2 ta HJ{ T3I 2.5-005-99. JInst Ko>kHO{ 3aTp0o3H BU3HAYAIOTHCS: KOMIIOHEHT CHCTEMH,
THT 1 MEXaHi3M BIUIMBY, MOXJINBI HACHIJKU Ta PiBEHb KPUTHYHOCTI (BHUCOKHWH, cepenHiii abo HU3BKHWIT). Y3araapHEHi
pesynbTaty monaHo B Tabmwi 6.

Kurouosi nacminku arak Ha ACJIK 0XOII00Th:

— BTpaTy TOYHOCTI KOOPIHMHAT Ta TOPYIICHHS CHHXPOHI3aIlii 9acy (3 pU3WKaMH IS CHEPTeTHYHHUX, (hiHAHCOBHX
1 TETICKOMYHIKaIIfHUX CUCTEM);

— 3001 y TpaHCHOPTHI Ta JOTiCTHYHIHN iHPPaACTPYKTYypi, TOUHOMY 3eMIIepOOCTBI Ta BiliCHKOBiif HaBirarii,

— MAcoBi BiJIMOBH aBTOIJIOTOBAHOTO TPAHCIIOPTY i OIOKYBaHHS CIyK0 TOYHOTO 4acy;

— BTOpWHHI KaTtacTpo]idHi HACTIIKA A eKOHOMIKH, 00OPOHH Ta TPOMAICHEKOI OE3MEKH.

VY3arampHeHa KapTa pU3MKiB HaBeIeHa y TaOMHIIi 7.
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Tabmmis 6
AmnaJi3 HacaiakiB arak Ha ACJIK
Ne Komnonent 3arposa MexaHi3M BILUIMBY Hacaigkn Kputuunicrs
1 | GNSS-npuiimaui KKC Ta ACJIK | GPS Spoofing ITixmiHa CyImyTHUKOBHX TlommitkoBi ToIpaBKy, Bucoxka
CHUTHAJIIB CIIOTBOPEHHS JaHUX Y BCiif cucTemi
2 | GNSS-npuitmaui KKC Ta ACIK | GPS Jamming Iepemkonu B mpuiiomi IloBHa BigMOBa reneparnii Bucoxka
CHTHAIIB HONPaBOK
3 | Kananu nepenavi MITM Monudikariis gaHuX BBeneHHs HEKOPEKTHUX MONPaBoK | Bucoka
(KKC — LIO/1 — Beb-cepsep) y mpoueci nepegayi
4 |1OA Excrunoiitu I13 3axoIUIeHHs1 KOHTPOIO HaZ | MacoBa reHepaltist XHOHHX Bucoxka
JIOTIKOIO 00POOKH TIONPaBOK
5 | Beb-cepBep DDoS IepeBanTaxkeHHs cepBepiB HemoxuBicTs po3noscromxeHHst | Bucoka
HIOTIPaBOK
6 | IBK, QRNG Kommnpomerartis Joctyn no kpunrorpadiynoi | [TopyrieHHs HidiCHOCTI JaHUX Bucoxka
KITIOYiB iH(ppacTpyKTypH
7 |SOC, SIEM Iucaiinepcnki ataku | Hecankiionoani il Mamninyssinii 6e3 BUSBICHHS Bucoka
HepcoHalty
8 | MoGispHi JogaTku KOpucTyBauiB | Araku Ha 13 Kommpomerantist 10/1aTKiB Henpasunbha inTepnperanis nanux | Cepeus
9 | ®izuuni komnonenty (KKC, LIOM) | @izuune 3uumeHns | Caborax, AuBepcis BTrpara wactuau cucremu Bucoxa
10 | Mepesxa ynpaBiniHHs ComianbHa OtpumaHHs 001iKOBUX NaHuX | OTpUMaHHs AOCTYIy 10 cucTeMu | Bucoka
IHJKEHepist aIMiHICTpaTOpiB
11 | PesepBHe KOmitOBaHHS Inhibit Recovery SHHUILICHHS Pe3epBHUX Komill | HeMOXKITHBICTD BiAHOBICHHS Bucoka
Tabnuus 7
Kareropisi pusuxy I'no6anbHa oniHKa
TexHivHI pU3HKU Bucoxki
OpranizauiiiHi pu3uKu Bucoki
Jlroncokuii pakrop Bucokunii
Kpurrrorpadiuni pusuku Kpurnuni
Di3nuHi pU3HKI Bucoxki

IToOynoBa mozneJ1i mopyImHNKAa:
1) Hixxomu 1o GpopmMyBaHHS MOZIEII MOPYIIHHKA.
Monens nopymnuka (adversary model, threat actor model) — no3Bossie popmanizyBaru Ta knacudikyBaTH HOTEHIIIH-
HUX aTaKylouux cy0’eKTiB, sIKi MOXKYTh 3/1iHCHIOBATH IijiecripsMoBaHi BIuMBY Ha ¢yHkuionyBanHs ACIK GNSS. Bona
JI03BOJISIE CHCTEMHO ONHMCATH!

— THIH NOPYIIHHKIB;

— IXHI pecypcH Ta MO>KJIMBOCTI;

— Il Ta MOTHBALIIIO;

— IIOTEHIIHHI TEXHIKH arax.

[ToGynoBa Mozesni mopyniHuKa 6a3yeThcs Ha METOMOJIOT], 3aKIaIeHIH y cCTaHaapTax:
— ISO/IEC 15408 (Common Criteria) [36];

— NIST SP 800-30/53;

— HJI T3 2.5-005-99 (YVkpaitia).

2)
3)
4)

5) OcHoOBHI 11l aTak:

Knacudikanis mopymnuka (Hagana B Tabmumi 8).
MortuBauis nopyuHnka (Hajgana B Tadmui 9).
Pecypcu nopymnuka (Hagano B Tadmumi 10).

— Ilopy1ieHHS TOYHOCTI MO3UIIFOBAHHS Ta MITKH 4acy;

— 3pus kopekTHOi podbotr GNSS kopuctyBadis,;

— Komnpowmeramis inppactpykrypu IKC ACIK;

— bnokysanust po3noscromkeHHs morpasok (DDoS Ha BeO-cepsep);
— Macoga ne3indopmartist KOpUCTyBadiB Yepe3 reHepanito GpaabIIMBUX NOMPABOK Ta CIIOTBOPEHOT MITKH 4acy;

— @i3uvHe 3HUIICHHS KOMIIOHCHTIB CHCTEMHU;
[MopymieHHs HOBipH 10 AEp:KAaBHOI CHCTEMH TOYHOTO Yacy Ta HaBirarfii.
3B’S30K 3 MOJIEJIIIO 3arpo3.

0

q)OpMOBaHa MOJCJIb NOPYIHIHUKA € OCHOBOIO IJIsL HO6yﬂOBI/I KOHerTHOI MOHCJ’Ii 3arpos, OCKIJIbKY BH3HAYAE:

— pIBEHB CKJIAJTHOCTI aTak;
— HMOBIpHI BEKTOpH aTakK;
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Kaacugikauis arakyounx cyd’ekTiB

Tabmmi 8

Ne Kareropis

XapakTepucTnka

Tunosi TexHikn
(MITRE ATT&CK)

OCHOBHi aKTHBH
aTaKku

1 | HepxaBHi akTopu
(APT-rpynu,
PO3BiICITY)KOM)

BucokokaiikoBaHi rpymu 3 HCOOMEKESHUMHU pecypcaMu, 3/1aTHi J10
CKJIQ/IHUX MYJIBTUBEKTOPHHUX aTak, BKIOUHO i3 GPS spoofing, GPS
jamming, ekcrutyaraitiero BpasiuBoctei 13, arak Ha KpUIITOCHCTEMH,
(hiznuHuX orneparliii, couianbhuii imxenepinr, DDoS, MITM, Toro

T1590, T1566, T1190,
T1068, T1499, T1565,
T1003, ICS T0814

GNSS-npuitmaui
KKC/ACJIK, IO/,
IKC, (IBK, QRNG),
SOC, xopucryBaui

2 | Kibep3nounnHi
yrpyHnOBaHHS

MortuBoBaHi (inaHcoBoro Buronoro. Moxyts arakyaru ACIK

3 METOIO OTPUMAHHSI HEMPAaBOMIPHOI ITepeBary B JIOTiCTHULI,
arpoCeKTOpi, TPAHCIOPTI TOIIO. BHKOPHCTOBYIOTH IOCTYIIHI €KCILIONTH,
DDoS, GPS spoofing/ GPS jamming 3 oOMeskeHUM pajiycoM il

T1190, T1071, T1499,
T1566, T1070

Beb-cepsep, API,
SOC, ¢inancosi
CHCTEMH

3 | XaktuBicT

rpymn)

(momiTuyHi/ineonorivui

Merta — poJEeMOHCTPYBATH BPA3IUBICTh JEP>KaBHOT KPUTHYHOT
indpactpykrypu. OcnoHi Bektopu: DDoS, DoS, conianbna
IH)KeHepisi, crpoOu 31amy Bed-cepBepa

T1499, T1027, T1566

Be6-cepsep, API

azMiHicTpaTopH)

4 | Incaiinepu (nepconai,

Oco0¥ 3 MPUBLICHOBAHMM JOCTYIIOM, SIKi MOXKYTh HAaBMHCHO a00 yepe3
HIOMHJIKH CTBOPHTH Bpa3nuBocTi. Bekropu atak — cabotax, 3MiHa
napametpiB I13, BUTIK Ki110490BO1 iH(OpMALLii, TOACHKHI (hakTop

T1078, T1070, T1003,
T1071

SOC, IBK, IOZ,
Storage, kirouoBi B/|

5 | TepopuctuuHi Ta
JIMBEpCiiiHi rpynu

Mera — (pisnuHe 3HUIICHHS a00 3axoruieHHs komnoHeHTiB AC/IK,
3okpema KKC, IO/l a6o SOC. MoxyTb KoMOiHyBaTH (i3H4Hi aTaku
3 Kibepaismu

ICS T0814, ICS
TO813/T0815,
Physical Sabotage

KKC, IKC, O,
SOC

6 | HusbkopiBHEBI

kiddies, amatopwu)

3JI0BMHCHHKH (SCript

BukopuctoByoTh roToBI iHCTpYMeHTH U1t DDOS, noctymHi
BpasiauBocTi B [13, eKCIIIONTH HYIHOBOTO JHS 32 YMOBH JOCTYILY 10
HHX Ha «YOPHOMY PHHKY)

T1190, T1499, T1071

API, BeO-cepaep,
my0OiiyHi cepBicu

MoTuBaIlis aTAKYIOYHX

Tabmmi 9

Tun nopymnmnka

OcCHOBHA MOTHBAIisI

JlepkaBHi akTOpH

KPUTHYHOI iH(PPACTPYKTYpH

I'eononiThyHi 1111, OcIabNeHHs CyNPOTUBHUKA, 3pUB HaBIrallifHUX CepBiciB, KOMIIPOMETAIlisl HalliOHAIBHOT

KiGep3nounHii

ExoHOMIYHa BUTO/Ia, [IAHTAX, MAHIITYJISIIis PUHKAMH

XakTuBicTu TomiTiuHi 3asBH, IEMOHCTpALlisi BPA3JIMBOCTEI KDUTHYHUX CUCTEM, HOIITUYHUI THCK
Iucaiizepu Ocobucra BUT0/a, IOMCTAa, MOJITHYHI MOTUBU
Tepopuctu MacoBwuit caboTax, MiAPUB KPUTUUHOI iHYPACTPyKTypH

HusbKopiBHEBI 3I0BMUCHUKU

HaB‘{aHH}I, CKCIICPUMEHTH, IIPArHCHHS CJIaBU

PiBensb pecypciB arakyrumx cy0’ekTiB

Ta6muia 10

PiBenb pecypey

Kareropii

Jlyxe Bucokuit

JleprkaBHi akTopH

Bucoxkuii TepopucTHuHi opraHizanii, KiGep3I0YNHHI yrpyIIOBaHHS
CepenHiit IHcalinepy, XakTUBICTH
Husbkuit HusbKopiBHEBI 3TI0BMUCHUKI

— LUIHOBI aKTHBH CUCTEMHU;

— HeoOXinHi cueHapii mpoTuii.

Bona nsrae B ocHOBy crieHapHoro monemoBanHs atak (PASTA), xmacudikarii STRIDE, Texniunoi aeramizarmii
MITRE ATT&CK Ta ¢popmyBaHHS KOHTP3aXO/iB.

BucHoBku

VY nmaHiit pobOTi MPOBEAEHO KOMIUIEKCHE JOCHTIHKEHH 0a30BUX MOZETEH 3arpo3 Ta MoeJel MOPYITHUKA IS 3aCTO-
cyBauHs ix 10 ACIAK GNSS, sixa € 9acTHHOI0 KpUTHYHOI iH(opManiiHOT iHQPaCTPyKTypH.

Po3pobreno ¢popmanizoBany MoeTs MOPYITHHUKA, IO T03BOJISE KiIacu(iKyBaTH aTaKyiodi Cyd’ €KTH 3a piBHEM pecyp-
CiB, MOTHBAII€0, TEXHIYHUMH MOXJIMBOCTSMH Ta THITAMH TTOTEHIIIHNX aTak. [1o0ymoBaHO MOJENs 3arpo3, sSKa iHTerpye
Cy4acHi METOJ0JIOTii MOJETIOBaHHS, 30KpeMa:

— xracudikariio 3arpo3 3a STRIDE;

— CIICHapHe MojeroBaHHsA aTtak 3a PASTA;

— geramizamiro TexHik atak 38 MITRE ATT&CK (Enterprise ta ICS mpodini).

[IpoananizoBano moBHUIT HaOip akTUBIB Ta 30H atak cucremMu ACJIK, Bkmouatoun GNSS-nmpmiimaai KKC ta ACIK,
iH(pOpMaLiTHO-KOMYHIKaIliifHY 1HPPAaCTPYKTypy, IEHTPU 0OPOOKH JaHUX, KpUnTorpadidny iHppacTpyKTypy, Bed-cepBep
BHCOKOI TOCTYTHOCTI, crcTeMy MoHiTOpuHTY SOC Ta KiHIIEBUX KOPHUCTYBadiB.
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HaykoBa HOBH3HA poOOTH NONSATAE Y BIIEPIIIE 3aIIPOTIOHOBAHOMY 1HTEIPOBAHOMY TIiIXOi O MOJEIIOBAHHS 3aTPO3 IS
ACIK, saxwit 06’eqaye STRIDE, PASTA ta MITRE ATT&CK 3 ypaxyBanusam crerdixa GNSS/DGNSS.

[IpoBeneHo aHaNi3 NOTEHIIHHUX CIIEHAPiIB MYIBTHBEKTOPHIX aTaK, AKi BKIo4aroTh koMmOiHamii GPS spoofing, GPS
jamming, aTak Ha KaHaJH 3B’3Ky, KOMIIPOMETAIii MPOrpaMHOTO 3a0e3MeUeHHs, iHCalaIepChKuX i, aTaKk Ha KPUITO-
iHPACTPYKTYpy Ta QI3UIHOTO BTPYHaHHS y poOoTy cuctemu. BeranosneHo, mo ocobmmBy Hebesmeky mnst ACIK cra-
HOBIISITH CKOOPIMHOBAHI aTaKH 3 BUCOKUM PIBHEM PECYPCHOI MiITPUMKH, IO 3JaTHI OHOYACHO BIUTMBATH HA JCKiTbKa
KITFOYOBHMX KOMIIOHEHTIB apXiTeKTypH yciei cuctemu. OCOOIMBO KPUTUIHUMH € aTaKH, 10 TIPU3BOIATH 10 TeHEpaIlii HeKo-
PEKTHHX TOMPABOK 1 MACOBOTO CIIOTBOPEHHS ITO3UIIIOBAHHS Ta MITKH Yacy, IKi MOXYTh MaTH KaTacTpo(hidHi HACTIAKH
JUTSA JTOTiCTUYHUX, CHEPTeTHYHNX, (IHAHCOBHX, BINCHKOBHX Ta arpapHUX CEKTOPIB. 3allpONOHOBAHO KOMIUIEKCHUH HA0ip
TEeXHIYHHUX, OpTaHi3alliifHuX, KPUNTOrpadivHUX Ta MPOLETyPHUX KOHTP3aXOMIiB, SKUNA 0a3yeThCs HA MOETHAHHI Mi>KHA-
pomaux ctarnapti ISO/IEC 27001, ISO/IEC 27005, IEC 62443, NIST SP 800-30/53 Ta HarioHaIbHUX HOPMAaTHBHUX
noxkymentiB HJI T3I Vkpainu. [logaTkoBo migKpecIeHo BaKIMBICTH BUKOPHCTAHHS CyYaCHHX 3ac00iB aBTeHTH(iKarlii
maanx GNSS, 3axucTy KaHaIiB PO3MOBCIOPKEHHS TOMPABOK Ta CTIHKOI CHHXPOHI3AIIii Jacy, 0 € BU3HAYATbHUMH IS
kibepcriiikocti AC/JK.

OTpuMaHi pe3yIbTaTH MOXKYTh OyTH BHKOPHCTAHI K METOIOJIOTIYHA OCHOBA TIPH:

— TPOEKTYBaHHI 3aXHIIEHUX cucTeM audepennianbaoi kopekitii GNSS;

— CTBOPEHHI CHCTEM BUSBJICHHS aTaK;

PO3pOOIIi HOPMATUBHUX JOKYMEHTIB MO0 KiOEepCTIHKOCTI KpUTHIHOT iHDPACTPYKTYPH;

— TOAANBIINX HAyKOBUX JOCHIHKEHHIX B Taiy3i Kibepoesmekn GNSS.

[NepcniekTHBOO TONATBIINX JOCHIIKEHb € PO3poOKa Mojeneld akTHBHOTO BHSBICHHS MYJBTHBEKTOPDHHX aTak Ha
OCHOBI MaITMHHOTO HABYAaHHS, MOOYI0BA CHCTEM MPOTHO3YBAaHHS aTaK Ta yIOCKOHAICHHS KPUITOTPadigHIX MIPOTOKOIIB
3 ypaxyBaHHSIM BHKJIMKIB IOCTKBAHTOBOTO MEPIOLY.

CnucoKk BUKOPHCTAHOI JiTepaTypu

1. European Union Agency for the Space Programme. EUSPA EO and GNSS Market Report. 2024. Iss. 2. LU:
Publications Office, 2024. URL: https://data.europa.eu/doi/10.2878/73092

2. Precision Matters: Exploring the Importance of GPS Precision Accuracy. Taoglas. 20.07.2024. URL:
https://www.taoglas.com/blogs/precision-matters-exploring-the-importance-of-gps-precision-accuracy

3. DGNSS Fundamentals — Navipedia. URL: https://gssc.esa.int/navipedia/index.php?title=DGNSS_Fundamentals

4. 3axon Ykpainu «[Ipo xputunany indpactpykrypy», Ne 1882-IX pemaxmis Bix 21.09.2024. Odimirinuii BeOGnopran
napiaameHTy Ykpaiau. URL: https://zakon.rada.gov.ua/go/1882-20

5. Westbrook T. A. Taxonomy of Radio Frequency Jamming and Spoofing Strategies and Criminal Motives. Journal
of Strategic Security. 2023. Vol. 16, no. 2. P. 68-80. DOI: https://doi.org/10.5038/1944-0472.16.2.2081

6. Westbrook T. The Global Positioning System and Military Jamming: The geographies of electronic warfare.
Journal of Strategic Security. Vol. 12, Ne 2. P. 1-16. DOI:10.5038/1944-0472.12.2.1720

7. HagiramiiiHi pH3UKHU B aCHEKTi KibepOe3nekn TpaHCIOPTHUX Cy/IEH i BIHCEKOBHUX KOpadmiB. ResearchGate, 2024.
doi: 10.51582/interconf.19-20.08.2022.037

8. Garmin outage caused by confirmed WastedLocker ransomware attack. BleepingComputer. URL:
https://www.bleepingcomputer.com/news/security/garmin-outage-caused-by-confirmed-wastedlocker-ransomware-attack/

9. KA-SAT Network cyber attack overview. viasat.com. 30.03.2022. URL: https://news.viasat.com/blog/corporate/
ka-sat-network-cyber-attack-overview

10. GNSS Interference Monitoring and Classification for Critical Infrastructure Safety. GPSPATRON.com. URL:
https://gpspatron.com/gnss-interference-monitoring-and-classification-for-critical-infrastructure-safety.

11. Tauschinski J., Georgiadis P., Wright R. et al. How GPS warfare is playing havoc with civilian life. Financial
Times. 13.05.2024. URL: https://www.ft.com/content/be9393db-cd63-4141-a4c8-c16bdfelbob0

12. Melnyk D. S. Creating a model of threats to Ukraine’s national critical infrastructure as a basis for ensuring its
security and resilience. Bulletin of Kharkiv National University of Internal Affairs. Vol. 104, 1 (Part 1). C. 237-250.
DOI:10.32631/v.2024.1.20

13. Ghanbarzade A., Soleimani H. GNSS/GPS Spoofing and Jamming Identification Using Machine Learning and
Deep Learning. arXiv, 2025. DOI:10.48550/arXiv.2501.02352

14. Rados K., Brki¢ M., Begusi¢ D. Recent Advances on Jamming and Spoofing Detection in GNSS. Sensors.Vol. 24,
Ne 13. C. 4210. DOI:10.3390/s24134210

15. European Union Agency for Cybersecurity., Space threat landscape. LU: Publications Office, 2025. URL:
https://data.europa.eu/doi/10.2824/8841206

16. Naik, Nitin & Jenkins, Paul & Grace, Paul & Naik, Dishita & Phd, Shaligram & Song, Jingping. A Comparative
Analysis of Threat Modelling Methods: STRIDE, DREAD, VAST, PASTA, OCTAVE, and LINDDUN. 2024.
DOI:10.1007/978-3-031-74443-3 16

432



BICHHK XHTY M 3(94), 4. 2, 2025 p. IH® OPMAIIIHHI TEXHOJIOTTI

17. Shostack A. Threat modeling: designing for security. Indianapolis, IN : Wiley, 2014. 590 c. [QA76.9.A25 S495
2014]. ISBN 978-1-118-80999-0.

18. UcedaVelez T., Morana M. M. Risk Centric Threat Modeling: Process for Attack Simulation and Threat Analysis.
1st. Wiley Publishing, 2015. 696 p. ISBN 978-0-470-50096-5.

19. Threat Modeling Methodology: PASTA. URL: https://www.iriusrisk.com/resources-blog/pasta-threat-modeling-
methodologies

20. Alberts C. J., Behrens S. G., Pethia R. D. Ta in. Operationally Critical Threat, Asset, and Vulnerability Evaluation
(OCTAVE) Framework, Version 1.0: (Fort Belvoir, VA, 01.06.1999). Fort Belvoir, VA : Defense Technical Information
Center, 1999. DOI:10.21236/ADA367718. 1999.

21.LINDDUN PRO. linddun.org. URL: https://linddun.org/pro/

22. Threat Modeling with Microsoft DREAD. Safori. URL: https://satoricyber.com/glossary/threat-modeling-with-
microsoft-dread/

23. VAST Threat Methodology. ThreatModeler. URL: https://threatmodeler.com/glossary/vast-threat-methodology/

24 . ISA/IEC 62443 Series of Standards — ISA. isa.org. URL: https://www.isa.org/standards-and-publications/isa-
standards/isa-iec-62443-series-of-standards

25.2025 Global Threat Report. Latest Cybersecurity Trends & Insights. CrowdStrike. CrowdStrike.com. URL:
https://www.crowdstrike.com/en-us/global-threat-report/

26. Asif M. R. A, Hasan K. F., Islam M. Z. et al. STRIDE-based Cyber Security Threat Modeling for IoT-enabled
Precision Agriculture Systems. arXiv, 2022. DOI:10.48550/arXiv.2201.09493

27.Sahay R., Estay D. A. S., Meng W. et al. A Comparative Risk Analysis on CyberShip System with STPA-Sec,
STRIDE and CORAS. arXiv, 2022. DOI:10.48550/arXiv.2212.10830

28. Sheik A. T., Atmaca U. 1., Maple C. et al. Challenges in threat modelling of new space systems: A teleoperation
use-case. Advances in Space Research. Vol. 70, Issue 8. P. 2208-2226. DOI:10.1016/j.as1.2022.07.013

29.Force J. T. Security and Privacy Controls for Information Systems and Organizations. National Institute of
Standards and Technology. 2020. DOI:10.6028/NIST.SP.800-53r5. 2020.

30.ISO/IEC 27001:2022. ISO. URL: https://www.iso.org/standard/27001

31. KpuTepii omiHKH 3aXHIIEHOCTI iHPOpMAIIil B KOMIT IOTEPHIX CHCTEMaX Bil HECAHKIIIOHOBAHOTO AOCTYIy — [HpOp-
Martiifaa 6e3meka Ta 3axuct inpopmarii. URL: https://tzi.ua/ua/nd_tz_2.5-004-99.html

32. Knacudikamis aBTOMaTH30BaHUX CHUCTEM 1 CTaHAApTHI (YHKIIOHATIBHI Mpodimi 3aXWIIeHOCTi 00poOmroBaHOL
iH(opMarii Bi HECaHKIIOHOBAHOTO MOCTymy — IH(opmamiiiHa 6e3meka Ta 3axuct indopmamii. URL: https://tzi.ua/ua/
nd tz 2.5-005-99.html

33. Techniques — Enterprise. MITRE ATT&CK®. URL: https://attack.mitre.org/techniques/enterprise/

34. Techniques — ICS. MITRE ATT&CK®. URL: https://attack.mitre.org/techniques/ics/

35.ISO/IEC 27005:2022. ISO. URL: https://www.iso.org/standard/80585.html

36.ISO/IEC 15408-1:2022. ISO. URL: https://www.iso.org/standard/72891.html

References

1. European Union Agency for the Space Programme. (2024) EUSPA EO and GNSS Market Report. 2024. Iss. 2. LU:
Publications Office, URL: https://data.europa.eu/doi/10.2878/73092

2. Precision Matters: Exploring the Importance of GPS Precision Accuracy. (2024) Taoglas. 20.07.2024. URL:
https://www.taoglas.com/blogs/precision-matters-exploring-the-importance-of-gps-precision-accuracy

3. DGNSS Fundamentals — Navipedia. (2011) URL: https://gssc.esa.int/navipedia/index.php?title=DGNSS
Fundamentals.

4. Zakon Ukrayiny «Pro krytychnu infrastrukturu» Ne 1882-IX redaktsiya vid 21.09.2024 [Law of Ukraine “On
Critical Infrastructure” No. 1882-IX, version dated 09/21/2024]. Official web portal of the Parliament of Ukraine.
URL: https://zakon.rada.gov.ua/go/1882-20

5. Westbrook T. A. (2023) Taxonomy of Radio Frequency Jamming and Spoofing Strategies and Criminal Motives.
Journal of Strategic Security, Vol. 16, no. 2. P. 68—80. DOI: https://doi.org/10.5038/1944-0472.16.2.2081

6. Westbrook T. (2019) The Global Positioning System and Military Jamming: The geographies of electronic warfare.
Journal of Strategic Security, Vol. 12, Ne 2. P. 1-16. DOI:10.5038/1944-0472.12.2.1720

7. Navihatsiyni ryzyky v aspekti kiberbezpeky transportnykh suden i viys'kovykh korabliv (2024) [Navigational risks
in terms of cybersecurity of transport vessels and warships]. ResearchGate, doi: 10.51582/interconf.19-20.08.2022.037

8. Garmin outage caused by confirmed WastedLocker ransomware attack. (2020) BleepingComputer. URL:
https://www.bleepingcomputer.com/news/security/garmin-outage-caused-by-confirmed-wastedlocker-ransomware-attack/

9. KA-SAT Network cyber attack overview. (2022) Viasat.com. 30.03.2022. URL: https://news.viasat.com/blog/
corporate/ka-sat-network-cyber-attack-overview

433



BICHHK XHTY M 3(94), 4. 2, 2025 p. IH® OPMAIIIHHI TEXHOJIOTTI

10. GNSS Interference Monitoring and Classification for Critical Infrastructure Safety. (2022) GPSPATRON.com.
URL: https://gpspatron.com/gnss-interference-monitoring-and-classification-for-critical-infrastructure-safety.

11. Tauschinski J., Georgiadis P., Wright R. et al. (2024) How GPS warfare is playing havoc with civilian life. Financial
Times, 13.05.2024. URL: https://www.ft.com/content/be9393db-cd63-4141-a4c8-c16bdfelb6b0

12. Melnyk D. S. (2024) Creating a model of threats to Ukraine’s national critical infrastructure as a basis for ensuring
its security and resilience. Bulletin of Kharkiv National University of Internal Affairs, Vol. 104, 1 (Part 1). C. 237-250.
DOI:10.32631/v.2024.1.20

13. Ghanbarzade A., Soleimani H. (2025) GNSS/GPS Spoofing and Jamming Identification Using Machine Learning
and Deep Learning. arXiv, DOI:10.48550/arXiv.2501.02352

14. Rados K., Brki¢ M., Begusi¢ D. (2024) Recent Advances on Jamming and Spoofing Detection in GNSS. Sensor:s,
Vol. 24, Ne 13. C. 4210. DOI:10.3390/s24134210

15. European Union Agency for Cybersecurity. (2025) Space threat landscape. LU: Publications Office. URL:
https://data.europa.eu/doi/10.2824/8841206.

16. Naik? Nitin & Jenkins, Paul & Grace, Paul & Naik, Dishita & Phd, Shaligram & Song, Jingping. (2024)
A Comparative Analysis of Threat Modelling Methods: STRIDE, DREAD, VAST, PASTA, OCTAVE, and LINDDUN.
DOI:10.1007/978-3-031-74443-3 16

17. Shostack A.(2014) Threatmodeling: designing for security. Indianapolis, IN : Wiley, 590¢. [QA76.9.A25 S4952014].
ISBN 978-1-118-80999-0.

18. UcedaVelez T., Morana M. M. (2015) Risk Centric Threat Modeling: Process for Attack Simulation and Threat
Analysis. 1st. Wiley Publishing, 696 p. ISBN 978-0-470-50096-5.

19. Threat Modeling Methodology: PASTA. (2023) URL: https://www.iriusrisk.com/resources-blog/pasta-threat-
modeling-methodologies

20. Alberts C. J., Behrens S. G., Pethia R. D. (1999) Operationally Critical Threat, Asset, and Vulnerability Evaluation
(OCTAVE) Framework, Version 1.0: (Fort Belvoir, VA, 01.06.1999). Fort Belvoir, VA : Defense Technical Information
Center, DOI:10.21236/ADA367718. 1999

21.LINDDUN PRO. linddun.org. URL: https://linddun.org/pro/

22. Threat Modeling with Microsoft DREAD. Safori. URL: https://satoricyber.com/glossary/threat-modeling-with-
microsoft-dread/

23. VAST Threat Methodology. ThreatModeler. URL: https://threatmodeler.com/glossary/vast-threat-methodology/

24 . ISA/IEC 62443 Series of Standards — ISA. isa.org. URL: https://www.isa.org/standards-and-publications/isa-
standards/isa-iec-62443-series-of-standards

25.2025 Global Threat Report. Latest Cybersecurity Trends & Insights. CrowdStrike. CrowdStrike.com. URL:
https://www.crowdstrike.com/en-us/global-threat-report/

26. Asif M. R. A., Hasan K. F., Islam M. Z. et al. (2022) STRIDE-based Cyber Security Threat Modeling for IoT-
enabled Precision Agriculture Systems. arXiv. DOI:10.48550/arXiv.2201.09493

27.Sahay R., Estay D. A. S., Meng W. et al. (2022) A Comparative Risk Analysis on CyberShip System with STPA-Sec,
STRIDE and CORAS. arXiv. DOI:10.48550/arXiv.2212.10830

28.Sheik A. T., Atmaca U. 1., Maple C. et al. (2022) Challenges in threat modelling of new space systems:
A teleoperation use-case. Advances in Space Research. Vol. 70, Issue 8. P. 2208-2226. DOI:10.1016/j.asr.2022.07.013

29.Force J. T. (2020) Security and Privacy Controls for Information Systems and Organizations. National Institute of
Standards and Technology. DOI:10.6028/NIST.SP.800-5315. 2020.

30.ISO/IEC 27001: 2022. (2022) ISO. URL: https://www.iso.org/standard/27001

31. Kryteriyi otsinky zakhyshchenosti informatsiyi v komp”yuternykh systemakh vid nesanktsionovanoho dostupu.
[Criteria for assessing the security of information in computer systems from unauthorized access]. Information security
and information protection. URL: https://tzi.ua/ua/nd tz 2.5-004-99.html

32.Klasyfikatsiya avtomatyzovanykh system i standartni funktsional'ni profili zakhyshchenosti obroblyuvanoyi
informatsiyi vid nesanktsionovanoho dostupu [Classification of automated systems and standard functional profiles
of security of processed information from unauthorized access]. Information security and information protection.
URL: https://tzi.ua/ua/nd_tz_2.5-005-99.html

33. Techniques — Enterprise. MITRE ATT&CK®. URL: https://attack.mitre.org/techniques/enterprise/

34. Techniques — ICS. MITRE ATT&CK®. URL: https://attack.mitre.org/techniques/ics/

35.1ISO/IEC 27005:2022. ISO. URL: https://www.iso.org/standard/80585.html

36.ISO/IEC 15408-1:2022. ISO. URL: https://www.iso.org/standard/72891.html

Jama nepwioco Haoxooicenns pykonucy 0o guoanus: 24.09.2025

Jlama npuiinamozo 00 OpyKy pykonucy nicisa peyenzysanna: 21.10.2025
Jama ny6nixayii: 28.11.2025

434



