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BUKOPUCTAHHA AJITOPUTMIB Al IJ151 BUSABJIEHHSA
TA BJIOKYBAHHS KIBEPATAK HA BIHCHKOBI IH®OPMAIIHHI CUCTEMHA

YV cyuacnomy eeononimuunomy konmexcmi, uwjo cynpogoo’cyeEmvcsa akmusizayicto Kibepkonghnikmis, ocoonugoi axmy-
anvHocmi Habysae npobiema 3abesneuenus Kibepbesneku 8ilicbkosux ingopmayiinux cucmenm. Taxi cucmemu € Kpumuu-
HO 8aXNCAUBUMU OJisL HAYIOHATIbHOT 0OOPOHUL, ONEPAMUBHO20 YNPAGIIHHS GIlICOKAMU MA Peanizayii cmpameidHux piuieH,
wWo pobumop iX 20106HUMU YLIAMU K MACOGUX, MAK | mapeemosanux kibepamax. Tpaduyiini nioxoou 0o rkibepzaxuc-
my, OpPIEHMOBAHI HA CUSHAMYPHULL AOO e6PUCTNUYHUL AHANI3, HE MOJCYMb 3a0e3neyumu HanelCcHUll piGeHb 3aXUCnty 6io
HOBIMHIX 3a2p03, IKi NOCMITIHO 3MIHIOIOMbCS, AOANMYIOMbCS MA GUKOPUCTIOBYIOMb 3ACOOU WUMYHUHO20 [HMENeKN).

Y yvomy xonmexcmi suxopucmanna ancopummie wmyunozo inmenexmy (LI, Al), 30kpema memoodie mawuninozo ma
2NUOUHHO20 HABUAHHS, HABYUAHHS 3 NIOKPINIEHHAM i 00pOOKU NPUPOOHOT MOBU, 8IOKPUBAE HOBI 20pU30HMU OJiA NPOAKMUBHO-
20, A0anMuEHO20 Ma A6MOHOMHO20 Kibepsaxucmy. Y cmammi po32isiHymo nioxoou 00 po3pooKu, BNPOSAONCEHHS A eKC-
nayamayii inmenekmyanvHux cucmem 8uAgenHs ma O10Ky8anHs amak y ilicbkosux ymosax. Ilpoananizosano moxcausocmi
cucmem BUsIGIEHHs 8MOpeHeHb H08o2o nokoninus (Next-Gen IDS), nobydosanux Ha 6a3i 320pmKOSUX HEUPOHHUX MEPENC
(CNN), sixi 0oseonsioms eusgasmu DDoS-amaku, ckanysanns nopmie ma 3108MUCHY AKMUGHICIb Y PEaIbHOMY 4dCi 3 6UCO-
Koro moyricmio. Ocobnugy ysazy npudiieHo NUMAanHAM 00POOKU OAHUX 3 YUCTEeHHUX ddxcepen Y pamkax nioxody Data Fusion,
WO KpUmMuyHO 8axCIugo y 60U08UX yMOo8ax, Oe iHpopmayis HAOX00UMs 8i0 ceHcopis, Oe3NiNOMHUKIB, CYyNYMHUKIE MOWO.

Oxpemutii akyenm 3po0JeHO HA PONi HAGYANHS 3 NIOKPINAEHHAM Y NPUUHAMMI Piuietb 8 YMOBAX WUEUOKONIUHHUX OOLO-
BUX cumyayiil, a MaKodc Ha GUKOPUCMAHHI MeXHONoz2il edge computing, wo 3a0e3newyioms aemMOHOMHICb CUCmeM
v paszi empamu 38 53Ky 3 yeHmpom. [Ipoananizosano pusuxu, noe si3aui 3 amaxkamu Ha cami MOOeni Wmy4Ho2o Hme-
sekmy, maxi sk data poisoning, adversarial input, model inversion, ma nagedeno memoou ixuvoi nHeumpanizayii. /locnui-
Oorcero inmeepayiro Explainable Al (XAI) ons niosuwjenns 008ipu 00 piuieHb cucmem, 3abe3neueHHs npo3opocmi ma
MOIICIUBOCE ONEPATNUBHO20 KOHMPOIIO.

Toxazano, wo enposadicenns LI y siticokosi inghopmayiiini cucmemu 00380JI51€ Peanizysamu CAMoOHA8UAIbHI 3aXUC-
Hi nramghopmu, AKi 30amui a0anmy8amucs 00 3MiH 3a2p0306020 cepedosuwd, 2eHepY8amu HO8I CUSHAMYPU HA OCHO8]
NOMOYHUX OAHUX MA KOOPOUHYSAMU Peazy8anHs 8 MeXNCAX YeHMPAani308anoi KoMaHoOHo-in@opmayitinoi ingpacmpyxmy-
pu. Y pobomi nazoroweno na 8axciugoCmi MidcOUCYUNIIHAPHO20 NIOX00Y, 3anyuenus gaxisyis y cgepi inghopmayitinoi
be3nexu, 8iliCbKOBOT 102iCMUKU, PO36IOKU, a MAKON#C CMEOPEHH YLIiCHOI 0okmputu Kibepoboponu Ha ocnosi LIII. Omorce,
aneopummu LI pozensaoaromecs He AK OONOMINCHULL IHCIPYMEHM, a K QyHOaMeHm MatlOymHboi apXimexkmypu cmiiko-
20, GHYUKO20 Ma iHmeNeKmyanbHo2o 3axucmy siticokosux IT-cucmenm.

Knrouosi cnoea: wmyunuii inmenexm (L), xibepbesnexa, 6iticbkoi inpopmayitini cucmemu, cCucmemu GUAGLEHHs
emopeHend (IDS), mawunne Hasuanns, Kibepamaxu, HABUAHHS 3 NIOKPINIEHHAM, KibepeicieHa Kopucnyeauis.
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USE OF AIALGORITHMS FOR DETECTION AND BLOCKING OF CYBER ATTACKS
ON MILITARY INFORMATION SYSTEMS

In the modern geopolitical context, accompanied by the intensification of cyber conflicts, the problem of ensuring
the cybersecurity of military information systems is of particular relevance. Such systems are critically important
for national defense, operational command of troops and the implementation of strategic decisions, which makes them
the main targets of both mass and targeted cyberattacks. Traditional approaches to cyberdefense, focused on signature
or heuristic analysis, cannot provide an adequate level of protection against the latest threats that are constantly
changing, adapting and using artificial intelligence tools. In this context, the use of artificial intelligence (Al) algorithms,
in particular machine and deep learning methods, reinforcement learning and natural language processing, opens up
new horizons for proactive, adaptive and autonomous cyberdefense. The article considers approaches to the development,
implementation and operation of intelligent systems for detecting and blocking attacks in military conditions.
The capabilities of Next-Gen IDS systems built on the basis of convolutional neural networks (CNN) are analyzed, which
allow detecting DDoS attacks, port scanning and malicious activity in real time with high accuracy. Special attention
is paid to the issues of processing data from multiple sources within the Data Fusion approach, which is critically
important in combat conditions, where information comes from sensors, drones, satellites, etc.

A special emphasis is placed on the role of reinforcement learning in decision-making in fast-paced combat situations,
as well as on the use of edge computing technologies that ensure the autonomy of systems in case of loss of communication
with the center. The risks associated with attacks on artificial intelligence models themselves, such as data poisoning,
adversarial input, model inversion, are analyzed, and methods for their neutralization are presented. The integration
of Explainable Al (XAl) is investigated to increase trust in system decisions, ensure transparency and the possibility
of operational control.

It is shown that the implementation of Al in military information systems allows for the implementation of self-learning
defense platforms that are able to adapt to changes in the threat environment, generate new signatures based on current
data, and coordinate responses within a centralized command and information infrastructure. The paper emphasizes the
importance of an interdisciplinary approach, involving specialists in the field of information security, military logistics,
and intelligence, as well as the creation of a holistic cyber defense doctrine based on Al. Therefore, Al algorithms are
considered not as an auxiliary tool, but as the foundation of the future architecture of sustainable, flexible, and intelligent
defense of military IT systems.

Key words: artificial intelligence (A1), cybersecurity, military information systems, intrusion detection systems (IDS),
machine learning, cyber attacks, reinforcement learning, user cyber hygiene.

IHocTranoBka nmpobaemu

VY cyuacHoMmy 1M(POBOMY CEpEIOBHILI BiiCHKOBI iH(OPMAIi{HI CHCTEMH BiJIrPaloTh KIIOYOBY pOJIb Y 3a0e3MedeHH1
HaIllOHAJIBbHOI OE3MeKH, ONEePaTHBHOTO YIPABIIHHS BIHCHKaMU Ta 3AIMCHEHHI CTPAaTETiqHOTrO TUTaHYBaHHS. 3 OISy Ha
I00aBbHY TCHCHIIIFO IO U(POBI3aIlii Ta MEpekKeBOl B3a€EMOIIi, TaHI CHCTEMH € 00’ €KTOM IHTEHCUBHHX KiOeparak, sKi
MOXYTb ITPU3BOJANTH 110 (paTaabHUX HACIIJKIB ISl HALlIOHAIBHOT O€3MeKH, MOPYIISHHS JIOTICTHYHUX JIAHIIOTIB, BTPATH
KPUTHUYHUX JIAaHWX 1 HaBITh BUBEJCHHS 3 JIaIy JIepaBHI 000poHHi cuctemu [1].

Knacnuni meroan kiGep3axucry, siKi IpyHTYIOTbCS Ha CHI'HATypHOMY aHaji3l, He 37aTHI e(eKTHBHO MPOTHCTOSTH
CKJIQJIHUM, O0araTopiBHEBUM 1 TMHAMIYHUM 3arpo3am, 10 ITOCTIHHO 3MiHIOI0ThCs. Ha manuii uac, iHcTpyMeHTH Kibeparak

444



BICHHK XHTY M 3(94), 4. 2, 2025 p. IH® OPMAIIIHHI TEXHOJIOTTI

BHKOPHCTOBYIOTH COINiaNIbHY iHXKEHEpifo, MIKiamBe mporpamHue 3adesmnedeHus (113) i3 GyHKIIIME IITYIHOTO i1HTENEKTY,
aBTOMATU30BaHE CKaHYBAaHHs BPa3JIMBOCTEH, a TAKOXK MEXaHI3MH YXWICHHS BiJl X BUSBJICHHS. Y 3B’S3Ky 3 UM, BUHHKA€E
moTpeba y BIPOBaHKEHH] aIlallTUBHUX, IHTEIEKTYaIbHUX CUCTEM 3aXHUCTY, 3MaTHUX B PEXKIMIi pPEarbHOTO Yacy aHaJli3y-
BaTH BEJIMKHUN OOCST JaHUX, BUSABIIATH aHOMAIT{ Ta OJIOKYBaTH MOTEHIIHHI 3aTPO3H.

Anroputmu mtygHoro iHTenexTy (LI, Al), 30xpema MammnHHe HaBYAHHS, TNTHOWHHE HABYAHHS Ta 00p0oOKa MPUPOTHOT
mosu (NLP), MaroTh moTeHIiaj cTaTH OCHOBOIO HOBOI MapaiurMu KibepOesmexu. Ix 3actocyBaHHs y BifichKoBiii cepi
JI03BOJISIE CTBOPIOBATH CHCTEMH IIPOAKTHBHOTO 3aXHCTY, SKi He JIMIIE pearyioTh Ha aTaky, a i nependavyaroTb MOMXJIUBI
crieHapii 3arpo3. [Ipote, mompu noTeHmiaN, iCHYIOTh 3HaYHI BUKIMKH 010 iHTerpamnii Al y BIHCBKOBI CHCTEMH, 30KpeMa
MMUTaHHSA HAIHHOCTI, ETHYHOCTI, IPO30POCTi Ta 3aXHUCTy caMHUX Mozenel Al Bin MaHITTyIAIIii.

[Ipobnema yckIagHIOEThCA HEOOX1THICTIO JOTPUMAaHH BUCOKOTO PiBHA KOH(IACHIIIHHOCTI Ta CEKPEeTHOCTI iHpOpMa-
1ii y BiickkoBOMY cekTopi. Byab-sike pilieHHs TOBUHHE BiANOBIIATH CyBOPHM BUMOTaM 70 OE3MeKH, MacIITab0OBaHOCTI,
ABTOHOMHOCTI Ta 3IaTHOCTI (PyHKIIIOHYBAaTH B YMOBax OOMEKEHHX pecypciB (HampUKIIal, y MOJIBOBUX YMOBAxX abo Iif
gac kibepBiiiam) [2, 3].

TakuM 9UHOM, aKTyaJTbHICTh TeMH 3acTocyBaHHS Al 1715 BUsABIEHHS Ta OJOKyBaHHSA KibepaTak Ha BiiChKOBi iH(opma-
LiffHI cCHCTeMH 3yMOBIIEHA SIK 3POCTAHHAM KITBKOCTI KibepaTak, Tak i HeOOXiMHICTIO MiABUIIEHHS e(peKTHBHOCTI 3ac00iB
Kibep3axucTy 3a paXyHOK iHTEJEKTyali3amii mporeciB BUSBICHHS 3arpo3. [Ipu mpomy, 3arpo3nnBa TUHAMIKa PO3BUTKY
KiOep3IIOYMHHOCTI, 30KpeMa Iep>KaBHOTO KibepTepopru3My Ta MIKiIHBHX iH(GOPMAIIfHAX omepariii, moTpedye He JTuIIe
MOJIepHi3allil iCHYIOUHX PillleHb, a i CTBOPEHHS HOBHUX, AKICHO IHIIMX CHCTEM 3aXHCTy. BilichKoBi iH(hopMamiiiHi cucTeMn
MTOBHHHI HE MPOCTO OyTH 3aXUINEHIMH, a MaTH MOXKIIUBICTD 10 CAMOHABUAHHS, a/lalTallii 10 HOBUX YMOB i aKTHBHOTO
MIPOTHCTOSHHS HOBITHIM (opMaM arak, M0 MOXKJIIMBO peaji3yBaTH JHIIE 32 YMOB ITHOOKOI iHTerparii Al-TexHomorii
y apXiTeKTypy CHCTEM KiOepOe3neKu.

AHaJi3 ocTaHHIX AocTaizKeHb i myOmikaniii

VYIIpOgOBK OCTaHHBOTO JECATHIITTSA Y HAyKOBHX CIIIJIBHOTAX 3pOCia yBara {0 BUKOPHUCTaHHS IITYYHOIO 1HTEIEKTY
Tt 3a0e3mnedeHHs KibepOesneku, 30KkpeMa y BiHChKOBOMY KOHTEKCTi. 3HagHa KiTBKICTh TOCIIKEHD MIATBEPIKYE edek-
THUBHICTH aJITOPUTMIB MAIIMHHOTO HABYAHHS y BUABJICHHI aHOMAIiH, KiTacudikarmii MepexkeBoro Tpadiky Ta izeHTudika-
ii mkigmsoro I13.

Taxk, y mocmimkenasx MIT Lincoln Laboratory Ta DARPA miakpecmoeTbest epeKTHBHICTE TTHOOKIX HEHPOHHNX MEPEek
y BESIBJICHHI paHillie HEBIOMHX THUIIB aTak, TakuX sk zero-day exploits. Po3podka cuctem Ha 6a3i LSTM (noBrorpusana
KOPOTKOYACHA TTaM’ATh) JO3BOJIIJIA JOCATTH BICOKOI TOYHOCTI TIPU aHANi31 MEepeKeBoro Tpadiky Ta rneperdadeHHi MoTeH-
niitHo HeOe3neyHnX akTUBHOCTEH. Y pamkax mpoekty MADL (Machine Learning for Advanced Defense Logistics) Oymu
MIPOTECTOBAHI MOJIENi, 34aTHI BUSBIATH CKIAHI KOPEIALil MiX PI3SHOPIAHUMHE PKepelaMH JaHUX Y peallbHOMY 4aci [4].

VY eBpormeficekux nporpamax kidepoesmekn, Takux sk ECHO ta SPARTA, 3nauny yBary mpuaineHo inrerpamii Al
3 KIACHYHUMH CHCTeMaMH MOHiTopuHry. Hampuknan, 3actocyBaHHsS TiOPHIHUX MOAENCH — IO€IHAHHS MAIIMHHOTO
HABYAHHS 3 JOTIYHUM aHAJII30M — 3a0e3Medye He JIUIIe BUSABICHHS 3arpo3, a i MOSCHIOBAHICTD PIllleHb, IO OCOOIMBO
BaXXJIUBO Y BIICEKOBOMY KOHTEKCTi. Po3pobieHo crenianizoBaHi miaTGopMu, sSKi JO3BOJSAIOTH 3A1HCHIOBAaTH OaraTopis-
HEBY iepapxXiuHy OILIHKY pH3UKIB HAa OCHOBI HABYaHHSA 3 MiAKpituIeHHAM (reinforcement learning).

[Ty6mikarmii octanHix pokiB, 30kpema B IEEE Access, Journal of Cybersecurity, ACM Transactions on Privacy and
Security, rTeMOHCTpYIOTH ycmintae BrupoBampkeHHst Al B ciucremu IDS/IPS (iHCTpyMeHTH BUSIBICHHS Ta 3aII00iraHHs BTOP-
rHeHb). CyyacHi cucremu tuiy «intelligent IDS» moenHyroTh B 001 KITaCHYHI TpaBuIIa, EBPUCTUYHUI aHAII3 Ta TIHOOKE
HABYAHHS JUT1 00pOOKH BEIUKOTO 00CATY JaHUX 3 HU3BKOIO 3aTPUMKOI0. Li TeXHOIOT1 y’kKe 3aCTOCOBYIOTHCS Y MITIOTHIX
mpoekrax g HATO Tta B apmisix mpoBinHux kpain, Takux sk CHIA, I3pains Ta Bennka bpuranis [5].

VY Mexax myOmikarii moao crernudiky BiHChKOBUX 1HPOPMAIIHHAX CHCTEM MiAKPECTIOEThCS, Mo Moxeni Al moBu-
HHI BpaxoBYBaTH JIWHAMIKY CEpPEIOBHIIA, MOOITBHICTH BY3IIiB, 3MiHHI YMOBH JOCTYITYy Ta CKJIAIHICTH TOIOJIOTI] MEPEK.
Hanpuknan, y gocmimkerasx RAND Corporation Ta NATO CCDCOE nociiiKyroThCs aCTIEKTH 3aCTOCYBaHHS a/IalITHB-
HuX Al-anroput™miB y cepemoBuii 63 cTabiTFHOTO MiJKITIOYSHHS 10 MEPEXKi, [0 XapaKTepHO st 00HOBHX yMOB [6].

3HauHy yBary TakoXX MPUIUJICHO IUTaHHAM aTak Ha cami mozaeni Al. Taki 3arpo3u, sik oTpyeHHs gaHux (data poisoning),
aTaky Ha MUTICHICTD MOJIETI Ta 3BOPOTHE MpoekTyBaHH: (model inversion) po3mIsnaroTses SK Cepiio3HI BUKIHUKH, IO TTIOTPe-
OyFOTh TOOYAOBH 3aXUIIEHIX apXITEKTYp MAIIMHHOTO HaBYaHHA. [IpOTIOHYIOThCS MeXaHi3MH Baiallii HaBYAIbHUX JaHUX,
BHUKOPHCTAHHS T€HEPATUBHIAX MOJEIICH [T ITepEeBipKHU LTICHOCTI Ta TOOyJ0Ba aBTOHOMHHX BepH(IKaTOPiB PIillIeHb MOIETII.

[TizcymoByr0ouH, MOKHA 3a3HAYHTH, III0 HAYKOBE CEPEIOBHIIEC AKTUBHO AOCIIIKYe oTeHian Al y BificbkoBili kibepoes-
rieri. BomHowac icHye motpeba y cranmapTH3aiii miaxo/iB, BU3HAYEHHI IPOTOKOIB B3aEMOIi1 Ta 3a0€3MedeHHI IPO30POCTi
Yy BUKOPUCTaHHI TaKWX PillleHb, 0COOIMBO B yMOBaX KpUTHYHOI iHPpacTpyKTypH. TeHCHIIT CBIIaTh PO MIBUIKUI PO3BH-
TOK MDKIIPEAMETHHX JOCITIDKEHb Ha TIepeTrHi kidepoesmneku, Al, BIHCPKOBOI JIOTICTUKH Ta CTPATETigHOTO aHaJi3y 3arpos3.

DopMyTIOBAHHS METH J0C/i/IZKEHHS

Merta cTaTTi — AOCHTIHKEHHS aITOPUTMIB IITYYHOTO iHTETIEKTY IS BUABICHHS, 3aT00iraHHs Ta HeUTpamizarii kibepa-
TaK Ha BIHCHKOBI iH(POPMAIIiifHI CHCTEMH 3 ypaxXyBaHHIM CyYaCHHUX TEXHOJOTIYHUX PillIeHb, 0COOIMBOCTEH BIICEKOBOTO
CEepeIOBHINA Ta BUMOT JI0 KiOEpCTIHKOCTI.
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BuxisiageHHs1 0CHOBHOIO MaTepiay A0CiIKeHHS

[pakTruHa peanizamis ajJrOpUTMIB IITYYHOTO IHTEIEKTY JUIS BHSBICHHS Ta ONIOKyBaHHs KiOepaTak Ha BiMCHKOBI
IHpOpMaLiiHI CHCTEMH TOJISITaE y BUKOPHCTaHHI KOMITIEKCHOTO ITIAXOMY, IO BKIIOYae po3poOKy, TECTYBaHHS, BIIPO-
Ba/DKEHHS Ta EKCIUTyaTallifo TEXHOJIOTiH Ha 0a3i MAIIMHHOTO HaBYaHHS, 0OPOOKH BEIMKNX JITaHWX, OOYMCIICHb Ha KPako
Mepexi (edge computing) Ta KibepQi3nuHUX cHcTeM. BifiCBKOBHIT KOHTEKCT BHCYBa€ OCOONHBI BIMOTH IO CTIHKOCTI
CHCTEM, IIBHJIKOCTI PeaKIlii, aBBTOHOMHOCTI pillIeHb Ta 3/1aTHOCTI /0 CAMOHABYAHHSI.

OntHi€10 3 KITIOYOBHX TEXHOJIOT1H € CHCTEMH BUSIBIICHHSI BTOPrHEeHb HOBoro rokomiHHs (Next-Gen IDS), sixi 00’ eany10Th
anropuT™MH rmbokoro HauaHHs (Deep Learning) 3 K;1acHUHIMHE METOJaMU aHaJTi3y MepexkeBoro Tpadiky. Taki cucteMu
31aTHI He Jume (ikCyBaTH aHOMaJIbHI MIAOJIOHM TOBEIIHKH, ajle W KiacudikyBaTH iX 3a Turmamu 3arpos. Hanpuxian,
BHUKOPUCTAHHSI 3rOPTKOBHX HepoHHUX Mepex (CNN) mist anamnisy Tpadiky B pealbHOMY 4aci 103Boisi€ BUABUTH DDoS-
aTraky, CKaHyBaHHs MTOPTIB, 3I0BMHCHI ITAKETH Ta aKTUBHICTH OOTHETIB 13 TOUHICTIO MOHA 95 %.

[HmMM HampsiMKOM € 00poOKa TeIeMETPUUYHMX JaHHWX 3 0ararboX JUKEpEeN OIHOYACHO — TakK 3BaHWM mingxix Data
Fusion. BiiicbKkoBi crcTeMH 9acTo MPAIIOOTh Y CEPEIOBHIII, JIC TOCTYITHA iH(GOPMAIIisS 3 CEHCOPIB, CYIyTHUKIB, CHCTEM
KOMAaHIHOTO 3B’513Ky Ta MOOUTFHHUX IPUCTPOIB. 3acTOCyBaHHS MOJIeJIel KilacTepu3anii (Harpukiaz, anroputmis K-means
a6o DBSCAN) no3Boiisie iHTerpyBaTy Iii AaHi, BUSBIATH BiIXWICHHS, CTBOPIOBATH MpOo(ii 3BMYaiHOI MOBEAIHKU CHC-
TEMH 1 OTIEPATUBHO BUSBIISATH HEBIIIIOBITHOCTI.

BaxnmBOIO CKJIaJJOBOIO CHCTEMHU 3aXHCTy € MEXaHi3MH NPHHHSTTS pIilleHb HAa OCHOBI HaBYAHHS 3 MiIKPIIUICHHAM
(Reinforcement Learning). ¥V BilficbkoBUX yMOBaX, KOJM 3MiHa IapaMeTpiB CEpElOBHINA BiJOyBa€ThCs Ty)Ke MIBUJIKO,
areati RL MOXXyTh HaBuatucs e()eKTUBHUM CTPATETIsIM BIIIOBI I HA 3arPO3H, BHOMPAIOUH MiX 130JIAIII€I0 By371a, peKOH(Di-
Typali€io Mepexi, 3SMiHOI0 MapIIpyTiB Iepeadl JaHuX ado akTHBAIli€lo pe3epBHUX cucteM. Hanpukian, anroputv DQN
(Deep Q Network) 3acTocoBy€eThbCs 117151 MOJICITIOBAHHSI CLICHAPIiB aTaku Ta (GoOpMyBaHHS ONITUMATEHUX /il Y BIIOBIH [S].

Kpim miporo, cucremu xidepsaxucty 3 L1 moBuHHI MiCTHTH MOy Tl cCAMOHABYAaHHS HA OCHOBI aHAJTI3y HOBUX JIAHHUX ITPO
3arpo3u, oTpuManux 3 BigkpuTHx Jukepen (OSINT), BilicbKOBOI pO3BiAKM Ta MAPTHEPCHKUX Mepex Oe3nexu. Heliponni
Mmepexi turry Transformer (Hanpuxian, BERT, GPT) BukoprcTOBYIOTBCS 17151 00pOOKH TEKCTOBHUX MTOBIJJOMIICHB ITPO HOBI
3arpo3u, aBTOMaTHYHOTO CTBOPEHHSI CUTHATYP Ta ()OPMYBaHHS TONIEPEPKEHDb Y CHCTEMaX pearyBaHHs.

Yemimna iMmuiemenTanisi Al Bumarae crBopenHst cneniansHoro nukiry DevSecOps, agantoBaHoro 1o norpel Bii-
CHKOBHX omepariil. Taknii nnkiI Mae BKIIIOYaTH: aBTOMaTH30BaHEe TECTYBAHHS MOJIENEH Ha CTIHKICTb 10 aTak; MepeBipKy
HaBYAJIBHMX JJAHWX HA YHCTOTY; BIPOBa/LKEHHS MexaHi3MiB Explainable Al (XAl) murs mosicHeHHS pillleHb; pe3epBYBaHHS
KPUTHUYHUX €JIEMEHTIB Ta BIPOBA/DKCHHS MEXaHI3MiB BITHOBJICHHS TICIIs aTak.

PeasrpHe po3ropraHHs TaKMX CHCTEM MOXKJIMBE 3aBISIKM BHKOPHCTaHHIO edge-computing — CHCTEM pO3IOAIICHOTO
aHaJi3y JaHWX Ha Micii 300py (Ha MPUCTPOSX, IpOHAX, ceHcopax). Lle 3abe3mnedye MiHIMaIBHY 3aTPUMKy B 00poOIIi
iH(OpMaIii Ta J03BOJISIE 3HU3UTH 3AJICKHICTD BiJ] KaHATIB 3B’A3KY, sIKI MOXKYTh OyTH 3pyHHOBaHI 111/ 9ac O0MOBHX Jil.
Hanpuknan, interpanis mozgeni CNN y BiiCBKOBHI IpOH J03BOJISIE PO3ITI3HABATH IT1103p1Ty aKTUBHICTH Y 30HI OOHOBUX
i 6e3 moTpeOu repeaBarH BiZico B IIEHTP OOPOOKH.

3HauHy posib y OJOKYBaHHI aTak BiirparoTh METOM AMHAMIYHOT peKOH]Iryparlii apXiTeKTypH BilicbkoBOI Mepexi. 3a
JIONIOMOTOIO0 ITPEANKTHBHOTO aHaTi3y Ha OCHOBI peKypeHTHUX HelpoHHnX Mepexxk (RNN) cucrema Moke IporHo3yBaTH,
sIKa YaCTHHA IHPpacTPyKTypH HalHiMOBIpHIiIIe cTaHe 00 €KTOM aTaku, Ta aBTOMAaTHYHO MEPEHAJIAITOBYBAaTH MapIIpyTH
JIaHUX, aKTUBYBATH JI0J]aTKOBE MM pyBaHHS a00 BUBOANTH 3 €KCIUTyaTallil Bpa3JIuBi By3ITH.

[Muranns kiGepririeHN KOPUCTYBaviB BIHCHKOBHUX CHCTEM TAaKOX BHPINIYIOThCS 3a jornoMororo Al. AnropurMu mose-
JIIHKOBOTO aHaJIi3y CTBOPIOIOTH 1H/IMBIMyanbHi MPodisi KOPUCTYBAdiB 1 BUABIAIOTH Aii, HEXapaKkTepHi Il KOHKPETHOTO
oreparopa (HarpHKJiIa, TOCTYI 0 He3BUYHUX (aiiiliB, 3aIUTH B HE3BUYHUI Yac, BBEJICHHS KOMaH]] 13 HOBHX IIPUCTPOiB),
110 MOYXKE CBITYMTH MPO KOMIIPOMETAIIiI0 0OJIIKOBOTO 3aIHCY.

Oco0bnuBe 3HAYEHHS Ma€ 3axXUCT camux moxeneid Al. BilichbKoBi cucTeMH MarOTh OyTH 3aXHWINCHI Bill aTak THITY
adversarial input, siKi 3MiHIOIOTH BXi/IHI JIaHi 3 METOIO BUKJIMKATH TIOMIJIKY B pilieHHi Mozeni. [yt Iboro BUKOPUCTOBY-
I0ThCS METO/IN 3axHCTy, Taki gk distillation, adversarial training Ta BUKOPHCTaHHS TOAATKOBHX MEPEK-IETEKTOPIB, M0
BUSIBIISIIOTH IM1Z03p1Ji BX0AHW. JloCTiKEHHS IEMOHCTPYIOTh, IO IHTETpallis TAKNX MEXaHi3MiB JJ03BOJISIE 3HU3UTH HMOBIp-
HICTh MaHITyIAMi1 Ha IoHAT 80 % [6].

Y KOHTEKCTI ONEpaTHBHOTO YIIPABIIHHS BCI IIi €IEMEHTH MaloTh OyTH IHTErpoBaHi B €IMHY KOMaHAHO-1H(pOpMaIiiHy
cucremy. Hanpukia, po3poOka neHTpy Kideponepartiiif 3 BAKOpUCTaHHSM [IEHTPATi30BaHOT TUIaT(OPMH, KA AKyMYJTIO€ JIaHi,
TIPOBONTD aHaJIi3, TeHEPY€e peKOMEH 1Al Ta Kepye KOHTP3aXoJaMH B aBTOMaTHIHOMY a00 HarliBaBTOMaTHYHOMY PEXKUMI.

Buxozmstau 3 11b0ro, MOKHa KOHCTATYBAaTH 3HAYHMIA TPAKTHYHHIN MOTEHIa BUKOpUcTaHHs Al B cucremax kibep3axucry
BIIICHKOBHX CTPYKTYp. OtHaK e(heKTHBHICT BIPOBA/DKEHHS TAKHUX PIIICHb 3JIEKUTH BiJ] y3TOMKEHOCTI MIXK TEXHIYHUMH (axiB-
ISIMH, KOMaH/TyBaHHsIM, aHAJIITHKAMH PO3BIAKHM Ta TOJMITHYHAM KePIBHAITBOM. TUIBbKH IHTErPOBAHMI MiXid O pO3pOOKH Ta
BUKOpHCTaHHS Al B yMOBax BilfHH 3a0€31eUUTh HEOOXITHUI PiBEHb CTIMKOCTI JI0 Kibeparak Ta iHpOpMAIliHOTO Tepopy.

BucHoBku

3acTOCyBaHHS aITOPUTMIB IITYYHOTO IHTEIEKTY JUIs BUSIBIICHHSI Ta OJIOKyBaHHsI KibepaTak Ha BiicbKoBi iH(opMarliiiHi crc-

TEMH € CTPaTEriqHO BKIIMBUM HAITPSIMOM PO3BUTKY 000pOHHMX TexHoiorid. [Tepm 3a Bce, anroputmu Al 703BOJISIOTE 3HAYHO
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TTiIBUIIIATH TOYHICTB 1 IBUKICTH BUSBICHHS Kibep3arpo3. TpaauiliifHi cucTemy, o IPYHTYIOTHCS Ha CHTHATYPaX, BISABIIOTH
JIMIIE BiZIOMI THITH aTak, y TOH Yac sk Al 3maTreH BUSBIATH HOBI Ta MOIu(DikoBaHI (GOpMH 3arpo3 IIIIXOM aHaJi3y TOBEHiH-
KOBHUX TIaTE€PHIB, aHOMAJTIH Ta KOPEJISALiil y BEMKNAX 00CATaX JaHUX. 3aBASKH BUKOPUCTAHHIO METOJIB ITIMOOKOTO HaBYaHHS,
KJIacTepu3arlii, maKpiIuIeHHs Ta TpaHc(hOopMepiB, BIHCEKOBI CHCTEMH OTPUMYIOTh iHCTPYMEHTH POAKTUBHOTO 3aXHCTY.

Kpim mporo, cucremu, miakpiruieHi Al, BUSBIAIOTh THYUKICTb 1 aJanTUBHICTB 10 3MIHHOTO CEpeAOBHUIIa 00MOBHX .
AJNTOPUTMHU HaBYaHHS 3 MIOKPIITICHHAM MOXKYTh OOMpATH ONTUMAaJIBHI CTpaTeTii pearyBaHHs, 3a0e3medyoun e(heKTHBHY
130JIA11i10, peKOH(DIrypariro 9n MPOTHU IO 3aTPO3aM B PEXKHIMI peaIbHOTO Jacy. L{e KpUTHYHO Ba)KIIMBO B YMOBaX 0OMexe-
HUX PECypCiB i BUCOKOI AWHAMIKH TIOIH.

Takox, BaYKITMBUM TOCATHEHHSM € 3aCTOCYBAaHHS TEXHONIOTIH edge-computing, siKi JO3BOJSIOTH 0OpOONATH HaHi
0e3mocepeHbO Ha MICIIi TOii, SMEHIITYIOUH 3aJIe)KHICTh BiJl IEHTPAIi30BaHUX PECYPCIB Ta IiIBUIIYIOYH aBTOHOMHICTh
cucteM. 30KpeMa, aBTOHOMHI JIPOHHU, CEHCOPH, KOMaHAHO-INTa0HI KOMIUIEKCH MOXKYTH (DYHKIIIOHYBATH HE3aJIEKHO Bif
LIEHTpa 3B’ 3Ky, IO POOUTH CHCTEMY MEHII BPA3JIMBOIO J0 aTak Ha iHQPaCTPyKTypy.

Buinomy, inTerpartis Al B cuctemMu KiGep3axucTy M03BOJISIE Peai30ByBaTH MPUHIIAIIN CaMOa anTailii Ta 6e3mepeps-
Horo HapyaHHs. Lle 3a0e3nedye nocTiliHe OHOBJICHHS 3HAHb PO 3arPO3H, aBTOMATHYHY I100YI0BY MoJeNeld HOBHX aTak
Ta (opMyBaHHS €PEKTHBHUX MPOTUAINA Oe3 MPSIMOTO BTPYUaHHS JIOAWHU. TaKuM YHHOM JOCATAE€THCS BUCOKA CTIHKICTh
1o TakTuK «0-day» arak.

3HauHuM (hakTopoM € 3poctaHHs 3HaueHHs Explainable Al (XAI) — moscHIOBAaHOTO IITYYHOTO iHTENEKTY, AKAN Jae
3MOTY OIlepaTopaM Ta KOMaHIyBaHHIO PO3YMITH JIOTIKY Jilf CACTEMH Ta MPUHMaTH 00T pyHTOBaHI pillieHHA. Y BiiICBKOBOMY
KOHTEKCTI TIPO30picTh anropuT™iB Al € Ha/I3BHUYAITHO BaXKITUBOIO /s 30epe)keHHs KOHTPOITIO Ta 3a00iranas gparaibHIM
noMmuiIKaM. ToMy KPUTHYHO BasKJIMBHM € BIIPOBAKEHHS OaraTOpiBHEBHX MEXaHI3MiB 3aXHCTY, PEryJsipHE TECTyBaHHS,
a TakoX MOOYIOBa apXITEKTYp 13 HAUIUIIKOBIMH €JIEMEHTAMHU Ta MOXITUBICTIO IITBUIKOTO BiTHOBICHHS.

Y KOHTEKCTi TaHOi pOOOTH, MOYKHA 3a3HAYHTH, 10 e(eKTHBHE BUKOpUCTAaHHS Al B kKiGepOesmeri BIiChKOBUX CTPYKTYP
MOYKJIMBE JIMIIIE 38 HAassBHOCTI CIEIIaiCTIB, SIKi BOJIOMIIOTh 3HAHHAMU 5K y cdepi iHpopmamiifHOi Oe3MeKH, Tak i B ajro-
pUTMax MaIIMHHOTO HaBYaHHA. HeoOxinHa cucteMHa podoTa 3 miAroTOBKH OQilepiB-KiOepHETHKIB, aHATITHKIB 3arpo3,
IEKeHepiB 13 BIIPOBA/HKCHHS Ta aMiHICTPYBAHHS TAKUX CHCTEM.

[lincymoBytour BHIE3a3HAYCHE, CIiA BiAZHAYUTH, MIO aJTOPHUTMH INTYYHOTO iHTENEKTY € HE JIUIIE JOTOMIKHUM
iHCTpyMeHTOM, a it 0CHOBOIO MaitGyTHIX TmaThopM Kibepoboponu. Ix BmpoBamKeHHs y BiiichkoBi iH(pOpMAaIiiiHi cuc-
TEMH — II€ B)Ke He MUTaHHS BUOOPY, a MMTaHHA HalllOHAIbHOI Oe3mekn. Hamarmi HeoOXimHO 30CcepennTiCsS Ha CTBOPEHHI
aIaNTHBHUX, CTIHKUX, TPO30PHUX i 3MATHUX IO CAaMOHABYaHHS KibepcucTeM, sKi 3MOXKYTh 3a0e3MMeunTH e(PeKTHBHY TIPO-
THZIIO SIK TPAAUIIIHAM, TaK i HOBITHIM TiOpHIHNUM 3arpo3aMm.
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