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METOJH IH’EKIIII BPA3JIMBOCTEN Y CMAPT-KOHTPAKTH
JJIA ®OPMYBAHHSA 3bAJTAHCOBAHUX JATACETIB

Cmapm-konmpaxmu wupoKo 3acmocosyiomvbcs y QiHanco8ux ma 0eyenmpanizoeaHux 3acmoCcyHKax, npome ixws oes-
neKa 3anumaemsbCs KpUmuiHoo npoonemoro. Ananis iCHylouux Kopnycie nokaszye sHaunu Oucoananc: nowupeni Kiacu
ypasnusocmeli (integer overflow/underflow) icmomuo dominyroms, mooi Ak KpUMUYHO Hebe3neuHa 8pazueicms Nosmop-
HO20 6x00y npedcmasiena oomeniceno. Lle ycknaonioe naguanns ma 06 €KmugHe OYiHIOBAHHS IHCIMPYMEHMIG GUABIEHHS
spasnusocmeii. Mema docniodcenns nonseac y nioguujenni 06 ekmueHoCmi ma AKOCMi HAGUAHHSA Ul MeCTNYE8aHHs Memo-
016 GUABNIEHHA YPA3IUBOCTEN Y CMAPM-KOHMPAKMAX WISAXOM CIMEOPEHHS 30a1aHCO8AHO20 KOHMPOTbOSAHO20 0amMACent).
3anpononosano 06a 63a€mM000n068HI08ANLHI NIOXOOU i1 €KYii. [Jemepminosanuil Memood CRUPAEMbCI HA CIAMUYHUL AHA-
7113 i popmanvui namepru 8i0bopy/mooughikayii pyHxyi, 3a0e3neuyouu 6i0meopr8aHicme i CUHMAKCUYHY KOPEKIMHICb.
LLM-nioxio 6uKoHye KOHMEKCMHO Y3200H4CeHi 3MIHU 3 MIHIMAILHOIO PI3HUYE0 KOOV, NiO8UWYIOUY PISHOMAHIMHICb NPU-
xnadis. Oouosa inmezposani 6 €OUHUL KOHBEED 13 HOPMATI3AYI€Er, QeOYNIiKayielo ma 6azamocmynenesoio 8anioayicio:
yeniwna komninsayis solc, cmamuune niOmMeepodCeH s YIbOBUX NAMEPHIE, NePesipKa 30epedicel st Heylbo8ol 102IKU ma
MiHImanvHocmi 3min. Pesynemamom e 30anancosanuti damacem 3 n’smu kiacie (integer_overflow, integer underflow,
timestamp_dependency, reentrancy, «be3neuniy KOHMPAKMu) 3 BUPIGHAHOW KilbKICMIO NPUKIAie, CMAHOAPMU306a-
HUM popmamonm 30epedicerts (NOSHUL KOHMPAKM, 8pa3Iueuil (hpazmenm, Memaoani) ma i0mMeop8aHuM NAuNIAUHOM.
Toeonanusa oemepminosanoeo i LLM-memodis 3abe3neuye 6ananc KOHMpoabo8aHOCHI Ma peanicmuyHocmi, wo nokpa-
Wye AKICmob eKCnepuMenmis i YeCHicmo NopieHsaHb iHcmpymenmis. Hosuszna nonseace 8 yuigikosauitl popmanvhill cneyu-
Qikayii onepamopie in’€kyii ma NPaKmMuyHOMY KOHEEEPI NAKEMHOL 2eHepayil; 00MeiCeH s CIOCYIOMbCsl CMOXACMUYHOC-
mi LLM i nompebu nooanvuux ounamiunux PoC-nepesipok.

Knrwouosi cnosa: cmapm-xkonmpaxmu, Solidity, epasnueocmi, in’exyia epaziusocmell, reentrancy, integer overflow,
3banancosanuil oamacem, CMamudHull aHanls, 8eIUKI MOGHI MOOEII.
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METHODS OF VULNERABILITY INJECTION INTO SMART CONTRACTS
FOR BALANCED DATASET GENERATION

Smart contracts are widely used in financial and decentralized applications; however, their security remains a critical
issue. Analysis of existing corpora shows a significant imbalance: common vulnerability classes (integer overflow/
underflow) are strongly dominant, while the critically dangerous reentrancy vulnerability is underrepresented. This
complicates both training and objective evaluation of vulnerability detection tools. The aim of the study is to improve
the objectivity and quality of training and testing methods for detecting vulnerabilities in smart contracts by creating
a balanced and controlled dataset. Two complementary injection approaches are proposed. The deterministic method
relies on static analysis and formal patterns for selecting and modifying functions, ensuring reproducibility and syntactic
correctness. The LLM-based approach performs context-aware modifications with minimal code differences, increasing
the diversity of examples. Both approaches are integrated into a unified pipeline with normalization, deduplication, and
multi-stage validation: successful solc compilation, static confirmation of target patterns, preservation of non-target
logic, and minimization of code changes. The result is a balanced dataset of five classes (integer overflow, integer
underflow, timestamp_dependency, reentrancy, and “safe” contracts) with an equal number of examples, a standardized
storage format (full contract, vulnerable snippet, metadata), and a reproducible pipeline. Combining deterministic and
LLM methods provides a balance between controllability and realism, which improves the quality of experiments and the
fairness of tool comparisons. The novelty lies in the unified formal specification of injection operators and the practical
pipeline for batch dataset generation, while limitations concern the stochastic nature of LLMs and the need for further
dynamic PoC validation.

Key words: smart contracts, Solidity, vulnerabilities, vulnerability injection, reentrancy, integer overflow, balanced
dataset, static analysis, large language models.
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IHocTranoBka nmpobaemu

Cwmapt-koHTpakT Ha argopmi Ethereum ta inmmx Gmok4eiH-crcTeMaxX IMIMPOKO 3aCTOCOBYIOTHCS JUTS (PIHAHCOBHX
olepariiif, TOKeHi3alii akTHBIB Ta peaizallil JeleHTPaTi30BaHNX 3aCTOCYHKIB. BomHOoUac BizioMo, 110 HaBiTh HE3HAUHI
YPas3JIMBOCTI Y KOJIi MOXKYTh ITPU3BECTH JI0 CYTTEBHX (PIHAHCOBHX BTPAT, SIK Iie cTasocs mix yac arak Ha DAO (2016) un
Parity Wallet (2017). Ilpobnema momnsirae B TOMY, IO ICHYIOYI peasibHI JaTaceTH CMapT-KOHTPAKTIiB MICTSATh CHIIBHUN
KJIaCOBMH JTricOasiaHc: O/lHI THIN ypa3inBocTel (Hanpukiazn, integer overflow/underflow) 3HauHO mepeBaskaroTh, TOJI SIK
KPUTUYHO HeOe3IeyHi, aje piKicHI (HampuKIal, reentrancy) IpeIcTaBiIeHi BKpaid MaJloro KUTBKICTIO TpukianiB. Lle yHe-
MOXKJIMBITIOE €()EKTUBHE HABUYAHHS MOJICJICH MAllTMHHOTO HABYAHHS Ta 3HWKYE SIKICTh BUSBJICHHS ypasiuBocTeid [ 1, 2].

Takum unHOM, TTOCTAE 33/1a4a CTBOPEHHS 30aJIAaHCOBAHOTO Ta KOHTPOJIBOBAHOTO JIATACETy CMapT-KOHTPAKTIB, y SIKOMY
BCI IITBOBI KJIaCH YPa3JIMBOCTEH MpeacTaBieH] piBHOMIpHO. /It 1IbOro HEOOXiJHI METOIM aBTOMATH30BAHOI iH €KIIT
BPA3IMBOCTEH, 10 3a0€311E€UyIOTh BiITBOPIOBaHICTh, CHHTAKCHYHY KOPEKTHICTh Ta PI3HOMAHITHICTh BHX1IHOTO KOJY.

AHaJi3 ocTaHHIX A0c/iTxKeHb i myOsikanii

Cran QopMyBaHHS JIaTaceTiB JUIs CMapT-KOHTPAKTIB €BOJIIOIIOHYBAB BijJl HEBEIMKUX HAOOPIB /10 MACUBHUX KOPITY-
CiB Ta CHHTCTHYHHUX KOJICKIIH 3 iH €KIi€l0 BpasnuBocTeld. PanHiil ctangapt ne-dakro — exocucrema SmartBugs: BoHa
TIO€/IHY€ HEBENMKHUIT TOYHO po3MiueHHi HaOip (=143 koHTpakTiB, 208 TEroBaHWX BPa3IMBOCTEH) AJISI TOYHICHOTO OCHY-
MapKiHTy 3 BelMKUM KopirycoM SmartBugs-Wild (=47 398 xonrtpakris i3 Ethereum), npusnadeHnM 1y1st MacITabHUX eKc-
niepuMeHTiB. Takuii TyanbHUH TU3aiH 1aB CIUIBHOTI SIK YHCTI €TAJOHH, TaK 1 PEasliCTUIHUH «ITyMHHUI» KOHTEKCT, OTHaK
3aJIMIIMB BiIKPUTUM MUTAHHA PO OanaHc Ki1aciB (PiKiCHI KaTeropii 3anIaloThesl HEIOCTATHRO TpeCTaBIeHUMH) [3].

Hosimmit miaxig — onopa Ha peanbsHi aymuropebki 3BiTn. DAppSCAN (TSE’24) cucremno 3i0paB i mpomapKyBaB
CITA0KOCTI, TIOB’ SI3aBIIH X 3 BUXITHUM KOJIOM Ta OalTKOIOM, criupatodrch Ha 1199 3BitiB 29 komana. [lepeBaru mimxony —
BaTIJIallis «3 MOJIsH» Ta TPACyBaHH JI0 MEPIIOKepeN (3BITH), IO CYTTEBO Mi/IBUIILY€ JOBIPY J0 MITOK; BTiM, OXOIUICHHS
KJIACiB 1 pI3HOMAHITHICTh MPHUKJIAIIB BCE IIE 3aJIekKATh BiJl TOTO, IO pealbHO IMOTPAILUISIE B ayauT [4].

[MapanensHO 3’SBHIIHCS JTyXKe BEJHKI, aje IEepeBaKHO Oe3pO3MITKOBI KOPITyCH Uil pre-training Ta OeHYMapKiHTy
iHcTpyMeHTiB — 30kpema DISL (514 506 ynikansnux Solidity-¢aiinis, yci BepudikoBani Ha mainnet). Taki Habopu Kpu-
THYHO B)XJIMBI JUIS1 PENIPE3EHTAaTHBHOCTI Ta BiITBOpIOBaHOCTI ML-mociimKens, ane caMi 1o codi He 3HIMAIOTh IpoliiemMy
mucbanancy/opaky ground truth i 9acTo MOTPeOYrOTH MOAATBIIOTO JICHOMIHTY UM CIIAOKO-KOHTPOIBOBAHUAX EBPHCTHUK [5].

11106 3100yTH MacmTad i3 MiTKaMH, BAKOPHCTOBYIOTH aBTO-PO3MITKY aHasi3aTopamHu 3 majority voting. [Ipukinanom
€ ScrawlD, ne Bpa3IMBOCTI O3HAYAIOTHCSI KOHCEHCYCOM KITBKOX iHCTpyMeHTIB [6]. Lle nae Tucsui peaslbHUX NMPHKIIaIiB
3 TIOMIpPHOIO I[IHOIO PO3MITKH, pOTe BHOCHUTH «label noise» (moXuOKu/ynepeskeHHsI IHCTPYMEHTIB), SIKAH JOBOANTHCS
KOMIIEHCYBATH MepeBipKaMH I IMHOXHH 200 TOEJHYBATH 3 «UUCTIIINMI JHKEPETaMU MiTOK.

Jpyruii HanpsiM — CHHTETHYHI JataceTu depe3 iH’ekmiro. SolidiF] mokasas, Mo cucTeMaTHdHI MyTaIlii KOIy JO3BOJIS-
10Th Oy/lyBaTH KOHTPOJIBbOBAHI KOJIEKIIT U YeCHOT OIIHKH JISTEKTOPIB; MPH IIbOMY aBTOPH aKIEHTYIOTh Ha HEOOXIJHOCTI
TIepeBipSITH KOMITUTLOBAHICTb i HOTEHIIHHY €KCIUTYyaTOBaHICTh 1H €KIIH (HEe BCl ITY4HI 1e()eKTH € peabHO HeOe3TeUHNMH)
[7]. CBixi poOoTH pO3BHBAIOTH 1110 JIiHIIO (Harmpukirax, MuSe, 2025) # onTUMI3yI0Th ONEpaToOpH 1H €KIIH MiJ] TTOIIHPEHi
Kareropii caOKkocTel, ajie HEHTPaIbHIM 3aJTUIIAE€THCS. KOMIIPOMIC MIXK peaiCTHIHICTIO MotudiKarliif i macmrradoM [8].

CymapHo, cydacHHH KOHCEHCYC BHIVISJIA€ Tak: MOTPiOHI TiOpHIHI MiAXOMH, IO MOEAHYIOTh PEANiCTHYHICTD BEJH-
KHX KOPIYCIB 1 KEpOBaHICTh CHHTETUYHUX 1H €KIIIH U1 OasaHCyBaHHS PiKICHUX KJIACiB; ayANTOPCHKI JpKepena (IK-0T
DAppSCAN) 6axxaHO IHTETpyBaTH SIK «SIKICHUI €TaJION); OITMC HAOOpiB Ma€ BIAMOBIIATH Cy4aCHUM CTaHIapTaM IIPO30-
pocri (datasheets/data statements), siki ()iKCyrOTh MOTHBAIIIIO, TIOXO/PKEHHS, TIPOLIETYPH PO3MITKH/IH’ €KIIi1, OOMEXEHHS
Ta BIJIOMI yIepeKeHHs — I1e IMTiIBUIILY€ BiITBOPIOBAHICTD 1 MPUIATHICTD AaTACEeTIB IS MOAAIBIINX NOCTipKeHb [9, 10].

®opMyJIIOBAHHS METH 10C/IiIKeHHS

Merta gociipKeHHS T0JIsIrae y MiIBUIIEHH] 00’ €KTUBHOCTI Ta JIOCTOBIPHOCTI HABYAHHS 1 TECTyBaHHS METO/IB BUSIB-
JICHHS ypa3JIMBOCTEH y cMapT-KOHTpakTax. Jlist ii OCATHEHHS 3alporioHOBAaHO CTBOPEHHS 30aJIaHCOBAHOTO Ta BiJITBO-
PIOBAHOTO JlaTaceTy IUISTXOM aBTOMATH30BaHOI 1H €K1 ypa3IMBOCTEH 3a JOIIOMOTOIO JIBOX MiJIXO/IiB — JETEPMiHOBAHOTO
ta LLM-kepoBanoro. Takuii naracer 3a0e3redye piBHOMiIpHE MPEJICTABICHHS PI3HUX KIIACIB Ypa3JlMBOCTEH 1 CTBOPIOE
KOHTPOJIbOBAHI YMOBH JUISI KOPEKTHOTO MOPIBHSHHS €(DEKTHBHOCTI ICHYIOUMX 1 HOBUX IHCTPYMEHTIB aHaiizy 6e3meku [11].

BukisiageHHs1 0CHOBHOIO MaTepiaiy A0CiIKeHHS

PesyabTaTu 300py BUXiIHUX KOJiB CMapT-KOHTPAKTIB

VY xoxi gocnipkeHHs OyIo 3i0paHo Ta IpoaHalli30BaHO BUXI/IHI KOJM CMapT-KOHTpakTiB Ha Solidity i3 1BOX OCHOBHHX
JDKEepelt:

Etherscan API — akTyanbHi BepudikoBani konTpakTy 3 Ethereum mainnet;

SmartBugs Wild — Binkpuruii naracer peaqbHUX KOHTPAKTIB i3 MAapKOBAaHUMH ypa3IMnBOCTSIMH.

[Ticns monepenHboi 00poOKH Ta aHami3y iHCTpymMeHTOM Oyente Oyio chopMOBaHO KOPITYC, PO3IIOLT SKOTO 32 KaTero-
pisimu ypasznuBocteit HaBeeHo B Tabmumi 1.

Li mani 7eMOHCTPYIOTH 3Ha4HY IepeBary BpasiuBocTed Thmy integer overflow ta integer underflow Haj iHmmMMH,
a TaKOX TMOPIBHIHO MaJly KUTbKICTh KOHTPAKTIB 3 BPa3JIMBICTIO re-entrancy.
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Tabmms 1
P03l'l0)1i.]'l KOHTpaKTiB 3a KaTel"OpiﬂMl/l Bpa3J’lHBOCTeﬁ
Kareropis KinbkicTh KOHTpPakTiB

Integer Underflow 23702
Integer Overflow 31061
Timestamp Dependency 1460
Re-entrancy Vulnerability 310

be3 ypaszmusocreii (None) 12 829

JerepminoBaHmii aJropuT™ in’ekuii Bpa3anBocTeil y CMapT-KOHTPAKTH

3anpornoHoBaHnil MeTo[ 3a0e3reduye JeTepMiHOBAHMN ITiIXiJ /10 aBTOMAaTH30BAaHOTO BIIPOBAKEHHS ypa3IHBOCTEH
y BUXITHHH KOJ{ CMapT-KOHTPAKTIB 0€3 BUKOPHCTaHHS MAIIMHHOTO HaBYaHHS. AJITOPUTM 0a3yeThCsl HAa CTATHYHOMY aHai31
KOJTy Ta NOIIYKY I1a0ioHiB (pattern matching) jutst BU3Ha4€HHS MiCLIb, TPUIaTHUX 11 Moudikanii. Lle go3Bose nepenOauy-
BAHO Ta ITOBTOPIOBAHO MOMHM(IKyBaTH KO IIPH OJJHAKOBUX BXIJTHUX JIJAHUX PE3YJIbTaTH 1H €Ki 3aBXKI1 OyTyTh TOTO)KHUMH,
OCKUJIBKY BUIIA/IKOBICTh Y TIPOIIEC] BIACYTHS. AJITOPUTM HE BUKOHYE CaM KOHTPAKT, a JIMIIE aHaJli3y€e HOro CTaTu4Hy CTPYK-
TYpY 13aCTOCOBY€E CTaHAAPTH30BaHI 3MiHH, 110 TApaHTY€E 30epeKEHHS] CHHTAKCHYHOI KOPEKTHOCTI KOy ITiciist MouiKarii.

Mertopn 6a3yeTbesl Ha TPHOX KIIIOYOBHX MPUHINIIAX:

— JIeTepMiHOBaHICTh: AJITOPUTM 3aBXKIHM BUJIAE OJHAKOBUH pe3ynbraT Uil OJHHUX 1 THX CaMMX BXIJHHX JaHHX.
[ToBeninka roBHICTIO NIepenOadyBaHa, OCKUIBKH y Iporeci Moaudikarii BiICyTHI BUIIAJAKOBI (haKTOPH;

— CTaTWYHUM aHai3: BHUSBIECHHS NMOTPIOHMX MicLb IS iH €KL BiOyBAa€ThCS HIISIXOM aHAII3y CTPYKTYpPH KOIY
0e3 BUKOHAHHSI CMapT-KOHTPAKTy. AJITOPUTM MapcuTh BUXigHUH Kox Solidity, mo0 3HaiT crienudidHi KOHCTPYKLIT Ta
TIaTepHH, 1 epeBipsi€ CHHTAKCUYHY KOPEKTHICTh 3pO0JICHUX 3MiH;

— opieHTAalist Ha WAa0IOHU: JUIs KOKHOTO THITY YPa3IMBOCTI BU3HAUYEHO XapaKTepHi Ia0IOHN KoY. AJTOPUTM CHC-
TEMaTHYHO LIyKa€ B KOHTPAKTI Taki malOIOHHI KOHCTPYKLIT i BHOCUTB CTaHAapTH30BaHi 3MiHH. Lle 3abe3neuye yHi]iKo-
BaHICTh 1H €KL} Ta MOJIETIIY€ BaJiJallil0 OTPUMAHUX PE3YIIbTaTiB.

Busenenna kanouoamie (3azanvruil 6unadox)

AJTOPUTM TNapCUTh KOHTPAKT 1 BinOupae (QyHKLIi-KaHAUAATH, y SKUX OJHOYACHO HASIBHI: PEJIEBAHTHI CTPYKTYpH
crany (Harp., bamaHcHUI mapping), onepauii 3 komramu (pyHKIIT Ha Ktant withdraw/transfer, 00 30BHIIIHI BUKIMKH
niepekasy Ether), nepesipku nepen nieto (require/assert), epekTi OHOBICHHS cTaHy (Harlp., 3SMEHIIEeHHs OanaHcy). Jlumre
(yHKIIT, 1110 BIAMOBIAIOTH YCIM KPUTEPISIM LIILOBOTO KJIacy ypas3JIMBOCTI, IEpejatoThCs Ha eTan Mo dikarii.

Cmpamezii moougpixauii naaenoi gpynxuyii (na npuxknadi reentrancy)

Sxmo y ¢yHKIIT BXKe € rnepeBipka 0anaHcy, BIANPABISHHs KOLITIB 1 IOJaIbIlle OHOBJICHHS CTaHy, BUKOHYETHCS I1iJie-
CIIpsIMOBaHA IE€PECTaHOBKa/3aMiHa Omnepanii:

— Oesneunuil nepexas (transfer/send) 3aMiHIOETbCSI HA HU3bKOPIBHEBUH BUKIHK call{value:...}(«») 13 nepeBipkoio
success;

— mnopsnok «Checks-Effects-Interactions» cBijoMo MopymryeTbcs: 30BHIIIHS B3a€MOIisl BUKOHYETHCS /IO OHOBJICHHS
CTaHy, 10 BiIKPUBAE BIKHO JJIsl IOBTOPHOTO BXOJTY.

1 // Byno (Bemneuxime)

2 require (balances[msg.sender] >= amount) ;
3 ayable (msg.sender) .transfer (amount) ;

4 alances[msg.sender] —-= amount;

€ // Crano (epa=mmsa)

recquire (balances[msg.sender] >= amount);

(bool success, ) = msg.sender.call{value: amount} (""):;
3 require (success, "Transfer failed"):;

10 alances[msqg.sender] -= amount;

Puc. 1. Minimanbanii pparmeHT 3minu (i110cTpaTUBHO) B KOAI

MiniManbHUNA parMeHT 3MiHH (1TIOCTPATHBHO) 300pakeHO Ha PUCYHKY 1.

Cmpamezii 0ooasanns wiadonounoi ynkuii (na npukaadi reentrancy)

SIKII0 y BHMXIJTHOMY KOHTPAKTi HeMae BiANOBiMHOT QyHKLIi (HApHKIIaA, BiICYTHIH MEXaHI3M BHBE/ICHHS KOIITIB),
JOMA€THCSI MiHIMATbHA Bpa3JiniBa (YHKIIiS 3 KOPEKTHHMHU CUTHATYPAMH Ta JTOTIOMIXKHOO JIOTIKOIO TIOTTOBHEHHS OaJlaHCy.
[pukinan nonaBaHHs M1a0JOHHOT QYHKIIT B KOJI HABEIEHO HA PUCYHKY 2.
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function withdraw(uint256 amount) public {
require (balances[msg.sender] >= amount, "Insufficient balance”™);
(bool success, ) = msg.sender.call{value: amount} (""); // SOBHimHiN BMKIMK OO

OHOBJIEHHA CTaHy
4 require (success, "Transfer failed");
S balances [msg.sender] -= amount; // OHOBJIeHHA Nicna B3aeMomii

function deposit() public payable {
= balances[msg.sender] += msg.value;

Puc. 2. llpuxnan nonaBanHs madJoHHoI pyHKUIT B KO

JlonaBaHHs BUKOHYETBCS TakK, 100 HE OPYILIyBaTH iCHYIOUY (DYHKIIIOHATIBHICTD 1 KOMIUISIIIFO.

Banigauist

[Micns Mmoamdikanii NPOBOAUTHCS: CHHTaKCHYHA TepeBipka (ycmiliHa KoM solc minboBoi Bepcii), miaTBep-
JUKEHHSI BJIACTHBOCTI YPa3JIMBOCTI CTaTMYHUM aHai30M (HasBHICTh 30BHINIHBOTO BHKIHUKY 110 €(EKTiB, O4iKyBaHi
naTepHH), epeBipka CyMIiCHOCTI (30epekeHHs 0a30BOi JIOTIKH Ta CUTHATYD).

MaremaTnyHa Mo/ieJIb 1€TePMiHOBAHOTO MiIX0LY

Bxinni nani: C — BUXITHUEH CMapT-KOHTPAKT, } — TUI ypa3aUBOCTI (HaMpHUKIiIaz, reentrancy), Py = {p,..., p,} —Ha0ip
1a0JIOHIB JIsl BUSIBIICHHST KOJTY, TPUAATHOTO JI0 1HKEKTYBaHHS BPa3IMBOCTI.

1. ITowyk xkanouoamis

3Hax0ANMO MHOXHHY (YHKIIIH, IO BIAMOBIAAIOTH yCIM MaTepHam:

F/(C)={fe C| Vp e Py: match(p, f)=1}.

2. Bubip i moougpikayisn
Bubupaemo HalinpuarHinty GyHkuito /* 3a GpikcoBaHUMH IIPAaBUIIAMH Ta 32CTOCOBYEMO OIlepaTop Moau(iKaii:

AI(fiV)—éj;

me f! —Bepcid 3 ypasamBicTIO.
3. Inotcekuyia 6 Konmpaxm

C':(C\f*)ufv',ﬂku;oF,, (C)=2,
C'=CUF,

new

I(CV)=
( ) (V),iHaKwe.

Sxnio migxoxa QyHKIiS € — MonugikyeMo ii, iHaKIIe 10JaEMO HOBY MIAOJOHHY YPa3JIUBY (YHKIIIO.

MeTton in’ekuii Bpa3iMBoOCTel y CMAPT-KOHTPAKTH HA OCHOBi BeJIMKUX MOBHHUX MojeJIei

3anporoHoBaHM METO/I peati3ye aBTOMAaTH30BaHE BIIPOBA/DKEHHS BPA3IMBOCTEH y BUXIHUIN KO CMApT-KOHTPAKTIB
13 BUKOPHUCTAaHHM BeJIMKHUX MOBHHX Mozeneii (Large Language Models, LLM). Ha BinmiHy Bix 1eTepMiHOBaHUX IaTepH-
OpIEHTOBAHUX AJITOPUTMIB, LIEH Mi/IXi/ 3a0e31edye KOHTEKCTHO-3aJIe)KHI 3MiHH, sIKi 30€piraloTh NEpBUHHY (yHKIIOHAIb-
HICTb KOHTPAKTY 1 BUIVISIAAIOTH IPUPOJHO IHTETPOBAaHUMH Y BUXITHHH KOJ. MeToro € popMyBaHHs pi3HOMaHITHHX 1 pea-
JICTUYHUX JIaTACeTiB JIIsl JOCIIIKEHb Y cepi BUSBICHHS BPa3JIMBOCTEH Y CMapT-KOHTPAKTaX.

Mertox CKIIQIA€eTHCS 3 YOTUPHOX OCHOBHHUX KOMITOHEHTIB:

1. Momyib mornepeaHbp0T 0OPOOKU KOHTPAKTIB — ONTHMI3Y€E KOJ JUIS BiIIOBITHOCTI OOMEXESHHSM MOJICIII;

2. IHTENEeKTyaJbHUH 1HKEKTOP BPAa3IMBOCTEH — BUKOpHUCTOBYEe LLM st BHECEHHS 3MiH Y KOJ;

3. MOayib HapCHHTY Ta BaliJalii pe3ylabraTiB — MepeBipsie€ MPaBIWIBHICTD 1 AKICTh MOAM(IKALIN;

4. xoHBeep reHeparii garacety — 30epirae pe3yinbTaTH y CTaHAapTH30BaHOMY (hopMari.

Ilonepeona oopodxa Konmpaxny

11106 3anoBoibpHUTH OOMexeHHs: LLM (MakcuMmaibHa JIOBXKHWHA 3alHMTY, OOCST TOKEHIB), KOJ IIPOXOJHUThH ONTHUMI3a-
Li10: BUJIQJIICHHS KOMEHTapiB, BUJAJICHHS IOPOXKHIX PSJIKIB, YCIKaHHS HAaJMIPHO BEJIMKHX KOHTPAKTIB JI0 TPAaHHYHOTO
PO3MIipy 3 KOPEKTHHUM 3aKpUTTAM CTPYKTyp. DyHKIis onTuMizanii 3a0e3neuye CHHTaKCUYHY 3aBEPLICHICTh HABITh MiCIIs
00pizaHHS KOLy.

Dopmyeanna 3anumy (prompt engineering)

Cucrema Oynye crienianizoBanuii 3anut 10 LLM, 1110 MicTUTb:

—  POJILOBY IHCTPYKIIiFO: MOJICIb MTO3HIIIOHYETHCS SIK «IOCIITHUK OC3IIeKI»;

—  4iTKi 0OMEXEHHsI: He CTBOPIOBATH HOBUX KOHTPAKTIB, MOIU(IKyBaTH Oe3110CcepeIHb0 B HAsIBHOMY KOji, 30epirarn
JIOTKY;

— BHUMOTH 10 (opMaTy BUXOAY: CTPYKTYpa 3 IIOBHUM MOHM(DIKOBAHUM KOHTPAKTOM 1 BUUICHUM (pparMeHTOM 3MiH;

—  OIIUC IUTHOBOT BPA3JIHBOCTI.
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T'enepauin mooughikoeanozo Konmpaxmy

Jis renepartii BUKOpuUCTOBYeThCs Moaens GPT-4.1-mini 3 mapameTpamu:

— temperature = 0.8 (GaymaHC BapiaTHBHOCTI Ta CTaOLIBHOCTI),

— max_tokens = 4000,

— ONTHUMIi30BaHi BUTPATU Ta MPOXYKTUBHICTb.

Mopens iHTETpy€e Bpas3iIHBICTH 3TiTHO 3 BKa3iBKaMH, HAMAralo4uch MiHIMAJIBHO 3MIHIOBaTH KoI i 30epiratu iioro
(YHKIIOHATTBHICTb.

Banioayia ma napcunz ionogioi

[Ticnst oTprMaHHS BiAIOBiNI BUKOHY€ETHCS:

— BuurydeHHS Solidity-0IoKiB i3 BUKOPHUCTaHHSAM PETYISIPHUX BHUPA3iB;

— HOpMaJi3aris koy (YCyHeHHS pi3HHLI y (hopMaTyBaHHI);

— TepeBipKa HasSBHOCTI BPa3IMBOTO (pparMeHTa y MOBHOMY KOIi;

— BIOXWICHHS pEe3yNbTaTiB, [0 HE BiAMOBIIAIOTH BUMOTAM.

Koneeep oopooku

OCHOBHUH IUKI POOOTH CHCTEMH BKJIIOYAE:
3aBaHTa)K€HHS Ta MEPEBiPKY KOHTPAKTIB.
Ipomyck ¢aiimis > 10 Kb.
Buxitrouenns ke 00pobnernx koHTpakTiB (SHA 1-xemryBanH:).
I'enepamiro Bpa3nuBoi Bepcii yepes LLM.
[Mapcunr 1 Basmigamito.

6. 36epexenns y ¢popmari JSON 3 momsamu: contract — moBHHA Koz, vulnerability — tTum BpasmmBocTi, vulnerable
snippet — 3MiHEeHHHA (hparMeHT.

MaremaTnyHa Moje/b

Hexait: C — BuxigHuit KOHTPAKT, } — THIT Bpa3IuBOCTi, A — MOBHA MOJIENb.

OyHKITiSA ONITHMI3aIlii:

kW=

0(C) - C’,}ZKWO|C|SMAX_S[ZE
- truncate(C,MAX,, ), inaxue.

Ieneparis 3anuTy:
P(C, V) = forompl O(C), config(V)).
Binmosine Mopeni:
R=AIP(C, V)).
OyHKITISA Baigamii:

Val (R) {contract,snzppet} , AKWo snippet € contract,
a =
O, inaxue.

OriHKa yCINTHOCTI 1H €K

Si[Val(R) % 2]
S = il

n

E

Iie 71 — KUTBKICTh 00pOOIeHNX KOHTPAKTIB.

CTBOpeHHs 30a1aHCOBAHOTO0 AaTAaceTy Ta iOoro nepeBaru

B pesynbraTi 3acTocyBaHHS pO3pOOJICHMX METOAIB iH’eKmii Oyno copMoBaHO IITYYHHN 30aTaHCOBAHWN NaTaceT
CMapT-KOHTPAKTIB, 0 MicTUTh 110 1000 mpuKIamiB I KOXKHOI 3 1T ITH KaTeTopii (TaOmuIyt 2).

Tabmmr 2
CprKTypa CTBOPEHOI0 AaraceTry
Kareropis KinbkicTh KOHTpPaKTiB
Integer Overflow 1000
Integer Underflow 1000
Timestamp Dependency 1000
Re-entrancy 1000
besneuni KOHTPAKTH 1000
Pazom 5000
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IlepeBaru cTBOpEHOTO AaTACETY:

— 0amaHc KJIaciB — piBHA KUTBKICTh MPUKJIIAIIB TSI KOXKHOI KaTeropii J03BOJIsIE€ YHUKHYTH KJIACOBOTO TUCOAIaHCY, IO
XapaKTepHUH I PEaTbHUX JJaHHX;

— KOHTPOJBOBAHICTh BPA3INBOCTEH — I KOYKHOTO KOHTPAKTY TOYHO BiZIOMO, SIKAH THI YPa3IHBOCTI BiH MICTHTB
(abo BiaCyTHI), IO CIIPOIITYE TMiATOTOBKY HABYAJIFHUX Ta TECTOBUX BHOIPOK;

—  peaNiCTUYHICTh KOy —MOoAudiKalii BUKOHaHI TaK, 1100 30€perTh IOTiKy Ta CTPYKTYPY pealbHUX CMapT-KOHTPAKTIB;

— BIATBOPIOBAHICTH — MPOIIEC iH’ €KIIii TOBHICTIO aBTOMATH30BAaHMH 1 MOYKe OyTH TIOBTOPEHUI AJIsl CTBOPEHHS 10/IAT-
KOBHX a00 PO3MIMPEHHUX BEPCii JaraceTy;

— TPUAATHICTD JJIS HAaBYAHHS MoJelieil — 3a0e3nedye ONTHUMabHI YMOBH /U1 TPSHYBAHHS 1 TECTYBaHHS aITOPUTMIB
BUSIBIICHHS YPA3JIMBOCTEH y CMapT-KOHTPAKTaX.

TakuM 9HHOM, OTPUMAHHUH 30aTaHCOBAaHUI JATACET € BAYKIIMBUM BHECKOM Y HOCIIKEHHS O€31IeKH CMapT-KOHTPAKTIB,
OCKITBKH TIOEAHYE TIEPEBATry PeaJbHUX BUXITHUX KOAIB Ta KOHTPOJIHOBAHMX YMOB iH €KIIii ypa3IHMBOCTEH.

BucnoBku

YV po6orti mpencTaBiIeHo ABa B3a€MOIOIMOBHIOBAIBHI ITiIXOAM /10 iH €Kil Bpa3nmuBoCTell y cMapT-koHTpakTH Solidity st
(hopMyBaHHS 30aTaHCOBAHOTO AaTaceTy. JleTepMiHOBaHMI aqTOpPUTM, 3aCHOBAaHWI HA CTaTMYHOMY aHAaJi3i Ta MAOIOHHUX
TIEPETBOPEHHSX, 3a0e3Medye BiATBOPIOBAHICT 1 CHHTAKCHYHY KOPEKTHICTb, Tofl sk LLM-kepoBanuii imxekrop (GPT-4.1-
mini, temperature = 0.8) cTBOPIOE KOHTEKCTHO y3TO/DKEHI Ta peaiCTHIHI MOIU]IKaIIii, TABHUIIYIOYH Pi3HOMAHITHICT TPH-
kaiB. OOuBa METOM IHTETPOBAHI B €WHIN KOHBEEP 3 HOPMAITI3AIII€0, SAYIUIIKAIIE€I0 Ta OaraTopiBHEBOIO BaJIiJAIIIET0,
110 JTO3BOJIHJIO TIOOYyBaTH 30aJJaHCOBAHUM JaTACET I’ ATH KJIACiB, y SKOMY BCi THITH BPa3JIMBOCTEH MPEICTABIICHI PIBHOMIPHO.

[IpakTrYHA IIHHICTH MONIATA€ B MOYKIIMBOCTI BUKOPHCTOBYBATH HA0Ip SIK HABYAJIHLHO-TECTOBY OCHOBY /IS iIHCTPYMEH-
TiB cTatnuHOrO aHamzy Ta ML/LLM-Moneneii, a TakoX SK MICT M’k CHHTETHIHHMH Ta pealbHUMH JaHUMH. OOMEKeHHS
pobotu crocyroThes ctoxacTuaHOCTI LLM 1 moTpebu J0aTKOBOTO IMiATBEPIKEHHS eKCITYaTOBAHOCT] YACTUHH 1H €KITIH
y IUHAMIYHHX CIIEHAPisX.
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